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A.2.1.4.7
INVITE method

Prerequisite A.5/8 - - INVITE request

Table A.46: Supported headers within the INVITE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c32
	c32

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	4
	Alert-Info
	[26] 20.4
	o
	o
	[26] 20.4
	c1
	c1

	5
	Allow
	[26] 20.5, [26] 5.1
	o (note 1)
	o
	[26] 20.5, [26] 5.1
	m
	m

	6
	Allow-Events
	[28] 7.2.2
	c2
	c2
	[28] 7.2.2
	c2
	c2

	8
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	9
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	10
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	11
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	12
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	13
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	14
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	15
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	16
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	17
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	18
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	19
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	20
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	20A
	Geolocation
	[89] 3.2
	c33
	c33
	[89] 3.2
	c33
	c33

	20B
	History-Info
	[66] 4.1
	c31
	c31
	[66] 4.1 
	c31
	c31

	21
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	21A
	Join
	[61] 7.1
	c30
	c30
	[61] 7.1
	c30
	c30

	22
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	23
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	23A
	Min-SE
	[58] 5
	c26
	c26
	[58] 5
	c25
	c25

	24
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	24A
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c17

	24B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c7
	c7

	24C
	P-Asserted-Service
	[121] 4.1
	n/a
	n/a
	[121] 4.1
	c38
	c38

	24D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24E
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	24F
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	24G
	P-Early-Media
	[109] 8
	c34
	c34
	[109] 8
	c34
	c34

	25
	P-Media-Authorization
	[31] 5.1
	n/a
	n/a
	[31] 5.1
	c11
	c12

	25A
	P-Preferred-Identity
	[34] 9.2
	c7
	c5
	[34] 9.2
	n/a
	n/a

	25B
	P-Preferred-Service
	[121] 4.2
	c37
	c36
	[121] 4.2
	n/a
	n/a

	25C
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	25D
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	25E
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	26
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	26A
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	27
	Proxy-Authorization
	[26] 20.28
	c6
	c6
	[26] 20.28
	n/a
	n/a

	28
	Proxy-Require
	[26] 20.29
	o (note 2)
	o (note 2)
	[26] 20.29
	n/a
	n/a

	28A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	29
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	m
	m

	30
	Referred-By
	[59] 3
	c27
	c27
	[59] 3
	c28
	c28

	31
	Reject-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	c32
	c32

	31A
	Replaces
	[60] 6.1
	c29
	c29
	[60] 6.1
	c29
	c29

	31B
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	31B
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	c32
	c32

	32
	Require
	[26] 20.32
	o
	m
	[26] 20.32
	m
	m

	32A
	Resource-Priority
	[116] 3.1
	c35
	c35
	[116] 3.1
	c35
	c35

	33
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	33A
	Security-Client
	[48] 2.3.1
	c22
	c22
	[48] 2.3.1
	n/a
	n/a

	33B
	Security-Verify
	[48] 2.3.1
	c23
	c23
	[48] 2.3.1
	n/a
	n/a

	33C
	Session-Expires
	[58] 4
	c25
	c25
	[58] 4
	c25
	c25

	34
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	35
	Supported
	[26] 20.37
	m(note 5)
	m(note 5)
	[26] 20.37
	m(note 5)
	m(note 5)

	36
	Timestamp
	[26] 20.38
	c10
	c10
	[26] 20.38
	m
	m

	37
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	38
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	39
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/12 THEN m ELSE n/a - - downloading of alerting information.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c7:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c11:
IF A.4/19 THEN m ELSE n/a - - SIP extensions for media authorization.

c12:
IF A.3/1 THEN m ELSE n/a - - UE.

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 4).

c23:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/42 THEN m ELSE n/a - - the SIP session timer.

c26:
IF A.4/42 THEN o ELSE n/a - - the SIP session timer.

c27:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c28:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c29:
IF A.4/44 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header.

c30:
IF A.4/45 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Join" header.

c31:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c32:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c33:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c34:
IF A.4/66 THEN m ELSE n/a - - The SIP P-Early-Media private header extension for authorization of early media.

c35:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c36:
IF A.3/1 AND A.4/74 THEN o ELSE n/a - - UE and identification of communication services in the session initiation protocol
c37:
IF A.4/74 THEN o ELSE n/a - - Identification of communication services in the session initiation protocol 

c38:
IF A.4/74 THEN m ELSE n/a - - Identification of communication services in the session initiation protocol 

o.1:
At least one of these shall be supported.

	NOTE 1:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.

NOTE 2: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 4:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].
NOTE 5:
The header field SHOULD be sent, but clients/servers need to be prepared to receive messages without that header field.



A.2.1.4.9
OPTIONS method

Prerequisite A.5/12 - - OPTIONS request

Table A.77: Supported headers within the OPTIONS request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c26
	c26

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c24
	c24
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	c2
	c2
	[26] 20.7
	c2
	c2

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	8
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	o
	o

	9
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	10
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	11
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	14
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	c3
	c3
	[26] 20.17
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	Geolocation
	[89] 3.2
	c27
	c27
	[89] 3.2
	c27
	c27

	16B
	History-Info
	[66] 4.1
	c25
	c25
	[66] 4.1
	c25
	c25

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	18
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	19
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	19A
	P-Access-Network-Info
	[52] 4.4
	c11
	c12
	[52] 4.4
	c11
	c13

	19B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	19C
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c9
	c9

	19D
	P-Charging-Function-Addresses
	[52] 4.5
	c16
	c17
	[52] 4.5
	c16
	c17

	19E
	P-Charging-Vector
	[52] 4.6
	c14
	c15
	[52] 4.6
	c14
	c15

	19F
	P-Preferred-Identity
	[34] 9.2
	c6
	c4
	[34] 9.2
	n/a
	n/a

	19G
	P-Profile-Key
	[97] 5
	n/a
	n/a
	[97] 5
	n/a
	n/a

	19H
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	n/a
	n/a

	19I
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c10
	n/a

	19J
	Privacy
	[33] 4.2
	c8
	c8
	[33] 4.2
	c8
	c8

	20
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	21
	Proxy-Require
	[26] 20.29
	o
	o (note 1)
	[26] 20.29
	n/a
	n/a

	21A
	Reason
	[34A] 2
	c20
	c20
	[34A] 2
	c20
	c20

	22
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	22A
	Referred-By
	[59] 3
	c22
	c22
	[59] 3
	c23
	c23

	22B
	Reject-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	c26
	c26

	22C
	Request-Disposition
	[56B] 9.1
	c21
	c21
	[56B] 9.1
	c26
	c26

	23
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	24
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	24A
	Security-Client
	[48] 2.3.1
	c18
	c18
	[48] 2.3.1
	n/a
	n/a

	24B
	Security-Verify
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	25
	Supported
	[26] 20.37
	c6
	c6
	[26] 20.37
	M[note 4]
	M[note 4]

	26
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	m
	m

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c4:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c8:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c9:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c10:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c11:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c12:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c13:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c14:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c15:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c17:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 3).

c19:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c20:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c22:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c23:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c25:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c26:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.
c27:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

	NOTE 1: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage.

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].
NOTE 4:
The header field SHOULD be sent, but clients/servers need to be prepared to receive messages without that header field.
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