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1. Introduction

One of the functionalities enabled by the PNM AS in the IM CN subsystem is called PNM session redirection that redirects sessions destined for any UEs of a PN to the default UE of the same PN. The PNM session redirection applies only to the initial request for a UE-terminating call.
When receiving an initial request for a UE-terminating call, the S-CSCF performs the procedure to route the initial request for the UE-terminating call to the PNM AS based on matching of initial filter criteria before performing any other routing procedures to the terminating UE. The PNM AS then executes the redirection of the initial request based on the User’s PN configuration. The redirection of the initial request for the UE-terminating call can be executed either on an IP multimedia application basis or on the media component(s) of an IP multimedia application basis supported by the terminating UE capabilities and the User subscriptions.
However if the default UE based on the User’s PN configuration has one public user identity shared by other UEs in the PN, and this special public user identity would be set to request-URI of the initial request by the PNM AS, some issue will be incurred, that is the S-CSCF maybe redirect the call to the other UE not the default UE based on the public user identity.
The same issue exists in the User’s PN configuration procedure. When the user wants to configure the certain UE as the default UE, PN-Configuration message including the public user identity will be sent to the PNM AS. If the public user identity shared by other UEs in the PN, the PNM AS can not arbitrate between the UEs and set the default UE the user expects to activate.
That is where this paper comes in. This paper will discuss the following two issues:
1) The configuration of shared public user identity;
2) The PNM session redirection for UEs with the same public user identity.
2. Discussion
As for the shared public user identity, GRUU operation is used to resolve this issue. The S-CSCF is responsible for assigning GRUU for the registered UEs. Each assigned GRUU represents an association between the public user identity and an instance ID provided by a registering UE. It is used to address a particular UE that possesses the instance ID and registers with the public user identity. The GRUU also denotes a contact address registered with a public user identity.
The network can page the specific UE when the GRUU is provided. However a caller may not call the specific user for an instance ID of the UE is not clear to him. 
Therefore, when PNM apply the GRUU operation to resolve the issue of shared public user identity, it is only resolve the terminating session redirection since the default UE is clear to the PNM AS. But when the user wants to configure the default UE, it is difficult for the user to do this for the same reason before.
A specific ME of the user shall be identified by a personal ME identifier, which has the syntax PMI-XXXX. The part "XXXX" shall be a random value, as defined in 3GPP TS 24.008 subclause 2.1.1, in the range from hexadecimal 0000 to hexadecimal FFFF generated by the CUA. The personal ME identifier shall be stored by the UE and can be changed to ensure that two or more of the user's MEs do not have the same personal ME identifier.

So the personal ME identifier is appropriate for it is easy to be obtained by the user and is able to be conveyed in the message request. However the personal ME identifier can not be used to route. 
In order to resolve the issue of shared public user identity, the personal ME identifier and GRUU can be used. It is assumed that the UE and the S-CSCF support the personal ME identifier and GRUU. At the same time, the personal ME identifier as the part of the UE capabilities and the GRUU shall be contained in the notify message and be sent from the S-CSCF to the PNM AS when the UE registered. Then the PNM AS shall create the relationship between the private user identity, the public user identity and the personal ME identifier. Furthermore, the PNM AS shall bind the GRUU to the private user identity.

Herewith, solution for the issue of shared public user identity can be as follows:
· PN-Configuration
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The personal ME identifier shall be contained with the public user identity in the PN-Configuration message over the Ut interface. Upon the personal ME identifier and the public user identity, the PNM AS can set uniquely to the default UE based on the relationship between these identities and the private user identity stored in the database when registration in the PN. 
· Session Redirection
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When the UE-terminating service to the UE in the PN, if it is active by the user, then the UE-terminating service shall be redirected to the default UE. The PNM AS executes the redirection and if the public user identity related to the default UE shared by other UEs in the PN, the GRUU binding to the default UE shall be set to the request-URI of the initial request.
Upon these handling, the PNM session service for UEs with the same public user identity will be accomplished.

3. Conclusion
This paper provides a feasible method to resolve the issue that the PNM session service for UEs with the same public user identity using the personal ME identifier. It is proposed to approve and some contributions will be introduced in this meeting.
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