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1
Introduction

At present, 3GPP TR 24.801 [1] contains a section about Home cell deployments in the 10.12 where it is captured the agreement reached at CT1#48 on a number of working assumptions for all home cell deployment options. A home cell deployment is a single eNodeB in a home or a small group of cells, for example, a campus or office buildings.
Additionally, the section 10.12 is structured in a way to collect solution options for home cell deployments. At present, this section contains one possible option (called ‘Option A’) which describes one of the possible alternatives to achieve home cell deployments.

The current Option A in 3GPP TR 24.801 [1] relies on the use of unique Tracking Area Identity (TAI) for the ‘minimum’ Closed Subscriber Group (CSG) cell identifier, and therefore on the tracking area updating procedure for access control when cell (re-)selection takes place.

However, other alternatives than the use of unique TAI are possible and this fact is reflected in CT1 LS in C1-072156, quote:
CT1 has not yet agreed whether the minimum identifier of the CSG cell is the tracking area identity. Two proposals for identifying a CSG cell have been presented: 

1.
PLMN + TAC + Cell id

2.
PLMN + TAC where TAC is unique. This might require a TAC of 28 bits.

CT1 does not preclude other options. 

In this contribution, it is shown, as stated by the CT1 agreed LS, that other alternatives are possible and also that the use of unique TAI and the tracking area updating procedure for access control for CSG is not the most appropriate way for handling of access control of CSGs. The combination of TAI together with a flexible or fixed part of Cell id like CSG cell identifier is more suitable.
2
Discussion

2.1 Latest CT1 agreements
CT1 at CT1#48 agreed the need of a ‘white list’ (or an allowed list) in the UE of CSG cell identifiers to control access to home cells/CSG cells. In addition, CT1 working assumption is that cells will broadcast (BCCH) a bit that indicates whether the cell is CSG cell or not. This would provide a first level of access control to CSG cell which indicates that a particular cell is restricted.

2.2 Problems with current proposal
At present, the Option A in 3GPP TR 24.801 [1] relies on use of unique TAI like ‘minimum’ cell identifier and because of this on the use of the traking area updating procedure for access control of CSG cells at cell (re-)selection. The ‘white list’ (called Allowed CSGs List per Option A) would contain a list of TAIs (unique). Another list, i.e., ‘tacking area list’ (the Mobility List per Option A provides similar handling) exists in the UE which contains TAIs that the UE can access without performing tacking area updating procedure.
Mobility List: A list stored in the UE of tracking area codes that belong to tracking areas and CSG cells that the UE can access without performing a tracking area updating procedure.

The use of the tracking are updating procedure at cell (re-)selection results in a number of problems. 
First of all, it is not enough for access control of CSG cells. The use of tracking area updating for access control of CSG results in problems since the ‘tacking area list’ can prohibit that the tracking area updating procedure is performed by the UE when entering a CSG. 
Note that ‘normal' UEs (not faulty) can attempt to enter a cell indicated as restricted (BCCH indicates that the cell is CSG cell), even for the case that a ‘white list’ has been distributed. For example, the UE may have an old white list that is not valid (outdated). The access check of the CSG cell may result in the UE being able to camp on the restricted CSG cell which is not suppose to do according to the stage 2 requirement 1 below.
It is important to bear in mind the current stage 2 requirements for CSG access control stated in the approved 3GPP TS 36.300 [2]:

1.
A UE should not camp on or access a CSG Cell if it is not part of the User Group which is allowed to access that CSG Cell.

2.
The subscriber registered as the owner of a CSG Cell or group of Cells, under supervision of the operator, shall be able to control/modify quickly which other subscribers form part of the User Group associated with its CSG Cell(s). 
Secondly, another problem, which relates to the use of TAI like CSG identifier, is that in the case the CSG TAI is not listed together with surrounding macro cells, there will be a lot of tracking area updating procedures towards the MME when leaving and entering home cell deployments (e.g., offices/University campus/city suburb area). This would lead to similar problems as the ones when nowadays commuting people arrive in a station from the underground. Specially, there will be a high peak of tracking area updating procedures when people go to work in the morning or the University lectures hours start. This may result in undesirable problems in the MME, since it would need to be dimensioned for this tracking area updating busy hour signaling.
Thirdly, other problems should be considered which are not covered by the use of tracking area updating procedure for access control; how to handle the case that a UE is removed from the ‘white list’ of allowed UEs to a particular CSG when it is camping in the CSG at the same time.

In order to avoid all the mentioned problems while fulfilling the state 2 requirements quoted above (3GPP TS 26.300 [2]), instantaneous update of the UE ‘white list’ when the UE CSG access is changed from allowed to non-allowed would be required. Instantaneous distribution of ‘white list’ information eliminates the need of tracking are updating towards CSGs for access control purpose at cell reselection. 
Note that it is only the UEs that are switched-off or out of coverage (e.g., in an elevator, tunnel, ...), which cannot be informed of changes in the CSG authorization, that might attempt to access restricted CSG cells (the ‘white list’ would be outdated). 
Hence, there is no need for the CSG TAI to affect the UE tracking are updating implementation. The UE only indeed needs to perform tracking area updating only at macro TAI borders. Using a unique TAI per CSG in order to ‘always’ trigger the tracking area updating procedure at cell reselection is not justified. Introduction of a special TAI concept for CSGs and assigning unique TAI per CSG would be unjustified if it is only going to be used for at power up and cell selection.
A new NAS or RRC cause value, something like forbidden CSG (cell) may be used instead of forbidden tracking area. An eNodeB that belongs to a CSG could send the CSG identifier, i.e., TAI plus parts of Cell id, to the MME whenever authorization needs to be checked in the MME. This may also be used for charging purposes. The MME check will be a rare event, since the restricted cell indication on BCCH and the white list will prevent erroneous access attempts in most cases. The handling in the UE would be the following; the UE removes CSG identifier (outdated information) from the stored ‘white list’ when the new CSG rejection is received. This would prevent UEs from accessing restricted cells. Using a unique TAI per CSG identifier in order to send a forbidden tracking area cause to UEs is not justified.
Another way to overcome the problem of use of tracking area updating for access control, would be the use of the service request procedure, since with a tracking area updating access control mechanism UEs could camp on a restricted CSG and try to access it. The service request procedure would allow the MME to check the CSG identifier with the user subscription.
2.3 Alternatives to unique TAI like CSG identifier
It is part of the Option A of 3GPP TR 24.801 [1] that a unique TAI (PLMN+TAC) like ‘minimum’ CSG cell identifier has to be used as identity in the UE ‘white list’. However, the ‘white list’ can contain TAI (16 bits) plus parts of the Cell id, where the part of the cell id can be flexible. This can be the CSG (cell) identifier. This format of CSG identifier gives a much more flexible tool than a fixed and unique TAC of at least 28 bits. The proposed CSG identifier, which contains parts of the Cell id, provides flexibility and does not introduce high complexity. Please note that it does not affect the tracking area updating functionality while providing flexibility. A large company would be able to have an entire TAI for its CSGs, whereas a home cell can have a TAI + Cell id as its CSG. 
If a flexible tool is not desired, then the ‘white list’ contents can also be TAI (16 bits) plus a ‘fixed’ length of Cell id. Using a unique TAI per CSG to list TAI in the UE ‘white list’ seems not to be justified. 
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Figure 1: An example of a CSG id for an office cell deployment.
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Figure 2: An example of a CSG id of a home cell, if flexible CSG id length is allowed.
3
Conclusion

This discussion paper highlights that the use of TAI like ‘minimum’ CSG cell identifier and the tracking area updating procedure for access control is not the most appropriate way, since leads to a number of problems as described in the discussion part of this document.
The analysis and information provided by this document should be used like input to form the CT1 opinion in order to answer the initial RAN2 working assumptions stated in the incoming LS (in R2-073740) on CSG cells.

Finally, it is further proposed to update the section 10.12 to add a new Option B for the case of Home cell deployments as described in C1-072372.
4
References

[1]
3GPP TR 24.801, "3GPP System Architecture Evolution; CT WG1 aspects" (Release 8)
[2]
3GPP TS 36.300, "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access (E-UTRAN); Overall description; Stage 2" (Release 8)




















































































_1251877954.doc


Tracking area code







CSGid











Cell identity







Cell broadcasted PLMN+TA+CI







PLMN identity












_1251877890.doc


Tracking area code







CSGid











Cell identity







Cell broadcasted PLMN+TA+CI







PLMN identity












