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1 Introduction
During the last S2#59 it was discussed that several use cases denote the need to certify the “access type” used by an IMS client. The granularity and “freshness” of such information may depend on its final usage by the IMS; at a first stage we could limit ourselves to distinguish between "macro" access types, e.g. 3GPP [GERAN/UTRAN], 3GPP [I-WLAN] TISPAN.
For example:
1. the P-CSCF may use the “access type” information (e.g. 3GPP, TISPAN) to trigger the proper Authentication Procedure at the S-CSCF; 
2. an IMS AS (e.g. Instant Messaging) may use the “access type” (e.g. 3GPP, fixed access) to apply proper charging;
3. IMS may certify the access type used by the terminating party to apply the correct termination fee.
Unfortunately the value inserted by the UE in the P-Access-Network-Info header may not be considered as trusted information by the IMS.
SA2 agreed a Rel-8 CR (S2-073835) to the 3GPP TS 23.228 which introduces a new functional requirement for the P-CSCF:

Ensure that the SIP messages received from the UE to the SIP server (e.g. S-CSCF) contain the correct or up‑to‑date information about the access network type currently used by the UE, when the information is available from the access network.
2 Discussion
To certify the “access type” used by an IMS client means that:

a. it shall be possible for the IM Subsystem to know “in a trusted way” (not relying on the P-Access-Network-Info header provided by the UE) the access type the UE is currently using;

b. it shall be possible for the IMS to use such a “trusted” information to provide services like the examples listed above (bullets 1. … 3.) 

During the last S2#59 it has been proposed to collect “in a trusted way” the information related to the access network type relying on the capabilities that the PCC architecture offers to the IM Subsystem. For this reason this issue should be discussed and solved in CT3. In the following only the procedures considered relevant for CT1 will be discussed.

Assuming that some trusted entity (e.g. PCRF, NASS) will make available the access type information to the P-CSCF, this would happen at:
· each initial and subsequent registration procedure;
· any session set up and modification;

· any non-register method sent by the UE;
· any time it changes without requiring modifications of the existing sessions.

After the “trusted” information related to the used access type has been conveyed to the P-CSCF, the P-CSCF could:
· add such information to SIP signaling when missing;
· confirm or override such information, if it is also provided by the UE;
so that any further SIP entity can use it.

In case of IMS roaming, the roaming agreements will define the exchange of the trusted information provided by the P-CSCF.

In the IMS roaming scenario the introduction of an IBCF implementing hiding functionalities could involve the removal of the trusted information introduced by the P-CSCF. In this case it could be left to the operators the decision to remove the P-Access-Network-Info also in the case of hiding functionalities.

OPTION A: Usage of P-Access-Network-Info header

A way to add, confirm or override this “trusted” information in the signaling is based on the reuse of the “Network-provided” parameter contained in the P-Access-Network-Info Header.

In the 3GPP TS 24.229 (par. 7.2A.4.3) the foreseen behavior for x-DSL IP-CAN is:

the P-CSCF may insert a P-Access-Network-Info header into the request by setting the access-type field to one of "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", or "IDSL", adding the "network-provided" parameter and the "dsl-location" parameter with the value received in the Location-Information header in the User-Data Answer command as specified in ETSI ES 283 035 [98]
In the 3GPP TS 24.229 (par. 7.2A.4.3) the foreseen behavior for DOCSIS IP-CAN is:

the P-CSCF may insert a P-Access-Network-Info header into the request by setting the access-type field to "DOCSIS" and including the "network-provided" parameter.
The same behavior could be reused for the 3GPP accesses allowing the P-CSCF to insert the P-Access-Network-Info header and to add the “Network-provided” parameter. 

This approach would normalize the P-CSCF behavior (i.e. independently on the involved access type) and would allow the other IMS functionalities (e.g S-CSCF and AS) to rely on the content of P-Access-Network-Info when the “Network-provided” parameter is contained.

The drawback of this approach is that if a Rel-7/Rel-8 UE accesses the IMS via a Rel-5/Rel-6 P-CSCF and decides to introduce the “network-provided” parameter in the P-A-N-I header, then the S-CSCF and/or AS will consider this information “trusted”.
In order to solve this problem, an additional parameter could be defined for the P-A-N-I header. This new parameter should be added by a P-CSCF Rel-8 to clarify that the access network was certified by the network.

The RFC 3455 indicates the following applicability for the P-A-N-I header:

   Header field          where  proxy  ACK BYE CAN INV OPT REG

   ___________________________________________________________

   P-Access-Network-Info         dr     -   o   -   o   o   o
   Header field                    SUB NOT PRA INF UPD MSG REF

   ___________________________________________________________

   P-Access-Network-Info            o   o   o   o   o   o   o

The usage of P-A-N-I header isn’t applicable to ACK and the CANCEL.

The RFC 3455 foresees that the proxy, providing services to the UA and located in the home network, and therefore trusted, must delete the header when the SIP signaling is forwarded to a SIP server located in a non-trusted administrative network domain. The user cannot indicate any privacy preference to this header.
The RFC3455 foresees that proxy must not insert or modify the value of the P-Access-Network-Info header. The 24.229 foresees an exception to this behavior for xDSL and DOCSIS accesses.
OPTION B: Usage of P-Visited-Network header

A second way two confirm or override this “trusted” information in the signaling is based on the usage of the P-Access-Visited-Network-Id Header.

The P-Visited-Network-ID header field is used to convey in the home network the identifier of the visited network where the user is accessing the network. In order to provide with the “trusted” information the other IMS functionalities (e.g S-CSCF and AS) the syntax of this header should contain not only the text string or a token that identifies the administrative domain, but also the access technologies of the visited network where the user is accessing the network.
In addition a P-CSCF pre-Rel-8 may add a P-Visited-Network-ID and making difficult for a Rel-8 S-CSCF and/or AS to understand if the information provided in the header were certified or not by the network. Therefore in order to allow S-CSCF and or AS to use this information and to consider it “trusted” the P-Visited-Network-ID header, a Rel-8 P-CSCF should add to the P-Visited-Network-ID the following information:
· the access network where the user is accessing;

· the indication that the access network information were “network-provided” and certified by the P-CSCF.

The RFC 3455 indicates the following applicability for the P-Visited-Network-ID header:

   Header field          where  proxy  ACK BYE CAN INV OPT REG

   ___________________________________________________________

   P-Visited-Network-ID    R     ad     -   -   -   o   o   o

   Header field                    SUB NOT PRA INF UPD MSG REF

   ___________________________________________________________

   P-Visited-Network-ID             o   -   -   -   -   o   o

The usage of P-Visited-Network-ID header is applicable only for the Requests and isn’t applicable to: ACK, BYE, CANCEL, NOTIFY, PRACK, INFO and UPDATE.
The RFC 3455 foresees that the proxy, providing services to the UA and located in the home network, and therefore trusted, must delete the header when the SIP signaling is forwarded to a SIP server located in a non-trusted administrative network domain. The user cannot indicate any privacy preference to this header.
Comparison between Option A and B
Both options require the extension of the syntax foreseen for the P-A-N-I and P-V-N-I headers. In particular:
· the P-A-N-I header option would require a new parameter to indicate that the access information introduced by the P-CSCF can be considered trusted by the other IMS functionalities (e.g. S-CSCF, AS).

· the P-V-N-I header option would require a new field indicating the access network used by the UE to access the network and a new parameter to indicate that the access information introduced by the P-CSCF can be considered trusted by the other IMS functionalities (e.g. S-CSCF, AS).

The option A seems less impacting if the introduction of new parameter (as it was done for the “network-provided” parameter) can be considered acceptable.
The approach based on the P-A-N-I header would normalize the P-CSCF (i.e. independently on the involved access type) and the other IMS functionalities (e.g S-CSCF and AS) behavior to rely on the content of P-Access-Network-Info.
The headers applicability defined in RFC3455 seems wider for P-A-N-I header than for P-V-N-I header providing more flexibility (applicable to the majority of the methods) to communicate the “trusted” access information to the other IMS functionalities (e.g. S-CSCF, AS). In addition the RFC3455 foresees the applicability of the P-V-N-I header only for requests. This aspect represents a serious limitation to certify during a session setup the access network for the called party.
Both headers must be deleted by the proxy providing services to the UA and located in the home network, when the SIP signaling is forwarded to a SIP server located in a non-trusted administrative network domain. Both headers don’t introduce any privacy user preference.
The RFC3455 foresees that proxy must not insert or modify the value of the P-Access-Network-Info header. The 24.229 foresees an exception to this behavior for xDSL and DOCSIS accesses. No similar recommendations are made for the P-Visited-Network-ID header.

3
Proposal
It is proposed to discuss the issue, to collect feedbacks on the comparison and to agree on one solution. If CT1 agree on one solution Telecom Italia can provide the related CR for the next CT1 meeting.
