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6.6
PN Access Control List Configuration

The signalling flow in Figure 6.6-1 describes the message exchange between UE and NAF/PNM AS when the UE wants to configure the PN access control list. The messaging can take place after a successful bootstrapping procedure (as described in 3GPP TS 33.220 [xx]) in which case the bootstrapped security association has been established before Step 1.
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Figure 6.6-1: Successful initial PN-Configuration for PN access control 
1.
The UE sends the PN-Configuration request to NAF/PNM AS to initiate the PN-Configuration of the PN access control list. The message contains the public user identity/identities of the UE, the public user identities of the Controller and Controllee, and a PN access control list including either the public user identities or the E.164 numbering of the users which the UE requests to add or delete from the PN access control list. 
2.
The NAF/PNM AS verifies the PN-Configuration request by performing the authentication, authorization as specified in Step 2 under Figure 6.5.1-1. Additionally, the PNM AS also performs the subscription check.
3.
The NAF/PNM AS sends the PN-Configuration Response message to the UE indicating a success of the PN-Configuration.
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