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A.2
Introduction
A.2.1
General
The signalling flows provided in this annex follow the methodology developed in 3GPP TS 24.228 [xx]. The following additional considerations apply: 
a)
The signalling flows between S-CSCF and PNM AS are shown in the present document.
A.2.2
Key required to interpret signalling flows

The key to interpret signalling flows specified in 3GPP TS 24.228 [xx] subclauses 4.1 and 4.2 applies with the additions specified below:

· pnmas.home1.net:1234 represents the Internet host and port number of the PNM AS, which can be obtained by a PN UE from the address (URI) of the resource http://pnmas.home1.net:1234/service.

· PN_user1_public1@home1.net, PN_user1_public2@home1.net, etc. represent the public user identities configured for a PN User for the PN UE#1. PN_user2_public1@home1.net, PN_user2_public2@home1.net, etc. represent the public user identities configured for a PN User for the PN UE#2, etc.

· PN_user1_private@home1.net represents the private user identity configured for a PN User for PN UE#1. PN_user2_private@home1.net represents the private user identity configured for a PN User for PN UE#2, etc.

· PN_user1_friend_public1@home1.net, PN_user1_friend_public2@home1.net etc represent the public user identities of a PN access control list configured for PN UE#1. PN_user2_friend_public1@home1.net, PN_user2_friend_public2@home1.net etc represent the public user identities of a PN access control list configured for PN UE#2, etc.

In order to differentiate between messages for HTTP, SIP, Diameter and media flows over CS and PS connections, the notation in figure A.2.2-1 is used.
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Figure A.2.2-1: Signalling flow notation 
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