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Introduction

When accessing the Evolved Packet Core (EPC) via untrusted non-3GPP access, the UE shall establish an IPsec tunnel with an ePDG. The ePDG is discovered by the UE via standard DNS mechanisms and the procedure in the UE is similar to the procedure described in 3GPP TS 24.234 for the selection of the PDG. 
It is proposed to add a new subclause “7.3.3.2.1 Selection of the ePDG” in 3GPP TR 24.801 to detail the procedure for the UE to select the ePDG.
Start of change

7.3.3.2.1 Selection of the ePDG
The UE shall support the implementation of standard DNS mechanisms in order to retrieve the IP address(es) of the ePDG.
The procedure used by the UE to select an ePDG is the same as the procedure described in 3GPP TS 24.234 [14] for the selection of the PDG.

When building a Fully Qualified Domain Name (FQDN) for the DNS request, the UE shall include both W-APN Network Identifier (NI) and W-APN Operator Identifier (OI). If the user did not provide a value for W-APN OI, then the UE shall use the HPLMN ID or VPLMN ID as the W-APN OI, depending on internal configuration. The structure of the W-APN is defined in 3GPP TS 23.003 [7].
In roaming case, if the UE has selected VPLMN ID for W-APN Operator Identifier (OI) and the DNS query fails, the UE shall build an FQDN with W-APN Operator Identifier (OI) set to HPLMN ID and shall perform a new DNS query to resolve the W-APN.
Upon reception of a DNS response containing one or more IP addresses of ePDGs, the UE shall select an IP address of ePDG with the same IP version as its local IP address.
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