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This paper analyses the differences between a DS-MIPV6 initial attach and a DS-MIPv6 handover and provides some text for section 8.4.2 of TR 24.801 accordingly.
1. Introduction

In TS 23.402 the handover flows for client mobility have been agreed and included in section 5.6.1.2. These flows are quite high level and more detailed flows are work in progress in Annex C. Therefore, even though the stage 2 flows are not finalized yet, it is still possible to include some introductory text for the handover procedures in DS-MIPv6.
2. Discussion

When S2c is used, the handover procedure involves the exchange of a Binding Update and a Binding Acknowledgement message between the UE and the PDN GW. The non optimized stage 2 procedure for the handover from a 3GPP access to a non 3GPP access is depicted in Figure 1. 
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Figure 1 – Client-based mobility handover from 3GPP to non-3GPP
As it is clear from the picture, if optimizations are not considered, the procedure just involves a BU/BA exchange between the UE and the PDN GW. Note that it is assumed that the UE had already established a DS-MIPv6 session with the PDN GW via the DS-MIPv6 initial attach procedure. This implies that the UE already knows the IP address of the PDN GW and shares a security association with the PDN GW (either based on RFC 4877 or on RFC 4285, depending on the outcome of the discussion in SA3). Therefore, once the UE has obtained an IP address in the new access, it sends a Binding Update to register the address as the new Care-of Address. 
TS 23.402 has also a flow for the mobility from non-3GPP access to 3GPP access. This is shown in Figure 2. As it can be seen from the figure, from a DS-MIPv6 perspective there is not any difference in the procedure: the UE acquires an IP address from the 3GPP access and sends a Binding Update in order to update the PDN GW. 
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Figure 2 - Client-based mobility handover from non-3GPP to 3GPP

Differences in the two procedures may be introduced when considering the optimized flows. However, at this point in time it is possible to include some introductory text in section 8.4.2 of TR 24.801 which applies to both mobility scenarios.
3. Proposal
Based on the analysis provided in the previous section, it is proposed to agree the following changes to section 8.4.2 of TR 24.801.
*** Start of 1st change ***
2
References
[x1]
IETF RFC 3775 (June 2004): “Mobility Support in IPv6”
*** End of 1st change ***
*** Start of 2nd change ***
8.4.2
Mobile IP handover

Editor's note: This subclause will describe the procedures needed when the UE performs a Mobile IP handover over S2c reference point.

8.4.2.1
General
The DS-MIPv6 handover procedure is performed by the UE to update its Care-of Address at the PDN GW after a movement from two different accesses (e.g. a movement from a 3GPP to a non-3GPP access). When this procedure takes place, the UE has already a valid registration at the Home Agent, which implies that the PDN GW has an entry in its binding cache for that UE and a security association to secure DS-MIPv6 signalling is in place between the UE and the PDN GW. 

The procedure involves a Binding Update and Binding Acknowledgement exchange between he UE and the PDN GW. In the handover case there is not any need for the UE to discover the PDN GW address or to set up a security association with it as these steps are part of the initial attach procedure described in section 8.4.1 which is assumed to be already performed. 
8.4.2.2
UE procedures
When detecting a movement the UE configures a new IP address on the target access system. The details of IP address configuration can be access specific. 
Editor's note: It is FFS how the UE detects a movement. It is FFS how the IP address can be configured while in the source access system (i.e. optimized handover).

If the access network supports IPv6, as soon as the UE has configured a new IPv6 address, it shall send a Binding Update to the PDN GW including the newly configured IP address as the Care-of Address. The UE shall always include the IPv6 Home Address in the Binding Update as specified in [x1]. 

If the UE has been assigned also an IPv4 Home Address and wants to update also the binding for it, it shall include the IPv4 Home Address option including the assigned IPv4 Home Address. 
If the UE does not have an IPv4 Home Address but wants to configure one, it shall include the IPv4 Home Address option with the unspecified address. 
If the access network supports only IPv4, as soon as the UE has configured a new IPv4 Care-of Address, the UE shall send a Binding Update tunnelled in UDP as specified in [11]. 
8.4.2.3
PDN GW procedures

When the PDN GW receives a Binding Update from the UE, it shall update the binding cache entry related to the Home Address included in the Binding Update.

In case the Binding Update is an IPv6 packet, the PDN GW shall update the Binding Cache entry with the Care-of Address is in the source address of the IPv6 header. 

Editor's note: It is FFS if the Alternate Care-of Address option can be used in the Binding Update.

In case the Binding Update outer header is an IPv4 header, the PDN GW shall update the Binding Cache entry with the Care-of Address in the IPv4 Care-of Address option. 
If in the received Binding Acknowledgment the IPv4 care-of address in the IPv4 CoA option is not the same as the IPv4 address in the source address in the outer IPv4 header then a NAT was in the path. This information shall be included in the Binding Acknowledgement within a NAT detection option with the F bit set. In this case the PDN GW shall tunnel Binding Acknowledgement over UDP.
If the Binding Update contains an IPv4 Home Address option with an IPv4 Home Address previously assigned, the PDN GW shall update also the binding cache entry related to the IPv4 Home Address to the UE. In any case, the Binding Acknowledge shall always contain the IPv6 Home Address of the UE in the Routing Header.
If the Binding Update contains an IPv4 Home Address option with the unspecified IPv4 address, the PDN GW shall assign an IPv4 Home Address to the UE, including an IPv4 acknowledgement option the Binding Acknowledgement message. In any case, the Binding Acknowledge shall always contain the IPv6 Home Address of the UE in the Routing Header.

*** End of 2nd change ***
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