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Summary of modification as below:

1) Add information message to PN-Deregration and PN-Deconfigration in IM CN subsystem.
2) Add notes to PN-Deconfigration in CS domain.

*** Proposed Modification***
6.2
PN-Deregistration
The PN-Deregistration relies on the third party registration procedure and is accomplished by a registration with an expiration time of zero seconds as specified in 3GPP TS 23.228 [4].

Information shall be offered to the user by sending the status message if the de-registrated UE is the only default UE of the PN.
6.2.1
PN-Deregistration procedure in the IM CN subsystem
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Figure 6.2.1-1: Successful PN-Deregistration procedure in the IM CN subsystem 
1. 
To de-register, the UE sends a new REGISTER request with an expiration value of zero seconds. The Register information flow contains the private user identity and the public user identity of the UE.
2.
Based on the initial filter criteria, the S‑CSCF sends a third party Register information flow with an expiration value of zero seconds to the PNM AS.
3. 
Optionally, the PNM AS authorizes the PN-Registration by querying the HSS. It is done by sending the private user identity to the HSS. The HSS checks the public user identity/identities tied to the private user identity and sends it back to the PNM AS.
4.
The PNM AS then verifies the PN-Registration by comparing the public user identity/identities with the other received from S-CSCF in the Step 2. As a result of a successful verification, the PNM AS enrolls the public user identity as de-registered in the data base and removes the stored configuration setting related to this specific public user identity.
5.
The PNM AS sends Subscribe information flow with an “Expires” header of zero to unsubscribe to the service subscription notification of the public user identity.
6.
The S-CSCF sends Cx-Put/Cx-Pull message containing the private user identity, public user identity and clear/keep S-CSCF name to the HSS base on operator choice and the HSS returns response to the S-CSCF.

7.
If the UE ties to this specific public user identity activated as the only default UE for terminating service, then the PNM AS acts as List Server looks up all the registered UEs configured for redirection service and sends the status message to these UEs of the PN to inform this change. This status message containing the information about the De-Activated UE’s in the PN which will be informed to the User.
6.2.2
De-Registration procedure in the CS domain
*** Next Modification***
6.4
PN-Deconfiguration
6.4.1
General

The PN-Deconfiguration procedure enables the User to deconfigure the default UE of a PN. Corresponding to the configuration procedure described in section 6.3, the PN-Deconfiguration can be done in three levels in IM CN subsystem and two levels in CS domain. . 

The following subclauses describe the PN-Deconfiguration procedure in the IM CN subsystem and CS domain respectively. 
6.4.2
PN-Deconfiguration procedure in the IM CN subsystem 
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Figure 6.4.2-1: Successful PN-Deconfiguration procedure in the IM CN Subsystem
1.
In order to remove its configuration settings for the session redirection applications from the PN, a UE sends a Deconfiguration Request message to the PNM AS containing the public user identity/identities of the UEs to be removed. Additionally, other relevant parameters for executing the session redirection application such as the configuration level and the priority value can be included. 
2.
Upon receiving the Deconfiguration Request message, the NAF combined in the AS authenticates the Configuration Request message according to the 3GPP TS 33.222 [9]. After a successful authentication, the NAF inserts the private user identity of the UE and forwards it to the PNM AS. The PNM AS authorizes the Deconfiguration Request message by comparing the public user identity with those ones that are registered in the PN by means of the PN-Registration procedure.
3.
The PNM AS sends the Unsubscribe Request message to the HSS. 
4.
The HSS sends the Unsubscribe Response message to the PNM AS.
5.
The PNM AS removes the stored configuration setting.

6.
The PNM AS sends the Deconfiguration Response message to the UE.

7.  If the UE ties to this specific public user identity activated as the only default UE for terminating service, then the PNM AS acts as List Server looks up all the registered UEs configured redirection service and sends the Status message request to these UEs of the PN to inform this change. The PNM AS constructs the status message and sets the Request URI header fields to one of the registered UEs should be informed.
6.4.3
PN-Deconfiguration procedure in the CS domain
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Figure 6.4.3-1: PN-Deconfiguration in the CS domain for deconfiguring default UE

1-3.In order to deconfigure a default UE of a PN, the UE sends a USSD request to the gsmSCF via MSC, VLR, and HSS taking advantage of the MS Initiated USSD mechanism described in TS 23.078[8]. The message shall contain the deconfiguration level parameter to indicate the deconfiguration type, the MSISDN of the UE. The deconfiguration level parameter can take two values;
global level deconfiguration; or

service based deconfiguration; 

When it takes the value “service based deconfiguration”, a Basic Service Code as defined in TS 23.002[6] or TS 22.003 [7] shall be included in the message.
4.
The gsmSCF invokes the CAMEL service for PNM which correlates the UE to an existing setting according to the information contained in the request, if no settings are stored for the MSISDN or the settings stored are not matching with the information received within the request, an error message shall be sent back to the UE. Otherwise the CAMEL service shall remove the stored settings.
5.
The CAMEL service sends a request to the HSS to unsubscribe the service subscription notification of the MSISDN contained in the request. 
6.
The HSS sends an acknowledgement to the CAMEL service.
7.
The CAMEL service removes the stored setting found in step 4.
NOTE: Information shall be offered to the user when the only active device for a service is deactivated.
8-10.
The gsmSCF sends back a USSD response to the UE.
***End of Modification***
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