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1st change against ETSI-TS-183-004-v1-2-1-modified
4.2.1
General description

The service description of the following Communication Services CFU, CFB, CFNR, CFNRc and CD are based on the PSTN/ISDN Supplementary Services.

Generally the following requirements should be fulfilled:

· It shall be possible for the user or the network to identify an alternative destination for an IP multimedia session or individual media of an IP multimedia session. 
· It shall be possible for redirection to be initiated at various stages of an IP Multimedia session. For example:
· Prior to the set up of an IP Multimedia session.

· During the initial request for an IP Multimedia session (CFU).

· During the establishment of an IP Multimedia session (CD).

· Redirection can be applied for all Multimedia sessions unconditionally or it can be caused by any of a set list of events or conditions. Typical causes could be:

· Identity of the originating user.
· Identity of the originating UE
· Presence of the originating or destination party.

· If the destination party is already in a session (CFB).

· If the destination party is unreachable or unavailable in some other way (CFNL; CFNR, CFNRc).

· If the destination party does not respond (CFNR).

· After a specified alerting interval (CFNR).

· User's preference on routing for specific IP Multimedia session based on the capabilities of multiple UEs sharing the same IMS service subscription.
· Routing based on the identity of the target UE
· The sending party, receiving party or the network on their behalf, may initiate redirection to alternative destinations. 

The following services describe applications based on a subset of the above-mentioned requirements to provide user different possibilities to divert a communication. 

It should be possible that a user has the option to restrict receiving communications that are forwarded. 

Communication Forwarding Unconditional (CFU)

The CFU service enables a served user to have the network redirect to another user communications which are addressed to the served user's address. The CFU service may operate on all communication, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFU supplementary service. After the CFU service has been activated, communications are forwarded independent of the status of the served user.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFU service has been activated. This indication shall be provided when the served user originates a communication if the CFU service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

Communication Forwarding on Busy user (CFB)

The CFB service enables a served user to have the network redirect to another user communications which are addressed to the served user's address and meet busy. The CFB service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFB supplementary service.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFB service has been activated. This indication shall be provided when the served user originates a communication if the CFB service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

For more information on the procedures for determination of the busy condition see ES 183 028 [11].

Communication Forwarding on no Reply (CFNR)

The CFNR service enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time. The CFNR service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and an indication that the called user is being informed of the communication has been received.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNR service has been activated. This indication shall be provided when the served user originates a communication if the CFNR service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.
Communication Forwarding on Subscriber Not Reachable (CFNRc)

The CFNRc service enables an user to have the network redirect all incoming communications, when the user is not reachable (e.g. there is no IP connectivity to the user's terminal), to another user. The CFNRc service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNRc simulation service.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNRc service has been activated. This indication may be provided when the user originates a communication if the CFNRc service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.
Communication Deflection (CD)

The CD service enables the served user to respond to an incoming communication by requesting redirection of that communication to another user. The CD service can only be invoked before the connection is established by the served user, i.e. in response to the offered communication (before ringing), i.e. CD Immediate, or during the period that the served user is being informed of the communication (during ringing). The served user's ability to originate communications is unaffected by the CD supplementary service.

The maximum number of diversions permitted for each communication is a network provider option. The network provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Communication Forwarding on Not Logged-in (CFNL)

The Communication Forwarding on Not Logged-in (CFNL) service enables a served user to redirect incoming communications which are addressed to the served user's address, to another user (forwarded-to address) in case the served user is not registered (logged-in). The CFNL service may operate on all communications, or just those associated with specified basic services. 

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNL service has been activated. This indication shall be provided when the served user logs out according to procedures described in RFC 3261 [6].

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

2nd change against ETSI-TS-183-004-v1-2-1-modified
4.4.1
SIP-Messages

The following SIP messages are used due to the coding rules in ES 283 003 [2].

Table 4.4.1.1: SIP Header information for redirection

	SIP Message
	Ref.
	SIP Header

	INVITE
	[3]

[Error! Reference source not found.]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	Contact

History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	180 (Ringing)
	[3]

[Error! Reference source not found.]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	Contact

History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	181 (Call Is Being Forwarded)
	[3]

[Error! Reference source not found.]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	Contact

History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	200 (OK) response
	[3]

[Error! Reference source not found.]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	Contact

History-Info-Header

Privacy header

cause-parameter in the uri-parameter

	302 (Moved Temporarily) 
(see note)
	[1]

see Draft-jennings-sip-voicemail-uri-05 in Bibliography
	Contact header

cause-parameter in the uri-parameter

	NOTE 1:
The 302 (Moved Temporarily) regarding the present document will be only used for the CD services.
NOTE 2:
The Contact values should be trusted if they contain a GRUU


For more information on the cause-parameter is given in annex C.

An AS that implements the CDIV service shall support the REFER method RFC 3515 [4], to be able to handle the interaction with ECT TS 183 029 [3].

4.4.2
Parameters

The Privacy header is described in ES 283 003 [2]. The present document refers for the History header to RFC 4244 [3], for the Privacy header and P.-Asserted-Identity to RFC 3325 [8], for GRUU the draft-ietf-sip-gruu-13 (see Bibliography) and for the Cause-Code to draft-jennings-sip-voicemail-uri-05 (see Bibliography).

3rd change against ETSI-TS-183-004-v1-2-1-modified
4.5.2.6.2.2
First diversion; no History header received

When this is the first diversion the communication has undergone, the following information is to be set in the retargeted request:

-
the diverting parties address;

-
the diverted-to party address;

-
diversion information.

The following header fields shall be included or modified with the specified values: 

a)
The Request URI - shall be set to the public user identity or GRUU where the communication is to be diverted to (see <target> element in clause 4.9).

b)
The History-Info Header field - Two hist-info entries that shall be generated. 

b.1)
The first entry includes the hi-targeted-to-uri of the served user. 


The privacy header "history" shall be escaped within the hi-targeted-to-uri, if:

· If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

· if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.



The Index is set to index = 1 according to the rules specified in RFC 4244 [3].

b.2)
The second entry includes the hi-targeted-to-uri of the address were the communication is diverted to. The index is set to index = 1.1, The cause-param parameter (redirecting reason and redirecting indicator) included in the history-info header field shall be set according to the diversion conditions and notification subscription option.


The mapping between the diversion conditions and the coding of the cause-param parameter is as follows:

-
Communication forwarding busy, the cause value "486 " as 
defined by RFC 4458 [14] shall be used.
-
Communication forwarding no reply, the cause value " 408" as 
defined by RFC 4458 [14] shall be used.
-
Communication forwarding unconditional, the cause value "302 as 
defined by RFC 4458 [14] shall be used".
-
Communication deflection (Immediate response), the cause value " 480" as defined by RFC 4458 [14] shall be used".;;

-
Communication Forwarding Not Logged in , the cause value "404" as defined by RFC 4458 [14]
shall be used.

-
Communication Forwarding on Subscriber Not reachable, the cause value "503" as defined by RFC 4458 [2] shall be used.
according to the rules specified in RFC 4244 [3].

c)
The To header field - If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.

In all other cases the To header shall not be changed.

4.5.2.6.2.3
Subsequent diversion; a History header received

When this is the second or greater diversion the communication has undergone, a new history-info entry shall be added to the History-Info header field according to the rules defined in RFC 4244 [3]. The following information has to added to the retargeted request:

· the diverted-to party address;

· diversion information.

The following header fields shall be included or modified with the specified values

a)
Request URI - shall be set to the public user identity or GRUU where the communication is to be diverted to (see <target> element in clause 4.9).

b)
History-Info Header The history entry representing the served user may be modified. One history entry is added. 

b.1)
The history entry representing the served user privacy header "history" shall be escaped within the 
hi-targeted-to-uri, if:

-
If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the history is already escaped with the correct privacy value no modification is needed. 


In all other cases the history entry representing the served user shall not be changed.

b.2)
A history entry shall be added where the hi-targeted-to-uri shall be set to the public user identity or GRUU were the communication is diverted to. Cause-param parameter (redirecting reason) included in the History-Info header field shall be set according to the diversion conditions and notification subscription option. 
The mapping between the diversion conditions and the coding of the cause-param parameter is as follows:

-
Communication forwarding busy, the Cause value "486" as defined by RFC 4458 [2]
 shall be used.
-
Communication forwarding no reply, the Cause value "408" as defined by RFC 4458 [2]
 shall be used.
-
Communication forwarding unconditional, the Cause value "302 " as defined by RFC 4458 [2]
 shall be used.
-
Communication deflection (Immediate response), the Cause value "480" as defined by RFC 4458 [2].
-
Communication Forwarding Not Logged in, The Cause value "404" as defined by RFC 4458 [2]
 shall be used. 
-
Communication Forwarding on Subscriber Not reachable, the cause value "503" as defined by RFC 4458 [2] shall be used.
The Index shall be incremented according to the Basic Forwarding rules specified in section 4.3.3.1.3 "Indexing in the History-Info Header" of RFC 4244 [3] the new level index "1" shall be used.

c)
To header- If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.

In all other cases the To header shall not be changed.

Table 4.5.2.6.2.2.1 shows the example of a communication path for multiple diversions.

4th change against ETSI-TS-183-004-v1-2-1-modified
4.6.3
Terminating Identification Restriction (TIR)

A P-Asserted-Identity and History header field received in the diverting AS is passed unmodified to the originating entity. The originating CSCF is responsible of the interpretation of the privacy header field.

If the served (diverting) user selects the option that the originating user is notified, but without the diverted-to public user identity or GRUU, then the AS shall not send the connected user's identity when the communication is answered, unless the originating user has an override capability.

4.6.4
Originating Identification Presentation (OIP)

When a communication has been diverted and the diverted-to user has been provided with the originating identification presentation simulation service, the S-CSCF of the diverted-to user shall sent the public user identity or GRUU of the original originating user, if this originating user has not subscribed to or invoked the originating identification restriction simulation service.

4.6.5
Originating Identification Restriction (OIR)

When the originating identification restriction simulation service has been invoked, the originating user's address shall not be presented to the diverted-to user unless the diverted-to user has an override capability.

4.6.6
Conference calling (CONF)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.7
Communication Diversion Services (CDIV)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.8
Malicious Communication Identification (MCID)

No impact, i.e. neither service shall affect the operation of the other service.

4.6.9
Anonymous Communication Rejection and Communication Barring (ACR/CB)

If the user where the communication is forwarded to has subscribed to a call barring service "inhibition of incoming forwarded communication" the procedures described in TS 183 011 [9] shall take precedence.

If the user is subscribed to an Outgoing Communication Barring (OCB) service that includes the forwarded communication the OCB shall take precedence. The CDIV service has to check if the forwarded to public user identity or GRUU is restricted and release the communication in such a case.

5th change against ETSI-TS-183-004-v1-2-1-modified
4.9.1.4
Communication Diversion Rule Actions

The action supported by the communication service can is forwarding of calls. For this the forward-to action has been defined. The forward-to action takes the following elements:

target: Specifies the address of the forwarding rule. It should be a valid SIP URI (RFC 3261 [6]), TEL URL 
(RFC 3966 [7]), or GRUU (see draft-ietf-sip-gruu-13 in Bibliography). 

notify-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded.

reveal-identity-to-caller: An optional element that can be used to disable the default behaviour that the caller is notified that the call is being forwarded receives the diverting parties identity information.

notify-served-user: An optional element that can be used to enable that the served user is notified that calls are being forwarded. Default this is switched off.

notify-served-user-on-outbound-call: An optional element that can be used to enable that the served user is notified that calls are being forwarded when he makes a call attempt. Default this is switched off.

reveal-identity-to-target: An optional element that can be used to disable the default behaviour that the diverted-to party receives identity information of the diverting party.

4.9.2
XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"   

       xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"   

       xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

       xmlns:ocp="urn:oma:xml:xdm:common-policy"

       targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" 

       elementFormDefault="qualified" 

       attributeFormDefault="unqualified">

   <xs:include schemaLocation="simservs.xsd"/>
   <!-- import common policy definitions -->

   <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

   <!-- import OMA common policy extensions -->

   <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="xdm_CommonPolicy-V1_0_1.xsd"/>

   <!-- communication diversion rule set based on the common policy rule set.-->

   <xs:element name="communication-diversion" substitutionGroup="ss:absService">

       <xs:annotation>

           <xs:documentation>This is the communication diversion configuration document.</xs:documentation>

       </xs:annotation>

       <xs:complexType>

           <xs:complexContent>

               <xs:extension base="ss:simservType">

                   <xs:sequence>

                       <!-- add service specific elements here-->

                       <xs:element ref="cp:ruleset" minOccurs="0"/>

                   </xs:sequence>

               </xs:extension>

               <!-- service specific attributes can be defined here -->

           </xs:complexContent>

       </xs:complexType>

   </xs:element>


   <!-- communication diversion specific extensions to IETF common policy actions-->

   <xs:element name="forward-to" type="ss:forward-to-type"/> 

  <!-- communication diversion specific type declarations -->

   <xs:complexType name="forward-to-type">

       <xs:sequence>

           <xs:element name="target" type="xs:anyURI" minOccurs="1" maxOccurs="1"/>

           <xs:element name="notify-caller" type="xs:boolean" default="true" minOccurs="0"/>




<xs:element name="reveal-identity-to-caller" type="xs:boolean" default="true" minOccurs="0"/>

           <xs:element name="notify-served-user" type="xs:boolean" default="false" minOccurs="0"/>

           <xs:element name="notify-served-user-on-outbound-call" type="xs:boolean" default="false" minOccurs="0"/>

           <xs:element name="reveal-identity-to-target" type="xs:boolean" default="true" minOccurs="0"/>

       </xs:sequence>

   </xs:complexType>



</xs:schema>
6th change against ETSI-TS-183-004-v1-2-1-modified
Annex D (informative):
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