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0
Abstract

This contribution summarises the current documentation within IETF that deal with SIMPLE working group. This group is using SIP for instant messaging.

1
Introduction

This group was created with its first meeting in March 2001. This was after a BOF session at the November 2000 IETF meeting. Note that any use of the subscribe/notify draft might be regarded as using instant messaging.

Sections highlighed in YELLOW indicate documents that are currently required by 3GPP to complete Release 5. Sections highlighed in BLUE indicate documents that are currently required by 3GPP to complete Release 6. Sections highlighed in GREEN indicate documents that are currently required by 3GPP to complete Release 7. Sections highlighed in MAGENTA indicate documents that are currently required by 3GPP to complete Release 8.
2
Completed request for comments

Each distinct version of an Internet standards-related specification is published as part of the "Request for Comments" (RFC) document series. This archival series is the official publication channel for Internet standards documents and other publications of the IESG, IAB, and Internet community. 

Some RFCs document Internet Standards.  These RFCs form the 'STD' subseries of the RFC series [4].  When a specification has been adopted as an Internet Standard, it is given the additional label "STDxxx", but it keeps its RFC number and its place in the RFC series.

Note that certain standards bodies insist that an RFC must be an Internet Standard before it can be referenced in a published standard.

2.1
Session Initiation Protocol (SIP) Extensions for Presence

Contained in: http://www.ietf.org/rfc/rfc3856.txt

This document describes the usage of the Session Initiation Protocol (SIP) for subscriptions and notifications of presence. Presence is defined as the willingness and ability of a user to communicate with other users on the network. Historically, presence has been limited to "on-line" and "off-line" indicators; the notion of presence here is broader. Subscriptions and notifications of presence are supported by defining an event package within the general SIP event notification framework. This protocol is also compliant with the Common Presence Profile (CPP) framework.

Proposed standard.
2.2
A SIP Event Sub-Package for Watcher Information

Contained in: http://www.ietf.org/rfc/rfc3857.txt

This document defines the watcher information template-package for the Session Initiation Protocol (SIP) event framework. Watcher information refers to the set of users subscribed to a particular resource within a particular event package. Watcher information changes dynamically as users subscribe, unsubscribe, are approved, or are rejected. A user can subscribe to this information, and therefore learn about changes to it. This event package is a template-package because it can be applied to any event package, including itself.

Proposed standard.
2.3
An XML Based Format for Watcher Information

Contained in: http://www.ietf.org/rfc/rfc3858.txt

Watchers are defined as entities that request (i.e., subscribe to) information about a resource. There is fairly complex state associated with these subscriptions. The union of the state for all subscriptions to a particular resource is called the watcher information for that resource. This state is dynamic, changing as subscribers come and go. As a result, it is possible, and indeed useful, to subscribe to the watcher information for a particular resource. In order to enable this, a format is needed to describe the state of watchers on a resource. This specification describes an Extensible Markup Language (XML) document format for such state.

Proposed standard.

2.4
Indication of Message Composition for Instant Messaging

Contained in: http://www.ietf.org/rfc/rfc3994.txt

In instant messaging (IM) systems, it is useful to know during an IM conversation whether the other party is composing a message, e.g., typing or recording an audio message. This document defines a new status message content type and XML namespace that conveys information about a message being composed. The status message can indicate the composition of a message of any type, including text, voice or video The status messages are delivered to the instant messaging recipient in the same manner as the instant messages themselves.

Proposed standard.

draft-ietf-simple-iscomposing-01.txt has completed WGLC and is being processed for submission to the IESG. The IETF has received notification of IPR affecting this document. Please see http://www.ietf.org/ietf/IPR/microsoft-ipr-draft-ietf-simple-iscomposing.txt
2.5
Extensible Markup Language (XML) Formats for Representing Resource Lists

Contained in: http://www.ietf.org/rfc/rfc4826.txt

In multimedia communications, presence and instant messaging systems, there is a need to define Uniform Resource Identifiers (URIs) that represent services which are associated with a group of users.  One example is a presence list service.  If a user sends a Session Initiation Protocol (SIP) SUBSCRIBE message to the URI representing the presence list service, the server will obtain the presence of the users in the associated group, and provide it to the sender.  To facilitate definition of these services, this specification defines two Extensible Markup Language (XML) documents.  One document contains service URIs, along with their service definition and a reference to the associated group of users.  The second document contains the user lists which are referenced from the first.  Both documents can created and managed with the XML Configuration Access Protocol (XCAP).



Proposed standard

2.6
An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence Document Contents

Contained in: http://www.ietf.org/rfc/rfc4827.txt

This document describes a usage of the Extensible Markup Language (XML) Configuration Access Protocol (XCAP) for manipulating the contents of Presence Information Data Format (PIDF) based presence document. It is mainly intended to be used in Session Initiation Protocol (SIP) based presence systems, where the Event State Compositor can use the XCAP-manipulated presence document as one of the inputs based on which it builds the overall presence state for the presentity.



Proposed standard

2.7
An Extensible Markup Language (XML) Based Format for Event Notification Filtering

Contained in: http://www.ietf.org/rfc/rfc4661.txt
The SIP event notification framework describes the usage of the Session Initiation Protocol (SIP) for subscriptions and notifications of changes to a state of a resource.  The document does not describe a mechanism whereby filtering of event notification information can be achieved.  Filtering is a mechanism for defining the preferred notification information to be delivered and for specifying triggers that cause that information to be delivered.  In order to enable this, a format is needed to enable the subscriber to describe the state changes of a resource that cause notifications to be sent to it and what those notifications are to contain.  This document presents a format in the form of an XML document.
Proposed standard.

2.8
Functional Description of Event Notification Filtering

Contained in: http://www.ietf.org/rfc/rfc4660.txt
The SIP event notification framework describes the usage of the Session Initiation Protocol (SIP) for subscriptions and notifications of changes to the state of a resource.  The document does not describe a mechanism whereby filtering of event notification information can be achieved.

This document describes the operations a subscriber performs in order to put filtering rules associated with a subscription to event notification information in place.  The handling, by the subscriber, of responses to subscriptions carrying filtering rules and the handling of notifications with filtering rules applied to them are also described.  Furthermore, the document conveys how the notifier behaves when receiving such filtering rules and how a notification is constructed.  [STANDARDS TRACK]
Proposed standard.

2.9
The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)

Contained in: http://www.ietf.org/rfc/rfc4825.txt

This specification defines the Extensible Markup Language (XML) Configuration Access Protocol (XCAP). XCAP allows a client to read, write and modify application configuration data, stored in XML format on a server. XCAP maps XML document sub-trees and element attributes to HTTP URIs, so that these components can be directly accessed by HTTP.









Proposed standard.

2.10
A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists

Contained in: http://www.ietf.org/rfc/rfc4662.txt
This document presents an extension to the Session Initiation Protocol (SIP)-Specific Event Notification mechanism (RFC 3265) for subscribing to a homogeneous list of resources.  Instead of the subscriber sending a SUBSCRIBE for each resource individually, the subscriber can subscribe to an entire list, and then receive notifications when the state of any of the resources in the list changes.

Proposed standard.

Actually owned by SIP group.

2.11
CIPID: Contact Information in Presence Information Data Format

Contained in: http://www.ietf.org/rfc/rfc4482.txt
The Presence Information Data Format (PIDF) defines a basic XML format for presenting presence information for a presentity. The Contact Information for Presence Information Data Format (CIPID) is an extension that adds elements to PIDF that provide additional contact information about a presentity and its contacts, including references to address book entries and icons.
Proposed standard.

2.12
Timed Presence Extensions to the Presence Information Data Format (PIDF) to Indicate Status Information for Past and Future Time Intervals

Contained in:  http://www.ietf.org/rfc/rfc4481.txt

The Presence Information Data Format (PIDF) defines a basic XML format for presenting presence information for a presentity. The timed presence extension adds elements to PIDF that allow a presentity to declare their status for a time interval fully in the future or the past.

Proposed standard.

2.13
RPID: Rich Presence Extensions to the Presence Information Data Format

Contained in: http://www.ietf.org/rfc/rfc4480.txt

The Presence Information Data Format (PIDF) defines a basic format for representing presence information for a presentity.  That format defines a textual note, an indication of availability (open or closed) and a Universal Resource Identifier (URI) for communication. The Rich Presence Information Data Format (RPID) described here is an extension that adds optional elements to the Presence Information Data Format (PIDF). These extensions provide additional information about the presentity and its contacts. The information is designed so that much of it can be derived automatically, e.g., from calendar files or user activity.

This extension includes information about what the person is doing, a grouping identifier for a tuple, when a service or device was last used, the type of place a person is in, what media might be private, the relationship of a service tuple to another presentity, the person's mood, the time zone it is located in, the type of service it offers, an icon reflecting the presentity's status and the overall role of the presentity.

These extensions include presence information for persons, services (tuples) and devices.

Proposed standard.

2.14
A Data Model for Presence

Contained in: http://www.ietf.org/rfc/rfc4479.txt
This document defines the underlying data model and data processing operations used by Session Initiation Protocol (SIP) for Instant Messaging Leveraging Presence Extensions (SIMPLE) presence agents. The data model provides guidance on how to map various communications systems into presence documents in a consistent fashion.  
Proposed standard.

2.15
The Message Session Relay Protocol

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-message-sessions-19.txt

Expires: August 2007

This document describes the Message Session Relay Protocol, a protocol for transmitting a series of instant messages in the context of a session. Message sessions are treated like any other media stream when setup via a rendezvous or session setup protocol such as the Session Initiation Protocol.

WGLC of –01 version initiated 7th July 2003 to complete 31st July 2003.

Version –13 to go to IESG. IESG last call intiated 25th July 2006 to complete 8th August 2006. IESG approved as proposed standard on 4th April 2007. Currently in RFC Editor's queue in AUTH48.

2.16
Relay Extensions for Message Sessions Relay Protocol (MSRP)

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-msrp-relays-10.txt

Expires: June 2007

Two separate models for conveying instant messages have been defined. Page-mode messages stand alone and are not part of a SIP (Session Initiation Protocol) session, whereas Session-mode messages are set up as part of a session using the SIP protocol.  MSRP (Message Session Relay Protocol) is a protocol for near real-time, peer-to-peer exchanges of binary content without intermediaries, which is designed to be signaled using a separate rendezvous protocol such as SIP.  This document introduces the notion of message relay intermediaries to MSRP and describes the extensions necessary to use them. 

IESG last call intiated 25th July 2006 to complete 8th August 2006. IESG approved as proposed standard on 4th April 2007. Currently in RFC Editor's queue in AUTH48.
3
Internet drafts identified as work items by the working group

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

During the development of a specification, draft versions of the document are made available for informal review and comment by placing them in the IETF's "Internet-Drafts" directory, which is replicated on a number of Internet hosts.  This makes an evolving working document readily available to a wide audience, facilitating the process of review and revision.

An Internet-Draft that is published as an RFC, or that has remained unchanged in the Internet-Drafts directory for more than six months without being recommended by the IESG for publication as an RFC, is simply removed from the Internet-Drafts directory.  At any time, an Internet-Draft may be replaced by a more recent version of the same specification, restarting the six-month timeout period.

An Internet-Draft is NOT a means of "publishing" a specification; specifications are published through the RFC mechanism described in the previous section.  Internet-Drafts have no formal status, and are subject to change or removal at any time.

Under no circumstances should an Internet-Draft be referenced by any paper, report, or Request-for-Proposal, nor should a vendor claim compliance with an Internet-Draft.

Note: 
It is acceptable to reference a standards-track specification that may reasonably be expected to be published as an RFC using the phrase "Work in Progress"  without referencing an Internet-Draft. This may also be done in a standards track document itself  as long as the specification in which the reference is made would stand as a complete and understandable document with or without the reference to the "Work in Progress".

3.1
Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-09.txt

Expires: August 2007
By default, presence delivered using the Presence Event Package for the Session Initiation Protocol is represented in the Presence Information Data Format (PIDF).  A PIDF document contains a set of elements, each representing a different aspect of the presence being reported.  When any subset of the elements change, even a just a single element, a new document containing the full set of elements is delivered.  This memo defines an extension allowing delivery of presence data that has actually changed.

WGLC initiated 17th February 2004 to complete on 9th March 2004.
WGLC initiated 21st April 2004 to complete 28th April 2004.
WGLC initiated 12th April 2006 to complete 1st May 2006. WGLC extended until 15th May 2006 on 2nd May 2006. Currently in state: Waiting for AD Go-Ahead.
3.2
Presence Information Data format (PIDF) Extension for Partial Presence

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-08.txt

Expires: April 2007
Presence Information Document Format (PIDF) specifies baseline XML based format for describing presence information. One of the characteristic of the PIDF is that document always needs to carry all presence information available for the presentity. In some environments where low bandwidth and high latency links can exist it is often beneficial to limit the amount of information that is transported over the network. This document introduces a new MIME type which enables transporting of only changed parts of the PIDF based presence information.
WGLC initiated 17th February 2004 to complete on 9th March 2004.
WGLC initiated 21st April 2004 to complete 28th April 2004.
WGLC initiated 12th April 2006 to complete 1st May 2006. WGLC extended until 15th May 2006 on 2nd May 2006. Currently in state: Waiting for AD Go-Ahead.
3.3
Session Initiation Protocol (SIP) User Agent Capability extension to Presence Information Data Format (PIDF)

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-prescaps-ext-07.txt

Expires: January 2007
Presence Information Data Format (PIDF) defines a common presence data format for Common Profile for Presence (CPP) compliant Presence protocols.  This memo defines an extension to represent SIP User Agent capabilities in the Presence Information Document Format (PIDF) compliant presence documents.
WGLC initiated 11th May 2004 to complete 24th May 2004. WGLC initiated 2nd December 2005 to complete 16th December 2005. Currently in state: AD Evaluation:: Revised ID Needed.
3.4
Presence Authorization Rules

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-rules-10.txt

Expires: January 2008
Authorization is a key function in presence systems. Authorization policies, also known as authorization rules, specify what presence information can be given to which watchers, and when. This specification defines an Extensible Markup Language (XML) document format for expressing presence authorization rules. Such a document can be manipulated by clients using the XML Configuration Access Protocol (XCAP), although other techniques are permitted.
WGLC initiated 2nd May 2006 to complete 15th May 2006. IESG last call initiated 30th October 2006 to complete 20th November 2006. IESG last call initiated 2nd March 2007 to complete 16th March 2007. Currently in state: IESG  Evaluation:: AD Followup.

3.5
Publication of Partial Presence Information

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-06.txt

Expires: August 2007
Session Initiation Protocol (SIP) Extension for Event State Publication describes a mechanism with which a presence user agent is able to publish presence information to a presence agent.  Using the Presence Information Data Format (PIDF), each presence publication contains full state, regardless of how much of that information has actually changed since the previous update.  As a consequence, updating a sizeable presence document with small changes bear a considerable overhead and is therefore inefficient.  Especially with low bandwidth and high latency links, this can constitute a considerable burden to the system.  This memo defines a solution that aids in reducing the impact of those constraints and increases transport efficiency by introducing a mechanism that allows for publication of partial presence information.
WGLC initiated 12th April 2006 to complete 1st May 2006. WGLC extended until 15th May 2006 on 2nd May 2006. Currently in state: Waiting for AD Go-Ahead.
3.6
An Extensible Markup Language (XML) Document Format  for Indicating Changes in XML Configuration Access

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-06.txt

Expires: February 2008
This specification defines a document format that can be used to indicate that a change has occurred in a document managed by the Extensible Markup Language (XML) Configuration Access Protocol (XCAP).  This format indicates the document that has changed and its former and new entity tags.  It also can indicate the specific change that was made in the document, using an XML patch format.  XCAP diff documents can be delivered to clients using a number of means, including a Session Initiation Protocol (SIP) event package.This specification defines a document format that can be used to describe the differences between versions of resources managed by the Extensible Markup Language (XML) Configuration Access Protocol (XCAP).  XCAP diff documents can be delivered to clients using a number of means, including the Session Initiation Protocol (SIP) event package for configuration data.  By subscribing to this event package, clients can learn about document changes made by other clients.  The XCAP diff format is extensible, so that additional information, such as a description of the actual change, can be included.
3.7
An Extensible Markup Language (XML) Representation for Expressing Policy Capabilities

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-common-policy-caps-01.txt

Expires: January 2006

An important component of presence and location services is policy. Policy systems allow the presentity or location target to grant access to specific pieces of information to specific watchers or requestors.  These policy systems can be extremely simple, allowing a user to accept or block requests based solely on the identity of the requestor, to extremely complex, allowing for time based rules that grant or deny specific pieces of information.  Policy systems often support vendor proprietary features.  To allow for interoperability between clients which set such policies, and servers which execute them, it is necessary for clients to be able to determine the capabilities of the server to which it is connected.  This specification defines an Extensible Markup Language (XML) based format for expressing such capabilities.

Draft expired and removed from internet drafts directory.

3.8
An Extensible Markup Language (XML) Representation for Expressing Presence Policy Capabilities

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-pres-policy-caps-01.txt

Expires: December 2006

An important component of presence services is policy.  Policy systems allow the presentity to grant access to specific pieces of information to specific watchers.  To allow for interoperability between clients which set such policies, and servers which execute them, it is necessary for clients to be able to determine the capabilities of the server to which it is connected.  This specification defines a set of Extensible Markup Language (XML) elements for expressing presence policy capabilities.

Draft expired and removed from internet drafts directory.

3.9
An Extensible Markup Language (XML) Patch Operations Framework Utilizing XML Path Language (XPath) Selectors

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-xml-patch-ops-03.txt

Expires: February 2008
Extensible Markup Language (XML) documents are widely used as containers for the exchange and storage of arbitrary data in today's systems.  Updates to this data require transporting of the entire XML document between hosts, unless there's a mechanism that allows exchanging only the updates of XML documents.  This document describes an XML patch framework utilizing XML Path language (XPath) selectors.  With the aid of these selector values and updated data content a set of patches can then be applied to an existing initial XML document.

WGLC initiated 12th April 2006 to complete 1st May 2006. WGLC extended until 15th May 2006 on 2nd May 2006. Currently in state: Expert Review,
3.10
Instant Message Disposition Notification

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-imdn-04.txt

Expires: November 2007
Instant Messaging (IM) refers to the transfer of messages between users in real-time.  This document provides a mechanism whereby endpoints can request Instant Message Disposition Notifications (IMDN), including delivery, processing and read notifications, for page-mode instant messages.
The Common Profile for Instant Messaging (CPIM) data format specified in RFC 3862 is extended with new headers that enable endpoints to request IMDNs.  A new message format is also defined to convey IMDNs.

This document also describes how SIP entities behave using this extension.

WGLC initiated 11th December 2006 to complete 25th December 2006. Currently in state: Publication Requested.
3.11
Advanced Instant Messaging Requirements for the Session Initiation Protocol (SIP)

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-messaging-requirements-00.txt

Expires: November 2006

Session Initiation Protocol (SIP) supports the basic instant messaging service in both page and session mode.  This document defines a set of requirements for instant messaging capabilities that are beyond the scope of the baseline specifications.

Draft expired and removed from internet drafts directory.

3.12
Problem Statement for SIP/SIMPLE

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-interdomain-scaling-analysis-01.txt

Expires: January 2008
The document analyses the traffic that is generated due to presence subscriptions between domains.  It is shown that the amount of traffic can be extremely big.  In addition to the very large traffic the document also analyses the affects of a large presence system on the memory footprint and the CPU load.  Current approved and in work optimizations to the SIMPLE protocol are analysed with the possible impact on the load.  Separate documents contain the requirements for optimizations and suggestions for new optimizations.
3.13
Multi-party Instant Message (IM) Sessions Using the Message Session Relay Protocol (MSRP)
Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-chat-00.txt
Expires: December 2007
The Message Session Relay Protocol (MSRP) defines a mechanism for sending instant messages within a peer-to-peer session, negotiated using the Session Initiation Protocol (SIP) and the Session Description Protocol (SDP).  This document defines the necessary tools for establishing multi-party instant messaging (IM) sessions, or chat rooms, with MSRP.
3.14
SIMPLE made Simple: An Overview of the IETF Specifications for Instant Messaging and Presence using the Session Initiation Protocol (SIP)

Contained in: http://www.ietf.org/internet-drafts/draft-ietf-simple-simple-00.txt
Expires: December 2007
The IETF has produced many specifications related to Presence and Instant Messaging with the Session Initiation Protocol (SIP). Collectively, these specifications are known as SIMPLE - SIP for Instant Messaging and Presence Leveraging Extensions. This document serves as a guide to the SIMPLE suite of specifications. It breaks them up into categories and explains what each is for and how they relate to each other.
4
Internet drafts not yet identified as work items by the working group

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

The following internet drafts have been submitted, have not yet expired, but have not yet been accepted as work items by the working group. This does not preclude them currently being worked upon and being accepted as RFCs by the IESG.

Some of these may be quietly allowed to die, some may have been incorporated into another draft, and some may be under active discussion even though they have not been adopted by the working group.

	Label
	Title
	Expires

	http://www.ietf.org/internet-drafts/draft-garcia-simple-presence-dictionary-06.txt
	The Presence-specific Dictionary for the Signaling Compression (Sigcomp) Framework
	February 2008
Currently in state: Publication Requested.

	http://www.ietf.org/internet-drafts/draft-houri-simple-interdomain-scaling-optimizations-00.txt
	Scaling Optimizations for Presence in SIP/SIMPLE
	January 2008

	http://www.ietf.org/internet-drafts/draft-howard-simple-offline-status-00.txt
	A Clarification for Offline Status Assigned by Presence Application
	January 2008

	http://www.ietf.org/internet-drafts/draft-niemi-simple-chat-06.txt
	Multi-party Instant Message (IM) Sessions Using the Message Session Relay Protocol (MSRP)
	September 2007
Superceded by http://www.ietf.org/internet-drafts/draft-ietf-simple-chat-00.txt

	http://www.ietf.org/internet-drafts/draft-niemi-simple-msrp-ice-00.txt
	Message Session Relay Protocol Adaptation for Interactive Connectivity Establishment (ICE)
	August 2007

	http://www.ietf.org/internet-drafts/draft-resnick-2822upd-02.txt
	Internet Message Format
	November 2007

	http://www.ietf.org/internet-drafts/draft-rosenberg-simple-simple-00.txt
	SIMPLE made Simple: An Overview of the IETF Specifications for Instant Messaging and Presence using the Session Initiation Protocol (SIP)
	December 2008
Superceded by http://www.ietf.org/internet-drafts/draft-ietf-simple-simple-00.txt

	http://www.ietf.org/internet-drafts/draft-roy-simple-presencerss-01.txt
	Motivation for feed for Presence State
	January 2008

	http://www.ietf.org/internet-drafts/draft-saintandre-xmpp-presence-analysis-00.txt
	Interdomain Presence Scaling Analysis for the Extensible Messaging and Presence Protocol (XMPP)
	October 2007

	http://www.ietf.org/internet-drafts/draft-saintandre-xmpp-simple-10.txt
	Basic Messaging and Presence Interoperability between the Extensible Messaging and Presence Protocol (XMPP)  and Session Initiation Protocol (SIP) Extensions for  Instant Messaging and Presence (SIMPLE)
	February 2008
Pseudo WGLC issued 7th June 2006 to complete undefined. Pseudo WGLC issues 9th April 2007 to complete undefined.

	http://www.ietf.org/internet-drafts/draft-singh-simple-membership-00.txt
	Membership Event Package
	January 2008

	http://www.ietf.org/internet-drafts/draft-singh-simple-vehicle-info-01.txt
	Vehicle Info Event Package
	January 2008

	
	
	

	http://www.ietf.org/internet-drafts/draft-urpalainen-simple-presence-relaxng-03.txt
	Combined Presence Schemas Utilizing RELAX NG
	September 2007

	http://www.ietf.org/internet-drafts/draft-urpalainen-simple-xcap-webdav-03.txt
	The Extensible Markup Language (XML) Configuration Access Protocol (XCAP) co-operation with HTTP Extensions for Distributed Authoring (WEBDAV)
	January 2008

	http://www.ietf.org/internet-drafts/draft-zhao-simple-aipid-00.txt
	AIPID: Application Information for the Presence Information Data Format
	January 2008


Proposal

This document is for information and should therefore be noted.

