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1
Introduction

SA2 recently agreed a signalling flow for the tracking area updating procedure in 3GPP TS 23.401 “3GPP System Architecture Evolution: GPRS enhancements for E-UTRAN access” [1]. It is proposed to add a description in 3GPP TR 24.801 for the tracking area updating procedure for 3GPP access via E-UTRAN.

2
Discussion

The tracking area updating procedure for 3GPP access via E-UTRAN is used to update the location of the actual tracking area for a UE in the Evolved Packet System (EPS). With a successful tracking area updating procedure, the context is updated for the UE in the MME, and the MME may provide the UE with a new S-TMSI and a new tracking area list.

A full description of the agreed tracking area updating procedure is included in Annex A, which is taken from 3GPP 23.401 [1].

3
Conclusion

It is proposed to start specifying the tracking area updating procedure via E-UTRAN access in subclause 6.2 of 3GPP TR 24.801 [2] with the proposed text below.
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1st Change

6.2.x
Tracking area updating procedure

6.2.x.1
General

The tracking area updating procedure is used to update the location of the actual tracking area for a UE in the EPS. With a successful tracking area updating procedure, the context is updated for the UE in the MME, and the MME may provide the UE with a new S-TMSI and a new tracking area list.

6.2.x.2
Tracking area updating procedure initiation

The UE detects a change to a new tracking area that requires the initiation of a tracking area updating procedure by discovering that the current tracking area is not in its tracking area list. Another mechanism that can initiate the tracking area updating procedure is the periodic tracking area updating timer running in the UE and upon its expiry this procedure is also triggered. The UE initiates the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME. The UE shall include in the TRACKING AREA UPDATE REQUEST message its S-TMSI and the old tracking area identity associated with the S-TMSI. 

6.2.x.3
Authentication and security mode set-up

During the tracking area updating procedure, the MME may decide to initiate the authentication procedure. At this stage, the MME also initiates the security mode command procedure in order to set-up security between the EPS and the UE, see subclause 7.1.

6.2.x.4
Tracking area updating accepted by the network

If the tracking area updating request is accepted by the network, the MME shall send a TRACKING AREA UPDATE ACCEPT message to the UE. 

The MME may assign and include a new list of tracking areas the UE is registered to in the TRACKING AREA UPDATE ACCEPT message. The UE, receiving a TRACKING AREA UPDATE ACCEPT message, shall delete its old list of tracking areas and store the received list of tracking areas.

The S-TMSI reallocation may be part of the tracking area updating procedure. When the TRACKING AREA UPDATE REQUEST message includes an S-TMSI which the MME consider as invalid see subclause 5.1.2, the MME shall allocate a new S-TMSI to the UE. The MME shall include in the TRACKING AREA UPDATE ACCEPT message the new assigned S-TMSI together with the list of assigned tracking areas. 

If the TRACKING AREA UPDATE ACCEPT message contains an S-TMSI, the UE shall use this S-TMSI as the new temporary identity and shall send a TRACKING AREA UPDATE COMPLETE message to the MME. The UE shall delete its old S-TMSI and store the new assigned S-TMSI. If no S-TMSI has been included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old S-TMSI, if any available, shall be kept. 

Editor's note: It is FFS whether EPS bearer status information should be used in the TRACKING AREA UPDATE REQUEST and TRACKING AREA UPDATE ACCEPT messages to synchronise in the MME and the UE which EPS bearers that are to be considered as active and kept in both entities.
End of Change
Annex A: Tracking area update procedure (from 3GPP TS 23.401 “3GPP System Architecture Evolution: GPRS enhancements for E-UTRAN access ", v1.1.1
5.3.3
Tracking Area Update procedures

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change


[image: image1]
Figure 5.3.3-1: Tracking Area Update procedure with MME and Serving GW change
1.
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.
2.
The UE initiates the TAU procedure by sending a TAU Request (S‑TMSI, old TAI and active flag) message together with an indication of the Selected Network to the eNodeB. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected. Active flag is a request by UE to establish the user plane by the TAU procedure when the UE is in LTE-IDLE state.

Editor's note: FFS whether all or selected bearers shall be established as part of the TAU procedure when ‘active flag’ indicates that the UE wants to re-establish bearers.
3.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME Selection Function".

The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique E-UTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

4.
The new MME sends a Context Request (S‑TMSI, old TAI) message to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. If the new MME indicates that it has authenticated the UE or if the old MME correctly validates the UE, then the old MME starts a timer.

Editor's note: It is FFS if the legacy solution with S-TMSI Signature shall be used for integrity check of the message or if the NAS security functionality can be used.

5.
The old MME responds with a Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s)), Subscription Data) message. The PDN GW Address and TEID(s) is part of the Bearer Context. If the UE is not known in the old MME, the old MME responds with an appropriate error cause.
Editor's note: It is FFS if the Subscription Data may be sent from the old MME in the Context Response message.

6.
The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7.
The new MME sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.
8.
The MME constructs an MM context for the UE. The new MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW.  Selection of a new Serving GW is performed according to clause 4.3.7.2 on "Serving GW selection function". If the new MME selected a new Serving GW it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.
9.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.
Editor's note:
Steps 9 and 10 are specific for the GTP based option of S5/S8

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW address and TEID(s)) message. 

11.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12.
The new MME sends an Update Location (MME Identity, IMSI) message to the HSS.
13.
The HSS sends the message Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.
14.
If the timer started in step 4 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with the message Cancel Location Ack (IMSI). 

15.
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

16)
If subscription data was transferred in the Update Location Ack message the MME acknowledge the received Subscription Data by returning an Update Location Complete message to the HSS.

Editor's note: FFS if step 16 is needed. If the MME doesn’t receive an Update Location Ack message from HSS, it will re-send the Update Location message.

17.
When the old MME removes the MM context, the old MME deletes the EPS bearer resources by sending Delete Bearer Request (TEID) messages to the Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers. If the MME has not changed, step 11 triggers the release of EPS bearer resources when a new Serving GW is allocated.

18.
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.
19.
The new MME validates the UE's presence in the (new) TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME sends a TAU Accept (S‑TMSI, TA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in 3GPP TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s).
20.
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.
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