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1. Introduction

How to convey the private user identity from the S-CSCF to the PNM AS has been broached at the CT1 #47 in Beijing. Two alternatives were present and are listed below: 

· Alternative A: using the third party registration information flow
· Alternative B: using the NOTIFY information flow of the reg event package. 
This paper dissects the two alternatives.
2. The use of the NOTIFY information flow 
As concluded at CT1 #47 and documented in an Editor’s Note in the agreed CR (C1-071347), the use of Alternative B gives rise to introducing new functionalities in the S-CSCF.  That’s because such functionalities are vital for the S-CSCF to decide when and to which Application Server (AS) the private user identity has to be included in the NOTIFY information flow. Therefore, Alternative B obviously leads to the fact that whenever a new AS is to be deployed into operators’ IMS network, the S-CSCF must have to be updated adequately.  This scalability issue makes Alternative B less attractive and hence unacceptable, from operator’s point of view. At conclusion, Alternative B is not a viable vehicle for achieving the goal.
3. The use of the third party registration information flow
The Clause 6.3 of 3GPP TS 23.218 states:  
The important information carried in the third party REGISTER request is the public user identity, the S-CSCF address and the expiration time. [… Snip …] Additional application server specific data, which is associated with the Filter Criteria and obtained from the HSS, is added to the REGISTER request body. This data should include the IMSI for an Application Server that supports CAMEL services or the private user identity for other Application Servers as received from the HSS.

It tells us that the transferring of the private user identity from the S-CSCF to the AS, dictated by the HSS using the application server specific data associated with the Filter Criteria,  has been already specified in 3GPP TS 23.218. As the information is transparent for the S-CSCF, it does not warrant any the S-CSCF modification and adaptation while introducing new AS in the IMS network. Thereby, it does not lead to the scalability issue while deploying new AS in the IMS network.
4. The objective of the PNM Work Item
One of the objectives of the PNM work item (documented in the PNM WID) asserted that

This work item shall reuse the existing features that have been developed for the GSM /UMTS whenever possible.

Therefore, given the analysis in previous two sections, it is evident that Alternative A outweighs Alternative B in terms of fulfilling the aforementioned objective of the work item.
5. Conclusion

Given the details of the two alternatives and the mechanism already specified in the grandfathered 3GPP TS 23.218, we exhort 3GPP CT1 to accept Alternative A, i.e., the use of the third party registration information flow for conveying the private user identity to the PNM AS, and to approve the CR C1-071643.
