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*******First modified Clause ********
Endorsement notice

The present document endorses 3GPP TS 24.229 (V7.2.0): "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 (Release 7)" [1].

The present document shows the modifications, additions and deletions through the use of underlined and strikethrough text.

For the purpose of this document clause 3 of [1] is replaced by the clause 3 shown in this document.

For the purpose of the present document clause 4 of [1] applies, except for subclauses 4.1, 4.2, 4.3 and 4.4, which are replaced by the appropriate subclauses in clause 4 of this document.
For the purpose of the present document clause 5 of [1] applies, except for subclause 5.1.1.1A, 5.1.1.2, 5.1.1.3, 5.1.1.4, 5.1.1.5.1, 5.1.1.5.2, 5.1.1.5.A, 5.1.1.6, 5.1.1.7, 5.1.2A.1, 5.1.2.A.2, 5.1.6, 5.2.1, 5.2.2, 5.2.5.1, 5.2.5.2, 5.2.6.2, 5.2.6.3, 5.2.6.4, 5.2.7.2, 5.2.7.3, 5.2.8.1.1, 5.2.8.1.2, 5.2.8.1.4, 5.2.8.3, 5.2.10, 5.4.1.1, 5.4.1.2, 5.4.1.2.1, 5.4.1.3, 5.4.1.4, 5.4.1.6, 5.4.1.7, 5.4.3.2, 5.4.3.3, 5.6.2, 5.10.1, 5.10.2.2, 5.10.2.3 and 5.10.3.1, which are replaced by the appropriate subclauses in clause 5 of this document. In addition subclauses 5.1.1.1B, 5.1.1.2A, 5.1.1.4A, 5.1.1.5.1A, 5.1.1.6A, 5.2.2A, 5.4.1.2A.1, 5.4.8, 5.10.6 and 5.11 are added.

For the purpose of the present document clause 6 of [1] applies, except for clause 6.1.1 and 6.2 , which are replaced by the appropriate subclauses in clause 6 of this document.

For the purpose of the present document clause 7 of [1] applies, except for subclause 7.2A.4, which are replaced by the appropriate subclauses in clause 7 of this document.

For the purpose of the present document clause 9 of [1] applies, except for subclause 9.2.2, which are replaced by the appropriate subclauses in clause 9 of this document.

For the purpose of the present document Annex A of [1] applies, except for subclauses A.1.3, A.2.1.2, A.2.1.4.1, A.2.1.4.1, A.2.2.2 and A.2.2.4.1, and A.3.2.1 which are replaced by the appropriate subclauses in Annex A of this document

*******Second modified Clause ********

5.1.1.5.1
General 

Authentication is achieved via the registration and re-registration procedures as defined in subclause 5.1.1.2 and subclause 5.1.1.4. When the network requires authentication or re-authentication of the UE, the UE will receive a 401 (Unauthorized) response to the REGISTER request.

On receiving a 401 (Unauthorized) response to the REGISTER request, the UE shall:

1)
extract the RAND and AUTN parameters;

2)
check the validity of a received authentication challenge, as described in 3GPP TS 33.203 [19] i.e. the locally calculated XMAC must match the MAC parameter derived from the AUTN part of the challenge; and the SQN parameter derived from the AUTN part of the challenge must be within the correct range; and

3)
check the existence of the Security-Server header as described in RFC 3329 [48]. If the header is not present or it does not contain the parameters required for the setup of the set of security associations (see annex H of 3GPP TS 33.203 [19]), the UE shall abandon the authentication procedure and send a new REGISTER request with a new Call-ID.

In the case that the 401 (Unauthorized) response to the REGISTER request is deemed to be valid the UE shall:

1)
calculate the RES parameter and derive the keys CK and IK from RAND as described in 3GPP TS 33.203 [19];

2)
set up a temporary set of security associations based on the static list and parameters it received in the 401 (Unauthorized) response and its capabilities sent in the Security-Client header in the REGISTER request. The UE sets up the temporary set of security associations using the most preferred mechanism and algorithm returned by the P-CSCF and supported by the UE and using IK as the shared key. The UE shall use the parameters received in the Security-Server header to setup the temporary set of security associations. The UE shall set a temporary SIP level lifetime for the temporary set of security associations to the value of reg-await-auth timer; and

3)
send another REGISTER request using the temporary set of security associations to protect the message. The header fields are populated as defined for the initial request, with the addition that the UE shall include an Authorization header containing the private user identity and the authentication challenge response calculated by the UE using RES and other parameters, as described in RFC 3310 [49]. The UE shall also insert the Security-Client header that is identical to the Security-Client header that was included in the previous REGISTER request (i.e. the REGISTER request that was challenged with the received 401 (Unauthorized) response). The UE shall also insert the Security-Verify header into the request, by mirroring in it the content of the Security-Server header received in the 401 (Unauthorized) response. The UE shall set the Call-ID of the integrity protected REGISTER request which carries the authentication challenge response to the same value as the Call-ID of the 401 (Unauthorized) response which carried the challenge.

On receiving the 200 (OK) response for the integrity protected REGISTER request, the UE shall:

-
change the temporary set of security associations to a newly established set of security associations, i.e. set its SIP level lifetime to the longest of either the previously existing set of security associations SIP level lifetime, or the lifetime of the just completed registration plus 30 seconds; and

-
use the newly established set of security associations for further messages sent towards the P-CSCF as appropriate.

NOTE 1:
In this case, the UE will send requests towards the P-CSCF over the newly established set of security associations. Responses towards the P-CSCF that are sent via UDP will be sent over the newly established set of security associations. Responses towards the P-CSCF that are sent via TCP will be sent over the same set of security associations that the related request was received on.

When the first request or response protected with the newly established set of security associations is received from the P-CSCF, the UE shall delete the old set of security associations and related keys it may have with the P-CSCF after all SIP transactions that use the old set of security associations are completed.

Whenever the 200 (OK) response is not received before the temporary SIP level lifetime of the temporary set of security associations expires or a 403 (Forbidden) response is received, the UE shall consider the registration to have failed. The UE shall delete the temporary set of security associations it was trying to establish, and use the old set of security associations. The UE should send an unprotected REGISTER message according to the procedure specified in subclause 5.1.1.2 if the UE considers the old set of security associations to be no longer active at the P-CSCF.

In the case that the 401 (Unauthorized) response is deemed to be invalid then the UE shall behave as defined in subclause 5.1.1.5.3.

5.1.1.5.1A
NASS-bundled authentication

NASS-bundled authentication is only applicable to UEs that contain neither USIM nor ISIM. Authentication is achieved via the registration and re-registration procedures as defined in subclause 5.1.1.2A and subclause 5.1.1.4A. NASS-bundled authentication is granted by the network upon receipt by the UE of a 200 (OK) response to the initial REGISTER request.
5.1.1.5.1B
HTTP Digest authentication
HTTP Digest authentication is only applicable to UEs that contain neither USIM nor ISIM. Authentication is achieved via the registration and re-registration procedures as defined in subclause 5.1.1.2A and subclause 5.1.1.4A, with the addition that UE shall populate an Authorization header, with the username field, set to the value of the private user identity.

Editor's note:
further modifications to this subclause may be required once the specification of HTTP Digest in TS 183 033 is completed.
*******Third modified Clause ********




A.2.1.4.12
REGISTER method
Prerequisite A.5/18 - - REGISTER request 
Table A.119: Supported headers within the REGISTER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c27
	c27
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7, [49]
	c2
	o c29
	[26] 20.7, [49]
	m
	c22

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	8
	Contact
	[26] 20.10
	o
	m
	[26] 20.10
	m
	m

	9
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	10
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	11
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	14
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	c3
	c3
	[26] 20.17
	m
	m

	16
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	m
	m

	17
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17A
	History-Info
	[66] 4.1
	c28
	c28
	[66] 4.1
	c28
	c28

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	20A
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	20B
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	20C
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	20D
	P-User-Database
	[82] 4
	n/a
	n/a
	[82] 4
	c30
	c30

	20E
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c10
	c11

	20FE
	Path
	[35] 4
	c4
	c5
	[35] 4
	m
	c6

	20GF
	Privacy
	[33] 4.2
	c9
	n/a
	[33] 4.2
	c9
	n/a

	21
	Proxy-Authorization
	[26] 20.28
	c8
	c8
	[26] 20.28
	n/a
	n/a

	22
	Proxy-Require
	[26] 20.29
	o
	o (note 1)
	[26] 20.29
	n/a
	n/a

	22A
	Reason
	[34A] 2
	c23
	c23
	[34A] 2
	c23
	c23

	22B
	Referred-By
	[59] 3
	c25
	c25
	[59] 3
	c26
	c26

	22C
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	n/a
	n/a

	23
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	24
	Route
	[26] 20.34
	o
	n/a
	[26] 20.34
	n/a
	n/a

	24A
	Security-Client
	[48] 2.3.1
	c19
	c20
	[48] 2.3.1
	n/a
	n/a

	24B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	c21
	n/a

	25
	Supported
	[26] 20.37
	o
	c29
	[26] 20.37
	m
	m

	26
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	c7
	c7

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/8 THEN m ELSE n/a - - authentication between UA and registrar.

c3:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c4:
IF A.4/24 THEN o ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c5:
IF A.4/24 THEN x ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c6:
IF A.3/4 THEN m ELSE n/a. - - S-CSCF.

c7:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c8:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c11:
IF A.4/33 THEN m ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND (A.3/1 OR A.3/4) THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE or S-CSCF.

c14:
IF A.4/34 AND (A.3/4 OR A.3/7A) THEN m ELSE n/a - - the P-Access-Network-Info header extension and S-CSCF or AS acting as terminating UA.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Vector header extension (including S-CSCF as registrar).

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension (including S-CSCF as registrar).

c19:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 3).

c20: 
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c21: 
IF A.4/37 AND A.4/2 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol and registrar.

c22:
IF A.3/4 THEN m ELSE n/a - - S-CSCF.

c23:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c26:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c27:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c28:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c29:
IF A.3/1 THEN m ELSE o - - UE.

c30:
IF A.4/48 THEN m ELSE n/a - - the P-User-Database private header extension

	NOTE 1:
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage.

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.


Prerequisite A.5/18 - - REGISTER request

Table A.120: Supported message bodies within the REGISTER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.121: Void

Prerequisite A.5/19 - - REGISTER response for all status-codes

Table A.122: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	c8
	c8
	[26] 20.5
	m
	m

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	History-Info
	[66] 4.1 
	c9
	c9
	[66] 4.1
	c9
	c9

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	11
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	11A
	P-Access-Network-Info
	[52] 4.4
	c3
	n/a
	[52] 4.4
	c3
	n/a

	11B
	P-Charging-Function-Addresses
	[52] 4.5
	c6
	c7
	[52] 4.5
	c6
	c7

	11C
	P-Charging-Vector
	[52] 4.6
	c4
	c5
	[52] 4.6
	c4
	c5

	11D
	Privacy
	[33] 4.2
	c2
	n/a
	[33] 4.2
	c2
	n/a

	11E
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	11F
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	12
	Timestamp
	[26] 20.38
	c2
	c2
	[26] 20.38
	m
	m

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c3:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c4:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c5:
IF A.4/36 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Vector header extension (including S-CSCF as registrar).

c6:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c7:
IF A.4/35 OR A.3/4 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension (including S-CSCF as registrar).

c8:
IF A.6/18 THEN m ELSE o - - 405 (Method Not Allowed).

c9:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.123: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	
	[26] 20.1
	o
	

	1A
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	1B
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	2
	Allow-Events
	[28] 7.2.2
	c12
	c12
	[28] 7.2.2
	c13
	c13

	3
	Authentication-Info
	[26] 20.6
	c6
	c6
	[26] 20.6
	c7
	c7

	5
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	m
	m

	5A
	P-Associated-URI
	[52] 4.1
	c8
	c9
	[52] 4.1
	c10
	c11

	6
	Path
	[35] 4
	c3
	c3
	[35] 4
	c4
	c4

	8
	Service-Route
	[38] 5
	c5
	c5
	[38] 5
	c5
	c5

	9
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF (A.3/4 AND A.4/2) THEN m ELSE n/a. - - S-CSCF acting as registrar.

c2:
IF A.3/4 OR A.3/1THEN m ELSE n/a. - - S-CSCF or UE.

c3:
IF A.4/24 THEN m ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c4:
IF A.4/24 THEN o ELSE n/a - - session initiation protocol extension header field for registering non-adjacent contacts.

c5:
IF A.4/28 THEN m ELSE n/a - - session initiation protocol extension header field for service route discovery during registration.

c6:
IF A.4/8 THEN o ELSE n/a - - authentication between UA and registrar.

c7:
IF A.4/8 THEN m ELSE n/a - - authentication between UA and registrar.

c8:
IF A.4/2 AND A.4/31 THEN m ELSE n/a - - P-Assocated-URI header extension and registrar.

c9:
IF A.3/1 AND A.4/31 THEN m ELSE n/a - - P-Assocated-URI header extension and S-CSCF.

c10:
IF A.4/31 THEN o ELSE n/a - - P-Assocated-URI header extension.

c11:
IF A.4/31 AND A.3/1 THEN m ELSE n/a - - P-Assocated-URI header extension and UE.

c12:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c13:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.123A: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/103 OR A.6/35 - - Additional for 3xx or 485 (Ambiguous) response

Table A.124: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/14 - - Additional for 401 (Unauthorized) response

Table A.125: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	x
	[26] 20.27
	c1
	x

	6
	Security-Server
	[48] 2
	x
	x
	[48] 2
	n/a
	c2

	10
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.5/8 THEN m ELSE n/a - - support of authentication between UA and UA.

c2:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for 404 (Not Found), 413 (Request Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.126: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	6
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.127: Void

Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/20 - - Additional for 407 (Proxy Authentication Required) response

Table A.128: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Proxy-Authenticate
	[26] 20.27
	c1
	x
	[26] 20.27
	c1
	x

	9
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.5/8 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/25 - - Additional for 415 (Unsupported Media Type) response

Table A.129: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/27 - - Additional for 420 (Bad Extension) response

Table A.130: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	8
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/28 OR A.6/41A - - Additional for 421 (Extension Required), 494 (Security Agreement Required) response

Table A.130A: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	3
	Security-Server
	[48] 2
	c2
	c2
	[48] 2
	c1
	c1

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c2:

IF A.4/37 AND A.4/2 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol and registrar.


Prerequisite A.5/19 - - REGISTER response

Prerequisite: A.6/29 - - Additional for 423 (Interval Too Brief) response

Table A.131: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	5
	Min-Expires
	[26] 20.23
	m
	m
	[26] 20.23
	m
	m


Table A.132: Void

Prerequisite A.5/19 - - REGISTER response

Table A.133: Supported message bodies within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
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