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1. Overall Description:

During the discussion of the CR C4-070682 and CR C4-070683 at the CT4#35 meeting about HSS’s handling when receiving SAR with the Server-Assignment-Type equals to AUTHENTICATION_FAILURE or AUTHENTICATION_TIMEOUT, a discussion took place about when the HSS will receive SAR indicating authentication failure or authentication timeout and what is needed for the HSS to do.

There was disagreement about the meaning of the following statements in the section 6.1.2.2 and 6.1.2.3 of the TS 33.203 about handling authentication failure and timeout:

“Upon receiving SM9, which includes the cause of authentication failure, the S‑CSCF shall set the registration-flag in the HSS tounregistered or Not registered, if the IMPU is not currently registered. To set the flag the S‑CSCF sends in CM3 a Cx-Put to the HSS. If the IMPU is currently registered, the S‑CSCF does not update the registration flag.”, 

“If the S‑CSCF does not receive a response to an authentication challenge within an acceptable time, it considers the authentication to have failed. If the IMPU was not already registered, the S‑CSCF shall send a Cx-Put to the HSS to set the registration-flag for that IMPU to Not registered or  unregistered (see message CM3 in clause 6.1.2.2). If the IMPU was already registered, the S‑CSCF does not change the registration-flag.”.
These sentences do exist in the respective TS 33.203 for Release 5, Release 6 and Release 7.
There are two questions:

1. According to the section 5.4.1.2.3 of the TS 24.229, if one Public User Identity is registered, the S-CSCF shall keep the registration state of the Public User Identity unchanged when the authentication fails or the authentication timeout occurs. It seems that it may not be clear, whether the S-CSCF will send the SAR to the HSS indicating authentication failure or timeout. If not, whether and when the S-CSCF will send SAR indicating that the authentication fails or the authentication timeout occurs if the Public User Identity is already registered.
2. Another question is on that if the IMPU is not currently registered such as in unregistered state or not registered state, what the HSS will behave when it receives Cx-Put from the S-CSCF indicating that the authentication fails or authentication timeout occurs, i.e. whether to keep the S-CSCF name and set the registration-flag in the HSS to unregistered, or to clear the S-CSCF name and set registration-flag in the HSS to Not registered. In other words, if the IMPU is not currently registered, when to keep the S-CSCF name and set the registration-flag in the HSS to unregistered, and when to clear the S-CSCF name and set registration-flag in the HSS to Not registered, and whether the S-CSCF needs to indicate to the HSS in the Cx-Put message what to do.

Different understanding on the sentences may cause inconsistent registration state of the Public User Identity between the HSS and the S-CSCF.
2. Actions:

To SA3  group.

ACTION: 
CT4 would like SA3 to consider these questions and further explain what is stated in the section 6.1.2.2 and 6.1.2.3 of the TS 33.203 about handling authentication failure and authentication timeout if the IMPU is not currently registered or is currently registered to guide the handling of the HSS and the S-CSCF when authentication fails or the authentication timeout occurs.
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