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Summary of the change: 
· The Ut interface based PN-Registration is replaced by the third party registration based PN-Registration procedure 
· The cross-registration procedure is deleted.

· The PN-Deregistration is added.

/* First Change*/
6.1
PN-Registration 


6.1.1
General


The PN-Registration is a procedure where the User requests authorization to use PNM services. As a result of a successful registration, the UE capabilities can be conveyed to the PNM AS. 
6.1.2
PN-Registration procedure in the IM CN subsystem
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Figure 6.1.2-1: Successful PN-Registration procedure in the IM CN subsystem 
1) 
The Register information flow sent by a UE arrives at the S-CSCF/Registrar. The Register information flow contains the private user identity and the public user identity of the UE.
2)
The S-CSCF sends Cx-Put/Cx-Pull message containing the private user identity and public user identity to the HSS and the HSS returns the information flow (eg. the initial filter criteria) to the S-CSCF.  
3)
Based on the initial filter criteria, the S‑CSCF sends a third party Register information flow to the PNM AS. 
4)
The PNM AS sends Subscribe information flow to subscribe to the reg event package for the public user identity received in the Step 3.  
5)
The S-CSCF sends Notify information flow to the PNM AS containing the public user identities and the UE capabilities.
1. Editor’s Note: Inserting the private user identity in the Notify information flow is not specified when this document is written. As to whether the adding of the private user identity in the Notify information flow entails any major changes in terms of the S-CSCF functionality, the involvement of 3GPP SA WG2 seems to be needed. 
2. NOTE: 
At the same time as Steps 4) and 5) the AS can also contact the HSS using Sh to obtain the information. Where identical information is received from both sources, it is implementation specific how this is combined.
3. 6) 
Optionally, the PNM AS authorizes the PN-Registration by querying the HSS. It is done by sending the private user identity to the HSS. The HSS checks the public user identity/identities tied to the private user identity and sends it back to the PNM AS. 
4. 7)
The PNM AS then verifies the PN-Registration by comparing the public user identity/identities with the other received from S-CSCF in the Step 3. As a result of a successful verification, the PNM AS enrols the public user identity as registered in the data base.  




























/* Next Change*/
6.2
PN-Deregistration

The PN-Deregistration relies on the third party registration procedure and is accomplished by a registration with an expiration time of zero seconds as specified in 3GPP TS 23.228 [4].[image: image4.png]
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