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1 Introduction

CT1 has received in Warsaw a LS from GERAN (C1-070742) on GAN Enhancements feasibility, asking CT1 to verify the feasibility of the Enhanced Up proposal and to identify any issues and concerns.
This paper is intended to provide some background to help for answering the GERAN LS. A draft LS is also proposed in another tdoc. 
2 Discussion

2.1 Main principles of Enhanced Up solution
Enhanced Up solution main principles are:
1) No changes to authentication/security via IPsec tunnel, GAN discovery/registration procedures

2) No changes to CS domain: the CN is accessed  via A interface

3) In PS domain there are several changes:

a. GANC and SGSN functions are combined in one node: the enhanced GANC accesses the CN via Gn interface. The figures below show respectively the legacy R6 protocol stacks for PS Control Plane, and the simplified protocol stacks with the Enhanced Up solution. 
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Figure 1: GAN R6 PS control plane protocol stacks 
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Figure 2: Enhanced Up alternative PS control plane protocol stacks

b. The user plane is enhanced by the combination of GANC and SGSN functions in one node, but also by the removal of SNDCP and LLC layers as well as the removal of GA-PSR layer as shown in the following figures.
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Figure 3: Figure 4: GAN R6 user plane protocol stacks
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Figure 5: A/Gn alternative PS user plane protocol stacks

c. The replacement of Access Stratum protocol (GA-PSR/GA-RC) and NAS protocol (24.008) by one single NAS protocol. This new NAS protocol is named GA-SM and runs independently from the 3GPP SM. In order to speed up the specification process, it is proposed to reuse the SM messages specified in TS 24.008 (format and parameters). The behaviour may be different because of the simplified PS handovers achieved via the use of SM PDP Context Activation/Modification in the target system, and because there is no need for GMM procedures to achieve mobility in idle mode – see below. 
d. The removal of GMM: this is possible because there is no need for Routing Areas and Paging because the terminal is always known in a specific cell (the terminal is at the endpoint of the IPsec tunnel established at GAN authentication).
e. The handovers are achieved thanks to a simple PDP Context Activation/Modification procedure under the target system. This is possible because there are two simultaneous radios in the terminal, which is therefore able to receive the data simultaneously on the two radios, an to perform signalling on one radio (e.g. WLAN) in parallel with data transfer and signalling on the other radio (e.g. GPRS/UMTS). Therefore, the GA-SM Session Management protocol is sufficient for handovers. 
f. The user plane anchor is handled by the GGSN as in legacy system, the control plane anchor is handled by the “Gn-proxy” function. That Gn-proxy function can be implemented as standalone node, in the GANC, or even in the GGSN, but the latter is not proposed to avoid modifications in the GGSN. 
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Figure 7: GERAN/UTRAN to EGAN PS handover procedure

2.2 Terminal architecture

The terminal architecture is shown below and extracted from TR 43.902 v1.1.0. 

It shows that the modifications are limited to the introduction of:

1) An eGAN switch application that maintains the “reference” PDP contexts and acts as a legacy SM layer from the upper application layers viewpoint; eGAN switch also performs user plane and control plane switching from the application towards either GPRS/UMTS layers or towards eGAN layers. There is no changes to SMREG-SAP , RAB-SAP nor SN-AP interfaces. 

2) Control Plane: 24.008 SM and MM are used only in GPRS/UMTS mode, and GA-SM is used only in eGAN mode. They are independent.

3) User Plane in eGAN mode: packet data are encapsulated in a GRE tunnel to discriminate the PDP contexts bearers in the IPsec tunnel. 
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Figure 8: Terminal architecture with Enhanced Up solution

2.3 Conclusion for Enhanced Up solution
Enhanced Up does not change the existing CN nodes or interfaces.  
It introduces additional existing CN interfaces to the GANC such as Gn and session management functions for mobile stations operating in eGAN mode. It also supports legacy Up-interface functions for mobile stations operating in legacy GAN mode (GANC connected to PS Core via Gb interface for these MS).  

Enhanced Up does not use GPRS to deliver PS domain services; the Enhanced Up emulates GPRS bearers with the IP-CAN to provide IP data connectivity between MS and core network.  

As far as CT1 is concerned, the Enhanced Up solution is feasible and is simplified reusing the messages and parameters from 24.008 to define the GA-SM protocol. 
There is no service issues when the terminal is CS+PS, but there are some concerns in the case the terminal is PS-only:

· Roaming: PS domain routeing area reject causes are not supported in the proposed solution.  However, it is FFS whether roaming rights could be checked via the AAA-HSS during authentication process. 
· NITZ and IMEI checking is not supported. IMEI checking may be provided via additional GA-SM messages. 
· SMS is not proposed to be supported in PS domain (the existing CN mechanisms are able to reroute the SMS to CS domain in WLAN, but it is not valid for PS-only terminals). However, it is FFS whether it could be achieved via 24.008 existing Service Request for Mobile Originated SMS and via a new NAS message for Mobile Terminated SMS. 
2.4 Comparison with Combined GANC-SGSN solution
2.4.1 Control plane

The protocol stacks for PS control plane in the Combined GANC-SGSN solution are shown below: 
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Figure 9: Combined GANC/SGSN alternative PS control plane protocol stacks

In this solution, the Gb interface and protocols are removed, enhancing the performances, but there are still the Access Stratum GA-PSR/GA-RC protocols that likely add significant signalling compared to the Enhanced Up solution (outside the scope of CT1). 
For Enhanced Up, there is only one message exchange for PDP activation after IPsec establishment/GAN registration.  GSM/UMTS security functions (authentication and security mode control) do not happen since it is already covered in by the IPsec tunnel and EAP-SIM authentication.   
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Figure 10: PDP Context Activation procedure in Enhanced Up solution
For combined GANC/SGSN, the number of message exchanges for PDP activation is much higher after IPsec establishment/GAN registration – the same number as GERAN PDP activation on GERAN to comply with TS 24.008 layer 3 core network protocol operations.  This is mainly due to the authentication and security steps that are performed at NAS layer, and to the additional Access Stratum messages as shown below. 
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Figure 11: PDP context activation - combined GANC/SGSN
Therefore, the Enhanced Up solution implies a less number of UE-Network NAS message exchanges for PDP Context Activation.  
For handovers, Enhanced Up solution requires one (or two) message exchanges between UE and Network at NAS layer, not including the security procedures that are performed at GAN authentication. Handovers in GANC-SGSN solution are performed at Access Layer, and therefore is outside the expertise of CT1. 
In addition, as there is no Routeing Area concept in the Enhanced Up solution, there are some signalling savings compared to the combined GANC/SGSN solution. 

2.4.2 User plane

In the user plane, LLC and SNDCP layers are still in the path for Combined GANC/SGSN solution, whereas they are removed in the Enhanced Up solution as shown below. 
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Figure 11: Combined GANC/SGSN alternative PS user plane protocol stacks
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Figure 12: Enhancced Up alternative PS user plane protocol stacks

3 Proposal

As far as CT1 is concerned, the Enhanced Up solution is feasible assuming that the GA-SM protocol reuses the messages and parameters from 24.008. 

However, the Enhanced Up proposal requires the specification of a new GA-SM NAS protocol. 

From a CT1 perspective, the Enhanced Up proposal brings significant performance improvements in the PS domain, due to reuse of authentication and security at GAN access and to the removal of the Access Stratum, but that cannot be quantified completely as AS is outside the scope of CT1.

There is no service issues when the terminal is CS+PS, but there are some concerns in the case the terminal is PS-only:

· Roaming: PS domain routeing area reject causes are not supported in the proposed solution.  However, it is FFS whether roaming rights could be checked via the AAA-HSS during authentication process. 

· NITZ and IMEI checking is not supported. IMEI checking may be provided via additional GA-SM messages. 

· SMS is not proposed to be supported in PS domain (the existing CN mechanisms are able to reroute the SMS to CS domain in WLAN, but it is not valid for PS-only terminals). However, it is FFS whether it could be achieved via 24.008 existing Service Request for Mobile Originated SMS and via a new NAS message for Mobile Terminated SMS. 

A draft response LS is proposed to stress the above conclusions.
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