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Introduction

In working through the service id issues, here is another one that impacts anything currently on the table. It comes down to the appropriate answer to three questions:

Who should authenticate the service identifier?

Stage 2 says: 
"Based on operator policy the S-CSCF or an AS shall be able to validate an IMS communication service identifier in a SIP request. This includes e.g. to check the syntactical correctness of a service identifier, and policing the usage of a communication service identifier"

So for the S-CSCF this is definitely yes.

For an AS, we am currently uncertain what this means in terms of use cases. Syntactic correctness has already been met by the S-CSCF check. For a trusted AS, the S-CSCF check should be sufficient. For an untrusted AS, we are not sure whether it should receive the identifier? Is it ust a check that the service is provided by this application? In which case why didn't it specify the filter criteria correct in the first place?

What is authenticated?

We suggest this is:
· that the user has such a service subscribed

· that what is requested corresponds to the service

Both are necessary to avoid fraud. The current Ericsson proposals made at CT1#46 only appear to deal with the first of these criteria at moment. 
We suggest that the second is needed, otherwise assuming two services:

· session mode messaging charged at cheap rate; and 
· videotelephony charged at expensive rate. 
Messaging allows media 1 and media 2, videotelephony allows media 3 and media 4. If the user  now requests session mode messaging and media 4, the user will apparently get the cheap rate unless the media used are verified.

How does the authenticating entity get the authentication information.

On whether the user has the subscribed service, this would appear to be standard subscription information held in the HSS. As such we assume it is downloaded in the service profile? Does this need to be explicitly described by CT4 or not?
For the check that what is requested corresponds to the service, this does not to me constitute subscription information. It could be preconfigured in the S-CSCF. It could be obtained from some other database by the S-CSCF. The data needs to consist of mass of element checks (for each media, for some headers, for some parameters) with required, permitted, not allowed values for each one. Thus this service must have media 1, cannot have media 2, and is permitted to have media 3. Having this amount of data preconfigured in the S-CSCF seems to us to be a configuration nightmare - every time the operator wishes to deploy a new service, or update an existing one, the operator has to update every S-CSCF in the network. This would appear to be out of spirit with the IMS architecture.

The URN approach proposed allows one to resolve the URN to get the data when one considers one needs it from whereever that data is held, using any appopriate protocol (HTTP for example). The document structure would still need to be defined, but the URN does identify which location holds the service information. 
Conclusion

The above discussion should be taken into account in completing CRs on service identification
