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First change
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [2] and the following apply:

Alias URI: a URI is an alias of another URI if the treatment of both URIs is identical, i.e. both URIs belong to the same set of implicitly registered public user identities and are linked to the same service profile considered to have the exact same service configuration for each and every service.
Application Server Incoming Leg Control Model (AS-ILCM): models AS behaviour for handling SIP information for an incoming leg.

Application Server information (AS-info): AS-info contains individualized information concerning one particular Application Server entry.
This information contains e.g. Application Server Address (6.9.1.1) and it's corresponding Default IP Multimedia Handling information (6.9.1.2).

Application Server Outgoing Leg Control Model (AS-OLCM): models AS behaviour for handling SIP information for an outgoing leg.

Combined ILSM OLSM – Incoming/outgoing Leg State Model: models the behaviour of an S-CSCF for handling SIP messages on an incoming and outgoing session leg.
Filter Criteria (FC): the information which the S-CSCF receives from the HSS or the AS that defines the relevant SPTs for a particular application.
They define the subset of SIP requests received by the S-CSCF that should be sent or proxied to a particular application.

Incoming Leg Control Model (ILCM): models the behaviour of an S-CSCF for handling SIP information sent to and received from an AS for an incoming session leg.

Initial Filter Criteria (iFC): filter criteria that are stored in the HSS as part of the user profile and are downloaded to the S-CSCF upon user registration.
They represent a provisioned subscription of a user to an application.
Initial Request: a SIP request that either initiates the creation of a new dialog or is part of a standalone transaction.
IP Multimedia Service Switching Function (IM-SSF): functional entity that interfaces SIP to CAP.

IP Multimedia CAMEL Subscription Information (IM-CSI): identifies the subscriber as having IP Multimedia CAMEL services.

IP Multimedia session: IP Multimedia session and IP Multimedia call are treated as equivalent in the present document.

Originating IP Multimedia CAMEL Subscription Information (O-IM-CSI): identifies the subscriber as having originating IP Multimedia CAMEL services.

Outgoing Leg Control Model (OLCM): models the behaviour of an S-CSCF for handling SIP information received from and sent to an AS for an outgoing session leg.

Private User Identity: a unique global identity defined by the Home Network Operator, as defined in 3GPP TS 23.228 [3].
Public User Identity: the public user identity/identities are used by any user for requesting communications to other users and are in the form of a SIP URL or TEL URL as defined in 3GPP TS 23.228[3].

Service Key: the Service Key identifies to the Application Server the service logic that shall apply.
The Service Key is administered by the HPLMN. For CAMEL services, the Service Key is an element of the CAMEL Subscription Information (CSI).

Service Point Trigger (SPT): the points in the SIP signalling that may cause the S-CSCF to send/proxy the SIP message to an SIP AS/OSA SCS/IM-SSF.
The subset of all possible SPTs which are relevant to a particular application are defined by means of Filter Criteria.
Service Platform Trigger Points (STP): the points in the SIP signalling that instruct the SIP AS, OSA SCS and IM-SSF to trigger the service logic.
For the IM-SSF the IP Multimedia Camel Subscriber Information (IM-CSI) defines them.

Subsequent Filter Criteria (sFC): filter criteria that are signalled from the SIP AS/OSA SCS/IM-SSF to the S-CSCF.
They allow for dynamic definition of the relevant SPTs at application execution time.

Subsequent Request: a SIP request which is part of an existing dialog. This also includes target refresh requests as defined in RFC 3261 [6].

Standalone Transaction: a SIP transaction that is not part of an existing dialog and does not initiate the creation of a new dialog.
Terminating IP Multimedia CAMEL Subscription Information (T-IM-CSI): identifies the subscriber as having terminating IP Multimedia CAMEL services.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.13 apply:

IMS application reference

IMS communication service

IMS communication service identifier

Next change
6.5.1
Handling of UE-terminating requests, registered user

The Request URI of a terminating request can contain either a public user identity or a GRUU associated with a particular public user identity. If the destination address is a GRUU, the S-CSCF shall first determine the corresponding public user identity associated with the GRUU, and shall use that public user identity for the following terminating request handling procedures.
The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request. A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating Initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check whether this is an UE-originating request or a UE-terminating request. For UE-terminating initial requests the S-CSCF shall first perform any routing of the request to Application Server based on matching of initial Filter Criteria before performing other routing procedures towards the terminating UE, (e.g. forking, caller preferences etc). This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to registered user;

-
in case the Request-URI changes when visiting an Application Server, and the new Request-URI is not an alias of the previous Request-URI, terminate the checking of filter criterias, and, without attempting to verify the barring status of the changed public user identity, route the request based on the changed value of the Request-URI and do not execute the subsequent steps;
-
in case the Request-URI changes when visiting an Application Server, and the new Request-URI is an alias of the previous Request-URI, continue the checking of remaining filter criterias;
-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.

Next change

6.5.2
Handling of UE-terminating requests, unregistered user

The Request URI of a terminating request can contain either a public user identity or a GRUU associated with a particular public user identity. If the destination address is a GRUU, the S-CSCF shall first determine the corresponding public user identity associated with the GRUU, and shall use that public user identity for the following terminating request handling procedures.
The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request. 
A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check this is an UE-originating request or a UE-terminating request. This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to unregistered user;

-
in case the Request-URI changes when visiting an Application Server, and the new Request-URI is not an alias of the previous Request-URI, terminate the checking of filter criterias, and, without attempting to verify the barring status of the changed public user identity, route the request based on the changed value of the Request-URI and do not execute the subsequent steps;
-
in case the Request-URI changes when visiting an Application Server, and the new Request-URI is an alias of the previous Request-URI, continue the checking of remaining filter criterias;
-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.
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