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1. Introduction
At last CT1 meeting in Warsaw, the terminology of the registration in the context of the personal network management (PNM) is introduced. That remarkably engendered discussions about the usage of the terminology registration and its relationship with the legacy SIP registration. Meanwhile questions regarding its semantics and its underlying significance arose.    
That is where this discussion paper comes in. 
This paper starts with an introduction of the operator controlled PNM AS provisioning based on a simple but representative example. Then, it examines the semantics of the PN-Registration for working on stage 2 PNM in TS 23.259. Finally, it discusses and analyses the solutions to accomplish the PN-Registration. 
2. PNM AS provisioning
Suppose Mr. Bean seriously wants to build-up his personal network (PN) with his three phones (UE-1 for Home, UE-2 for Office and UE-3 for Travel), and the one for the kid (UE-4). Thereby, he can a) redirect the session addressing the UEs within his PN in a flexible and imaginable way, and b) protect the under the-age-of-consent kid from any cyber-bullying and assaults. The former, a), can be done by the UE redirection service and the later, b), by the private network service, both specified in stage 1 TS 22.259.
How and what an operator has to do to make Mr. Bean happy with his wonderful idea?

First of all, Mr. Bean gets from the operator an ISIM storing one private user identity and one or more public user identities for each of his phones. For his PN, the operator’s HSS stores all private user identities and the corresponding public user identities that are allowed to be used for PNM services in the form of the service profile. Additionally, this kind of information is stored in the PNM AS. This is done by the provisioning of the information in the PNM AS and it can be categorized into two options, as shown in Table 1 and 2 respectively. The PN-ID number (PN-ID #n) is an identity that has only significance within the PNM AS. It can be seen that the two options are distinct from the fact of whether the public user identities are stored together with the private user identities.  
	
	private user identity
	public user identity
	status

	PN-ID #n
	private-user-identity_1 (UE-1)
	 
	no

	
	
	
	

	
	private-user-identity_2 (UE-2)
	
	no

	
	private-user-identity_3 (UE-3)
	
	no

	
	private-user-identity_4 (UE-4)
	
	no

	PN-ID #n+1
	
	
	


Table 1: Option 1 – PNM AS provisioning with the private user identities only

	
	private user identity
	public user identity
	Status

	PN-ID #n
	private-user-identity_1 (UE-1)
	public-user-identity_1_1
	no

	
	
	public-user-identity_1_2
	no

	
	private-user-identity_2 (UE-2)
	public-user-identity_2_1
	no

	
	private-user-identity_3 (UE-3)
	public-user-identity_3_1
	no

	
	private-user-identity_4 (UE-4)
	public-user-identity_3_4
	no

	PN-ID #n+1
	
	
	


Table 2: Option 2 -- PNM AS provisioning with both the private user identities and public user identities  
3. PN-Registration
Once the provisioning is done at the PNM AS, the User needs to register its public user identities in the PN before getting authorized to use the PNM services. In other words, the public user identities need to be authorized and in turn enrolled in the PNM AS, and that's what PN-Registration does. A successful registration leads the PNM AS to enrol the public user identities and update the status of the public user identities from “unregistered” to “Registered”.  An example of a successful PN-Registration of UE-1 is shown in Table 3.

	
	private user identity
	public user identity
	status

	PN-ID #n
	private-user-identity_1 (UE-1)
	public-user-identity_1_1
	yes

	
	
	public-user-identity_1_2
	yes

	
	private-user-identity_2 (UE-2)
	
	

	
	private-user-identity_3 (UE-3)
	
	

	
	private-user-identity_4 (UE-4)
	
	

	PN-ID #n+1
	
	
	


Table 3: Example of the successful PN-Registration of UE-1
Furthermore, the UE capabilities need also to be conveyed to the PNM AS during the PN-Registration. Put together, the PN-Registration is a procedure where the User requests authorization to use the PNM services, and meanwhile conveys the UE capabilities to the PNM AS.
The potential solutions to accomplish the PN-Registration are:
· Using the Ut interface as already written in TS 23.259, or 

· Using the 3rd party registration that is discussed below.
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Figure 2: PN-Registration based on the 3rd party registration 
1. A SIP Register request message sent by UE-1 arrives at the S-CSCF/Registrar. The request message contains the private-user-identity_1 and the public-user-identity_1_1 as shown in Table 2.

2. The S-CSCF queries the HSS and the HSS returns the information flow (eg. the initial filter criteria) to the S-CSCF. 
3. Based on the initial filter criteria, the S‑CSCF sends a SIP 3rd party register to the PNM AS. The message shall contain the public user identity public-user-identity_1_1, the private-user-identity_1 received in Step 1 and the UE-1 capabilities.   
4. The PNM AS authorizes the PN-Registration by querying the HSS. It is done by sending the received private user identity_1 to the HSS, and the HSS checks the correlated public user identity to the private user identity_1 and sends it back to the PNM AS. The PNM AS then verifies the PN-Registration by comparing it with the other one received from S-CSCF. With a positive outcome after the comparison, the PNM AS enrols the public-user-identity_1_1 and updates the registration state of the public-user-identity_1_1.  This step is only needed for the provisioning Option 1 shown in Table 1.
Using the 3rd party registration for the PN-Registration vis-à-vis the use of the Ut interface based mechanism is more favourable and approving for a number of reasons. To list some of them:
· It does not require any kind of the interaction with the Users, and thereby it is more customer-friendly and more attractive for operators to promote the PNM services.

· There is no need for any kind of synchronization between the S-CSCF/Registrar and the PNM AS in terms of the registration status of the UE.

· No cross-registration as described in the TS 23.259 is needed.
3. Conclusion
The PN-Registration is a procedure where the User requests authorization to use PNM services and is accomplished by means of the 3rd party registration procedure. It is proposed to use the term PN-Registration in the stage 2 TS 23.259 and to replace the Ut interface based procedure with the 3rd party registration procedure for the PN-Registration. 
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