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1. Introduction
During CT1#46, no re-invoking of PNM AS after session redirection was discussed, the conclusion is how to do that is FFS. Following the discussion this paper lists several issues need to be considered and solved in order to avoid re-invoking of PNM AS after session/call redirection in IM CN subsystem and CS domain, and proposes to take them into account when making the final solution decision.

2. Background

2.1 Architecture of PNM
As required in PNM stage1 TS 22.259, “The UE Redirecting Service shall be applicable to terminating services in the CS-domain, PS-domain, and IMS subsystem”, then CS terminal and IMS terminal shall both be considered in PNM.

There are two architecture options may be employed when implementing PNM, Distributed Mode and Centralized Mode. For Distributed mode, as defined in TR 23.818, means PNM is realized as an AS in the IM CN subsystem and a CAMEL service in the CS domain; during the discussion, it seems another possibility to implement the PNM in a Centralized Mode also exists, which means PNM is realized as an AS centralized locating in IM CN subsystem and serving for both the IM CN subsystem and CS domain, under the latter mode, SDS may be involved to route the call request arriving at CS domain to the IM CN subsystem to provide the service. To state the question more clearly and focalised, this document dedicates to the Centralized Mode and will analysis the other one later.   
2.2 Domain Selection Background
As defined in TS 23.221, the Domain Selection functionality is required for subscribers that simultaneously exist in the CS domain and IMS domain. DS is further divided into Service Domain Selection (SDS) and Access Domain Selection (ADS). SDS selects the service engine that shall be applied for a call. The SDS has a role for originating service domain selection and for terminating service domain selection.

2.3 Relationship between PNM and SDS

It has already been investigated in SA2 and stated in TR 23.818, the relationship between PNM and SDS is SDS always shall be triggered first and locate in front of PNM on the terminating side, as described in the following figure.
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Figure 1: Coexistence of PNM with domain selection and other IMS based services
3. Discussion

Considering the domain/subsystem served for the original called party and the redirected to party, there are four possible combinations as listed below, we will analysis the problems/requirements raised under these scenarios.  

The assumption of this document is under the Centralized Mode, for the public user identities/MSISDNs, which associate with the UE belonging to the PN, shall have the same subscription of PNM service and the same iFC relative to the PNM AS, i.e. any normal initial request terminating to the UE belonging to the PN shall trigger the PNM AS to provide the service.
Scenario 1 IMS ->IMS Redirection

Under this scenario, the original called party and the redirected to party both locate in the IM CN subsystem. 

As described in the following figure, obviously, it only can be the responsibility of the S-CSCF#2 to avoid re-routing the redirected request to the PNM AS again. As the public user identity contained in the Request-URI of the redirected request also has subscribed the iFC relative to the PNM AS, then there must be some special information contained in the request to distinguish it from the normal initial requests and indicate the S-CSCF#2 not to trigger the PNM AS again, then the new requirements introduced here are:

a. PNM AS shall insert some information in the redirected request to indicate PNM Redirection has occurred.

b. The introduced PNM Redirection information can be conveyed within the IM CN subsystem.
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              Figure 2:  Initial request to UE-1 and redirected to UE-2 by the PNM AS in the IM CN subsystem
Scenario 2 CS ->IMS Redirection

Under this scenario, the original called party and the redirected to party locate in the CS domain and the IM CN subsystem respectively. 

Since PNM is deployed as the Centralized Mode, the GMSC serving for the original called party shall invoke the SDS and reroute the call request to IM CN subsystem to provide the service, after entering the IM CN subsystem, the subsequent procedure is similar with scenario1, and the new requirements introduced under this scenario are the same as the above one.

Scenario 3 CS ->CS Redirection

Under this scenario, the original called party and the redirected to party both locate in the CS domain.
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Figure 3:  Initial request to UE-1 and redirected to UE-2 by the PNM AS in the CS domain 
1-2. a call request (ISUP IAM) from the calling party into the home PLMN of the called party, the entry point GMSC invokes the SDS of the CS domain to select the service engine for this call.
3. Because PNM is deployed as the Centralized Mode, to provide the service, SDS decides to route the request to IM CN subsystem.

 4. GMSC reroutes the request to IM CN subsystem.
5-6. The S-CSCF serving for the called party receives the session request, and invokes the termination service control logic required for it and evaluates the initial filter criteria.
7.  As a result of the termination service control logic invocation for the called party, the S-CSCF forwards the initial request to the PNM AS.
8. The PNM AS executes the PNM redirection service control logic based on the User’s PN configurations. The PNM AS decides to redirect the initial request to the default UE of the PN, i.e., to the UE-2, at this point, the PNM AS inserts the information indicating the PNM Redirection occurred.
9. The redirected request is rerouted to the home PLMN of the UE-2, during this routing procedure, the PNM Redirection information shall be always remained then it has to be transmitted across IM CN subsystem and CS domain.
10. The same process as step 1-4 is executed, and then the request shall be reroute to the IM CN subsystem.
Note: The other one option is SDS aware the existing of the PNM Redirection information in the request and decides not to reroute the request to CS domain.
11. The redirected request is routed to the S-CSCF serving for the new called party.

12. The S-CSCF invokes the termination service control logic required for it and evaluates the initial filter criteria, because there is the PNM Redirection information contained in the request, according to that, the S-CSCF will not trigger the PNM AS again .To meet this, the PNM Redirection information has to be transmitted from CS domain to IM CN subsystem in step 9.
13. The request is routed to the called UE.
As described in the above figure, to avoid re-invoking of the PNM AS, the new requirements introduced here are:

a. PNM AS shall insert some information in the redirected request to indicate PNM Redirection has occurred.

b. This information shall be conveyed from IM CN subsystem to CS domain.

c’. This information may be awarded by SDS. Or
c’’. This information may be conveyed from CS domain to IM CN subsystem. 
Scenario 4 IMS ->CS Redirection

Under this scenario, the original called party and the redirected to party locate in the IM CN subsystem and the CS domain respectively. 

After the request is redirected and entering the CS domain, the subsequent procedure is similar with scenario3, then the new requirements introduced here are the same as the above one.

4. Conclusion 

As the above analysis, to avoid re-invoking of PNM AS after PNM redirection, some new requirements have to be introduced, the overview of these requirements is:

1) PNM AS shall insert some information in the redirected request to indicate PNM Redirection has occurred.

2) The introduced PNM Redirection information can be conveyed within the IM CN subsystem.

3) This introduced PNM Redirection information can be conveyed from IM CN subsystem to CS domain and vice versa.

4) This information may be awarded by SDS.

5. Proposal

Huawei proposes CT1 to consider the finding of this document and take them into account to avoid re-invoking of PNM AS after PNM redirection and approve the following change to TS 23.259.

************   Modification ************
5.1.2 
Procedures and Information Flows for PNM Session Redirection in the IM CN subsystem
Figure 5.2.1-1 describes the procedures and information flows for handling the PNM session redirection in the IM CN subsystem.  Without loss of generality, it is assumed for Figure 5.2.1-1 that a User’s PN consists of two UEs, i.e., the UE-1 and the UE-2. The UE-2 is the default UE according to User’s PN configuration as described in Clause 6. Furthermore, it is assumed that the two UEs have different public user identities.

Editor’s Note: How to support the PNM session redirection for UEs with same public user identities is FFS.
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Figure 5.2.1-1: Initial request to UE-1 and redirected to UE-2 by the PNM AS in the IM CN subsystem
1.
An initial request to the UE-1 containing the Request-URI of the UE-1 public user identity arrives at the S-CSCF #1. 

2.
The S-CSCF #1 determines that the initial request is for a UE-terminated case, invokes the termination service control logic required for the UE-1 and evaluates the initial filter criteria, which results in re-routing the initial request to the PNM AS.

3.
As a result of the termination service control logic invocation for the UE-1, the S-CSCF #1 forwards the initial request to the PNM AS. 
4.
The PNM AS executes the PNM redirection service control logic based on the User’s PN configurations as described in Clause 6. The PNM AS decides to redirect the initial request to the default UE of the PN, i.e., to the UE-2.

5.
As a result of the PNM redirection service logic execution, the PNM AS sends the redirected initial request containing the Request-URI of the UE-2 public user identity to the S-CSCF #1.    
6. 
The S-CSCF #1 treats the redirected initial request as a UE-originated case, and forwards the redirected initial request to the S-CSCF #2. The S-CSCF #1 and the S-CSCF #2 can be the same entity. 
7.
The S-CSCF #2 treats the redirected initial request as a UE-terminated case, invokes the termination service control logic required for the UE-2 and evaluates the initial filter criteria, which may results in re-routing the redirected initial request to the other ASs. 

Editor’s Note: The S-CSCF #2 shall not re-route the redirected initial request to the PNM AS again, to achieve that, the PNM AS shall insert information in the redirected request to indicate PNM Redirection occurred, this information can be conveyed from IM CN subsystem to CS domain and vice versa .

8.
The S-CSCF #2 continues the redirected initial request based on the standard call setup procedures as described in 3GPP TS 23.228 [4].   
************   End Modification ************
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