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Introduction:
Add description of dedicated control channel that dedicated control channel can be reused by multiple sessions, or for each session a dedicated control channel.
Proposal:

It is proposed that the information provided below is agreed and transferred to 3GPP TR 24.880.
4.3.2
Protocol model with dedicated control channel

The protocol model is motivated by the notion that the interface between the MRFC and AS is a high level interface where the AS uses a transport channel to send media control messages to the MRFC. The MRFC executes the messages and sends responses and notifications back through the transport channel.  

The protocol model could use either the ISC and Mr interfaces (e.g. messages in SIP INFO) or a new interface (Cr – see below) with a dedicated transport channel to transmit media control messages.  The majority of deployed approaches which follow the protocol model use mechanisms that include carrying commands in a SIP INFO method. This has been an appropriate short term solution during the evolution of SIP [2] and has facilitated early deployments but does not provide a roadmap for future success in the standards arenas.  The following outlines some of the reasons that using techniques such as SIP INFO are not considered appropriate:

· SIP INFO was created ‘to carry session control information along the SIP signaling path.  It merely sends optional application information, generally related to the session’.  Examples of SIP INFO method-use included in the draft are carrying mid-call PSTN signaling messages between PSTN gateways and DTMF digits.  This mechanism in not suited or ideally appropriate for carrying information such as media control messages.  For this reason alone any mechanism that uses SIP INFO will never be accepted as an industry standard within the IETF. 

· The default protocol for SIP is the Unicast Datagram Protocol (UDP). Using SIP and UDP for transfer of media server commands is unreliable and also inherits problems with large packet size.  Media server control messages should always be sent over reliable, congestion safe protocols.

· When using a mechanism like SIP INFO, it is possible that any number of intermediaries can insert themselves into the signaling path, either as a record routing proxy or ‘Back-to-Back User Agent (B2BUA), This would result in media server control messages being carried in SIP INFO across any number of SIP intermediaries, which is not ideal or efficient in large networks. There is also the overhead of using a full SIP message with all its mandatory headers and transaction timers which can impact performance dramatically. 

· The core SIP specification, RFC3261 [2], contains rules when un-reliable transport protocols such as UDP are used.  If a packet reaches the Maximum Transmission Unit (MTU), the transport protocol is upgraded to a reliable form such as TCP.  This type of operation is not ideal when constantly dealing with large payloads which are present in a media server control messages.  

Identifying such problems – many arising from practical deployment experience - indicates that an alternative mechanism is required for MRFC control that not only leverages the benefits of SIP but also dispels the previously identified problem areas.  

The alternative, as described in the SIP Control Framework [9] -  under discussion within the IETF informal media control group - is to carry media control messages over a dedicated control channel (SIP Control Framework [9], MSCP [10] - note that while MSCP version 1 defined its own control channel,  MSCP version 2 uses the Control Framework).   

In the Control Framework SIP is used for its intended purpose – as a rendezvous protocol for negotiating a media session using the Session Description Protocol (SDP).  Unlike SIP dialogs with UEs where the SDP are used to establish RTP media streams between the MRF and UE, the approach leverages COMEDIA (RFC4145) [11] so that the SDPs described the establishment of a TCP (or SCTP) channel. The COMEDIA [11] approach is well established and used in the Message Session Relay Protocol (MSRP) [12] which initiates IM media sessions (MSN, Yahoo style chat interactions as apposed to ‘one-hit’ SMS style messages), as well as in Media Resource Control Protocol (MRCP) [13] which establishes a TCP channel to transport control messages to/from speech recognition and speech synthesis media processors. Thus, MRFC messages are exchanged over a direct (peer-to-peer) connection, using a reliable protocol, where the protocol has been initiated using SIP.  This addresses the previously identified problems that arose when using SIP INFO:  

· SIP INFO method is not used as the approach defines its own message primitives that are passed across the dedicated control channel.  This eradicates the inappropriate use of the SIP INFO message.

· The approach only uses reliable connection orientated protocols such as TCP (or SCTP) so messages passing across the control channel are sent reliably.

· As the control channel connection is peer-to-peer it doesn’t matter how many intermediaries the SIP signaling traverses.  The media control messages will always pass directly.  These messages are also extremely light-weight and do not suffer from complicated transaction models.

· As the dedicated control channel is created using a reliable protocol such as TCP, and SIP is not used to pass interactions, this mechanism does not suffer from the MTU upgrading define in RFC 3261 [2].
The Control Framework approach itself does not define the content of messages transported by the dedicated control channel: its development was motivated by the media control scenario, but it is expected that the Control Framework could be used in a wide variety of application scenarios in the future.  Instead the framework defines a mechanism that provides strict requirements on how the Control Framework can be used.  Techniques similar to the SIP Event Framework (RFC 3265) are used when creating extensions to the Control Framework. The Control Framework introduces the concept of ‘Control Packages’.  For example, the client (e.g. AS) specifies through the SIP header ‘Require: escs’ that it requires the server (e.g. MRFC) to support the control framework, and the server then indicates which control packages it supports through the header "Control-Packages: <package1>, <package2>". Control Package authors are provided a strict set of rules that shall be followed to use the Control Framework.  

The use of packages in the control framework is motivated by the fact that media server control is a complex topic area with a wide range of potential functionality encompassing many varying technologies. Within IMS, the functionality of the MRF is a moving target; while interactive media (play prompt, prompt and collect, etc) as well as conferencing are core functionalities, the ever expanding IMS world also makes it highly likely that technologies will advance in the coming years; MRFs with new functionalities as well as MRFs which combine interactive media and/or conferencing with new ones.  It is for this reason that any solution for MRFC needs to be modular in nature and highly extensible. This then allows infra-structure providers and application developers to select only the relevant subset of technology required instead of dealing with enormous, monolithic command sets that are quite often redundant.  For this reason, the media control functionality shall be organized into packages.

Various IETF working drafts proposals on media server protocol have started to move from the monolithic commands sets towards functionality organized into packages; for example,  MSML [14] and MSCP [10]. MSCP [10] (version 2) uses the same packages as those being defined for the Control Framework: 

· Basic Interactive Voice Response (IVR) Control Package [16]: This provides lightweight messages for simple IVR interactions.  This control package uses parameterized dialog templates for playing announcement, prompt and collects and prompt and record IVR functions without the need to implement a full VoiceXML solution.  

· VoiceXML Interactive Voice Response (IVR) Control Package [17]: This package extends the basic IVR control package with support for VoiceXML.  Note that this package does not support VoiceXML’s optional call transfer functionality.

· Conference Control Package [18]: This package allows for the creation, manipulation and termination of a conference mix.  Users, explicitly represented by SIP dialog parameters, can be introduced, moved and removed from an existing conference mix.

Although still in early stages, these packages are starting to mature and provide a wide range of MRF functionality.  It is expected over the coming period that both the Control framework and packages will mature.  One of the next steps is a complimentary extension that provides video support to the appropriate control package and to enhance the Conference Package with support for conferencing. It is expected this document will be available in the very near future.

The use of VoiceXML [5][6] for IVR functionality, especially complex IVR functionality, is a shared feature in IETF informational RFCs and working drafts; for example, RFC4240 [3], MSCML [15], MSML [14], MSCP [10] and the VoiceXML control package [17] above.
VoiceXML scripts can be referenced (or included inline) as part of media control messages; for example, the message 

<dialogstart src=" http://server.example.com/script.vxml"  type="application/voicexml+xml"/> 

could be sent from the AS to the MRFC  in order to initiate a VoiceXML dialog. Response and notifications about the dialog (dialogstarted, dialogexit, dialogerror, etc) are sent back over the control channel.  

One consequent of using VoiceXML is that the VoiceXML scripts and its related resources need to be fetched from an entity on the application plane.  The requirement still holds even if the initial VoiceXML script is specified inline in the media control message (as MSCP and the VoiceXML Control Package allow) since subsequent VoiceXML scripts as well as resources (such as grammars) may still need to be fetched. Furthermore, if any control package references resource using HTTP [8] URIs, then the MRFC shall support an interface which allows these resources to be fetched.   

In terms of architecture, this model uses the existing MRFC interfaces together with one additional interface:  a Cr interface to directly transport media control messages between the AS and MRFC and to allow the MRFC to fetch resources. Figure 4.3.2.1 shows an MRFC with this interface.
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Figure 4.3.2.1: MRFC interfaces: Cr, Mr and Mp
Note that the framework allows the AS to establish multiple dedicated control channels towards the MRFC; it could for example use one channel per MRFC, one channel per session, or other configurations suitable for High Availability deployments.
For one channel per MRFC, the AS creates a control channel before setup of any session. One dedicated control channel can be associated to one or more TCP/SCTP connections. The AS can modify the number of TCP/SCTP connections in a dedicated control channel. The Cr interface shall be able to distinguish media control messages over the control channel for different sessions. 

For one channel per session, the AS creates a control channel for each session. The control channel and session are closely related. When a session is closed, the related control channel shall also be closed.
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