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*** FIRST PROPOSED CHANGE ***
4.2
URI and address assignments

In order for SIP and SDP to operate, the following preconditions apply:

1)
I-CSCFs used in registration are allocated SIP URIs. Other IM CN subsystem entities may be allocated SIP URIs. For example sip:pcscf.home1.net and sip:<impl-specific-info>@pcscf.home1.net are valid SIP URIs. If the user part exists, it is an essential part of the address and shall not be omitted when copying or moving the address. How these addresses are assigned to the logical entities is up to the network operator. For example, a single SIP URI may be assigned to all I-CSCFs, and the load shared between various physical boxes by underlying IP capabilities, or separate SIP URIs may be assigned to each I-CSCF, and the load shared between various physical boxes using DNS SRV capabilities.

2)
All IM CN subsystem entities are allocated IP addresses. For systems providing access to IMS using a fixed broadband interconnection, any IM CN subsystem entities can be allocated IPv4 only, IPv6 only or both IPv4 and IPv6 addresses. Otherwise, systems shall support IP addresses as specified in 3GPP TS 23.221 [6] subclause 5.1.

3)
The subscriber is allocated a private user identity by the home network operator, and this is contained within the ISIM application, if present. Where no ISIM application is present but USIM is present, the private user identity is derived (see subclause 5.1.1.1A). This private user identity is available to the SIP application within the UE.

NOTE 1:
The SIP URIs can be resolved by using any of public DNSs, private DNSs, or peer-to-peer agreements.

4)
The subscriber is allocated one or more public user identities by the home network operator. The public user identity shall take the form of SIP URI as specified in RFC 3261 [26] or tel URI as specified in RFC 3966 [22]. At least one of the public user identities is a SIP URI and it is stored within the ISIM application, if ISIM application is present. Where no ISIM application is present but USIM is present, the UE derives a temporary public user identity (see subclause 5.1.1.1A). All registered public user identities are available to the SIP application within the UE, after registration.

5)
If the UE supports GRUU, then it shall have an Instance ID, in conformance with the mandatory requirements for Instance IDs specified in draft-ietf-sip-gruu [93] and draft-ietf-sip-outbound [92].

6)
For each tel URI, there is at least one alias SIP URI in the set of implicitly registered public user identities that is used to implicitly register the associated tel URI.

7)
The public user identities may be shared across multiple UEs. A particular public user identity may be simultaneously registered from multiple UEs that use different private user identities and different contact addresses. When reregistering and deregistering a given public user identity and associated contact address, the UE will use the same private user identity that it had used during the initial registration of the respective public user identity and associated contact address. If the tel URI is a shared public user identity, then the associated alias SIP URI is also a shared public user identity. Likewise, if the alias SIP URI is a shared public user identity, then the associated tel URI is also a shared public user identity.

8)
For the purpose of access to the IM CN subsystem, UEs are assigned IPv6 prefixes in accordance with the constraints specified in 3GPP TS 23.221 [6] subclause 5.1 (see subclause 9.2.1 for the assignment procedures). In the particular case of UEs accessing the IMS using a fixed broadband interconnection, UEs can be allocated IPv4 only, IPv6 only or both IPv4 and IPv6 addresses.

9)
For the purpose of emergency service, the UE shall use at least two emergency public user identities, of which one is a SIP URI derived as specified in 3GPP TS 23.003 [3] and the second is an emergency public user tel URI derived as specified in 3GPP TS 23.003 [3].
Editor's Note:
The definition of an emergency public user Tel URI in 3GPP TS 23.003 [3] still remains to be decided by 3GPP TSG-CT WG4.
*** NEXT PROPOSED CHANGE ***
5.1.6.8.3
Emergency session set-up within an emergency registration

After a successful initial emergency registration, the UE shall apply the procedures as specified in subclause 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

1)
the UE shall include a Request URI in the INVITE request that contains an emergency service URN, i.e. with "sos" service type as specified in draft-ietf-ecrit-service-urn [69]. An additional sub-service type can be added if information on the type of emergency service is known;

2)
the UE shall insert in the INVITE request, a To header with:

-
the same emergency service URN as in the Request URI; or

-
if the UE cannot perform local dialstring interpretation for the dialled digits, a dialstring URI representing the dialled digits in accordance with draft-rosen-iptel-dialstring [103] or a tel URL representing the dialled digits;
3)
the UE shall insert in the INVITE request, a From header that includes the emergency public user identity or the emergency public user tel URI associated with the emergency public user identity, as described in subclause 4.2;

4)
the UE shall insert in the INVITE request, a P-Preferred-Identity header that includes the emergency public user identity or the emergency public user tel URI associated with the emergency public user identity as described in subclause 4.2;

5)
if the UE has its location information available, it shall include it in the INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header in accordance with draft-ietf-sip-location-conveyance [89]; or 

-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Geolocation header is set to a Content ID in accordance with draft-ietf-sip-location-conveyance [89];
NOTE 1:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.

6)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sip-location-conveyance [89] in the INVITE request; and

7)
if available to the UE, the P-Access-Network-Info header shall contain a location identifier such as the cell id, line id or the identity of the I-WLAN access node, which is relevant for routing the IMS emergency call.
NOTE 2:
The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

NOTE 3:
RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.
*** NEXT PROPOSED CHANGE ***
5.2.10.3
General treatment for all dialogs and standalone transactions excluding the REGISTER method after emergency registration

If the P-CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user over the security association that was created during the emergency registration, the P-CSCF shall inspect the Request URI independent of values of possible entries in the received Route headers for known emergency service identifiers, i.e. emergency numbers and the emergency service URN from these configurable lists. 
If the P-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method does not match any one of the emergency service identifiers in any of these lists, the P-CSCF shall reject the request by returning a 403 (Forbidden) response to the UE.

If the P-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in any of these lists, the P-CSCF shall:

1)
include in the Request-URI an emergency service URN, i.e. with a service type of "sos" as specified in draft-ietf-ecrit-service-urn [69], if necessary, and execute the procedure described in step 3, 4, 5, and 6, in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request from the UE. The entry in the Request-URI that the P-CSCF includes may either be:

-
as received from the UE in the Request URI in accordance with draft-ietf-ecrit-service-urn [69]; or

-
as deduced from the Request-URI received from the UE.

In addition the P-CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

2)
the P-CSCF shall:

-
if the registered emergency public user identity is included in the P-Preferred-Identity header, remove the P-Preferred-Identity header from the received request and insert a P-Asserted-Identity header that includes the emergency public user identity that was present in the P-Preferred-Identity header. Add a second P-Asserted identity header that contains the the emergency public user tel URI associated with the emergency public user identity. If the emergency public user tel URI associated with the registered emergency public user identity is included in the P-Preferred-Identity header, check the validity of the emergency public user tel URI, remove the P-Preferred-Identity header and insert a P-Asserted-Identity header that includes the emergency public user tel URI that was present in the P-Preferred-Identity header. Add a second P-Asserted-Identity header that contains the emergency public user identity; and

-
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header.

NOTE:
It is implementation dependant as to how the P-CSCF obtains the list of E-CSCFs.
If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new E-CSCF and forward the INVITE request.
*** NEXT PROPOSED CHANGE ***
5.4.8
Emergency service

5.4.8.1
General

S-CSCF shall handle the emergency registration as per the needs of the normal registration.
For all registrations identified as relating to an emergency public user identity, the S-CSCF shall give priority over other transactions. This allows special treatment (e.g. with respect to filtering, higher priority, routeing) of emergency registrations. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

5.4.8.2
Initial emergency registration or user-initiated emergency reregistration

When the S-CSCF receives a REGISTER request without an "integrity-protected" parameter, or with the "integrity-protected" parameter in the Authorization header set to "no" and the To header includes an emergency public user identity the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.1.

When the S-CSCF receives a REGISTER request with the "integrity-protected" parameter in the Authorization header set to "yes", the S-CSCF shall identify the user by the public user identity as received in the To header and the private user identity as received in the Authorization header of the REGISTER request the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.2 with the following additions:

-
the S-CSCF shall not include a Service-Route in the 200 (OK) to the REGISTER request;

-
store the Path header and the contact information including all header parameters contained in the Contact header. The S-CSCF shall use the Path header and the contact information obtained during the emergency registration to build a preloaded Route header values for the emergency dialogs destined for the UE; and

NOTE 1:
The Path header and contact information used for the emergency dialogs destined for the UE and obtained during the emergency registration can be different than the Path header used for the non-emergency communication and obtained during the non-emergency registration.

NOTE 2:
If the previous emergency registration with different contact information or emergency Path header has not expired, the S-CSCF will not perform the network initiated deregistration procedure for the previous emergency registration, but will let it expire.

-
the S-CSCF shall not send any third-party REGISTER requests to any AS.

5.4.8.3
User-initiated emergency deregistration

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero and the To header includes an emergency public user identity as specified in 3GPP TS 23.003 [3], the S-CSCF shall reject the REGISTER request by sending a 501 (Not Implemented) response.

NOTE:
The UE cannot deregister its emergency public user identity.

5.4.8.4
Network-initiated emergency deregistration

The S-CSCF shall not perform a network-initiated emergency deregistration for an emergency public user identity.

5.4.8.5
Network-initiated emergency reauthentication

The S-CSCF shall not reauthenticate an emergency public user identity.

5.4.8.6
Subscription to the event providing registration state

If a S-CSCF receives a SUBSCRIBE request addressed to S-CSCF containing the Event header with the reg event package with a emergency public user identity in the To header, the S-CSCF shall reject the SUBSCRIBE request for the reg-event package by sending a 489 (Bad Event) response.

5.4.8.7
Notification of the registration state

The S-CSCF shall not send a NOTIFY requestaddressed to an emergency public user identity regarding its subscription state.
5.4.3.3
Requests terminated at the served user

When deciding whether an initial SIP INVITE is terminating to a user with a current emergency registration, the S-CSCF shall employ the following rules. If the INVITE contains an emergency public user Tel URI in the To field, the S-CSCF shall consider that it matches a currently registered user if and only if the emergency public user Tel URI is currently registered for this user. The S-CSCF shall then proceeed according to clause 5.4.3.3 using the emergency public user Tel URI or other emergency public user identity from the associated implict registration set to populate the To field in the request subsequently forwarded by the S-CSCF. If the INVITE contains a non-emergency public user Tel URI, the S-CSCF shall consider that it matches a currently registered user if and only if either the non-emergency public user Tel URI is currently registered for the user or the emergency public user Tel URI containing the same E.164 number, derived according to 23.003 [3], is registered and the S-CSCF verifies that the INVITE may originate from a PSAP. In the case that the the non-emergency public user Tel URI is registered, the S-CSCF shall proceeed according to clause 5.4.3.3 using the received non-emergency public user Tel URI or other non-emergency public user identity from the associated implict registration set to populate the To field in the request subsequently forwarded by the S-CSCF. In the case that the the emergency public user Tel URI is registered but not the received non-emergency public user Tel-URI, the S-CSCF shall proceeed according to clause 5.4.3.3 using the emergency public user Tel URI or other emergency public user identity from the associated implict registration set to populate the To field in the request subsequently forwarded by the S-CSCF.
*** NEXT PROPOSED CHANGE ***
5.5
Procedures at the MGCF

5.5.1
General

The MGCF, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem. Therefore table A.4/1 and dependencies on that major capability shall not apply.

The use of the Path and Service-Route headers shall not be supported by the MGCF.

When the MGCF sends any request or response related to a dialog, the MGCF may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before sending the message.

The MGCF shall use a GRUU referring to itself (as specified in draft-ietf-sip-gruu [93]) when inserting a contact address in a dialog establishing or target refreshing SIP message. This specification does not define how GRUUs are created by the MGCF; they can be provisioned by the operator or obtained by any other mechanism. A GRUU used by the MGCF when establishing a dialog shall remain valid for the lifetime of the dialog.
The MGCF shall handle requests addressed to its currently valid GRUUs when received outside of the dialog in which the GRUU was provided.

EXAMPLE: 
Upon receipt of an INVITE request addressed to a GRUU assigned to a dialog it has active, and containing a Replaces header referencing that dialog, the MGCF will be able to establish the new call replacing the old one.
5.5.2
Subscription and notification

Void.

5.5.3
Call initiation

5.5.3.1
Initial INVITE

5.5.3.1.1
Calls originated from circuit-switched networks

When the MGCF receives an indication of an incoming call from a circuit-switched network, the MGCF shall:

1)
generate an INVITE request:

-
set the Request-URI to the "tel" format using an E.164 address or to the "sip" format using an E164 address in the user portion and set user=phone;

NOTE 1:
Details how to set the host portion are out of scope of the document. However, when a SIP URI is used the host portion needs to be part of the domain name space owned by the I-CSCF

-
set the Supported header to "100rel" (see RFC 3312 [30] as updated by RFC 4032 [64]));

-
include an P-Asserted-Identity header, including the display name if available, depending on corresponding information in the circuit-switched network;

-
create a new, globally unique value for the icid parameter and insert it into the P-Charging-Vector header; and

-
insert a type 2 orig-ioi parameter into the P-Charging-Vector header. The MGCF shall set the type 2 orig-ioi parameter to a value that identifies the sending network in which the MGCF resides and the type 2 term-ioi parameter shall not be included.

When the MGCF receives a 1xx or 2xx response to an initial request for a dialog, the MGCF shall store the value of the received term-ioi parameter received in the P-Charging-Vector header, if present. 

NOTE 2:
Any received term-ioi parameter will be a type 2 term-ioi. The type 2 term-ioi parameter identifies the sending network of the response message. 

5.5.3.1.2
Calls terminating in circuit-switched networks

When the MGCF receives an initial INVITE request containing an emergency public user Tel URI in the To field or P-Asserted-Identity header, the MGCF shall populate the E.164 or national number in any outgoing ISUP IAM sent to a circuit switched network using the E.164 number contained in the received emergency public user Tel URI.
When the MGCF receives an initial INVITE request with Supported header indicating "100rel", the MGCF shall:

1)
store the value of the orig-ioi parameter received in the P-Charging-Vector header, if present;

NOTE:
Any received orig-ioi parameter will be a type 2 orig-ioi. The orig-ioi parameter identifies the sending network of the request message.

2)
send a 100 (Trying) response;

3)
after a matching codec is found or no codec is required at the MGW, send 183 "Session Progress" response:

-
set the Require header to the value of "100rel";

-
store the values received in the P-Charging-Function-Addresses header;

-
store the value of the icid parameter received in the P-Charging-Vector header; and

-
insert a P-Charging-Vector header containing the orig-ioi parameter, if received in the initial INVITE request and a type 2 term-ioi. The MGCF shall set the type 2 term-ioi parameter to a value that identifies the network in which the MGCF resides and the orig-ioi parameter is set to the previously received value of orig-ioi.

If a codec is required and the MGCF does not find an available matching codec at the MGW for the received initial INVITE request, the MGCF shall:

-
send 503 (Service Unavailable) response if the type of codec was acceptable but none were available; or

-
send 488 (Not Acceptable Here) response if the type of codec was not supported, and may include SDP in the message body to indicate the codecs supported by the MGCF/MGW.

5.5.3.2
Subsequent requests

5.5.3.2.1
Calls originating in circuit-switched networks

When the MGCF receives 183 (Session Progress) response to an INVITE request, the MGCF shall:

-
store the values received in the P-Charging-Function-Addresses header.

The MGCF shall send an UPDATE request when the following conditions are fulfilled:

-
conditions as specified in 3GPP TS 29.163 [11B]; and 

-
the MGCF receives 200 (OK) response to a PRACK request

5.5.3.2.2
Calls terminating in circuit-switched networks

When the MGCF receives an indication of a ringing for the called party of outgoing call to a circuit-switched network, the MGCF shall:

-
send 180 (Ringing) response to the UE.

When the MGCF receives an indication of answer for the called party of outgoing call to a circuit-switched network, the MGCF shall:

-
send 200 (OK) response to the UE. The 200 (OK) response shall include an P-Asserted-Identity header if corresponding information is received from the circuit-switched network.
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