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Introduction

To extend the scope of 3GPP systems, access technologies not defined in 3GPP (a.k.a. non-3GPP accesses) are introduced when considering SAE to providing IP connectivity using non-3GPP accesses to the Evolved 3GPP Packet Switched domain.

The purpose of the present discussion paper is to discuss CT protocol aspects of non-3GPP accesses mobility management and propose to have a joint SWG group including CT1, CT4 and CT3 (if necessary) to discuss and design non-3GPP accesses mobility management protocols.
Discussion
Fig. 1 shows the latest network architecture of non-3GPP accesses within SAE in 3GPP TS 23.402 [1].
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Figure 1.
Non-Roaming Architecture for non-3GPP Accesses within SAE
(Roaming architecture is similar with non-roaming architecture and omitted in the present document.)
In stage 2 discussion, host-based MIP (MIP) and network-based MIP (PMIP) are both candidates for the mobility management protocol for non-3GPP accesses. The main advantage of PMIP is that UEs are not involved in the operations of PMIP that saves radio resources and simplified UE’s implementation. However PMIP can not support inter-domain mobility. MIP is the opposite of PMIP.
In current architecture, five MIP/PMIP based ref. points are addressed in 3GPP TS 23.402 [1]:
S2a:
This ref. point provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Gateway.
S2b:
This ref. point provides the user plane with related control and mobility support between ePDG and the SAE Gateway.
S2c:
This ref. point provides the user plane with related control and mobility support between UE and the SAE Gateway. This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access.
S5:
This ref. point provides user plane tunnelling and tunnel management between Serving SAE GW and PDN SAE GW. It is used for Serving SAE GW relocation due to UE mobility and in case the Serving SAE GW needs to connect to a non collocated PDN SAE GW for the required PDN connectivity.
S8b (not shown in the Fig. 1):
This ref. point is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between SAE Gateways in the VPLMN and HPLMN.
From the typical 3GPP CT WGs responsibility partition, CT4 will be responsible for all PMIP based ref. points, and both of CT1 and CT4 will be involved in the work of CMIP, as table 1.
	
	Reference point
	Mobility Management
	Prime Responsibility

	a
	S2a – trusted
	Proxy Mobile IP
	CT4 (external interface between the non-3GPP access and the SAE GW) [NOTE 1].

	b
	S2a - trusted
	Client Mobile IP
	CT4 (external interface between the non-3GPP access and the SAE GW) in the case of FA-CoA mode of MIPv4 [NOTE 1].

	c
	S2b – untrusted
	Proxy Mobile IP
	CT4 (internal interface between ePDG & SAE GW) [NOTE 1].

	d
	S2b - untrusted
	Client Mobile IP
	CT4 (internal interface between ePDG & SAE GW) in the case of FA-CoA mode of MIPv4 [NOTE 1].

	e
	S2c – trusted

(over S2a)
	Client Mobile IP
	CT1 (interface between UE & SAE GW) 

(MIP Co-CoA mode)

	f
	S2c – untrusted

(over S2b)
	Client Mobile IP
	CT1 (interface between UE & SAE GW) 

(MIP Co-CoA mode)

	g
	S5
	Proxy Mobile IP

Client Mobile IP
	CT4 (interface between Serving SAE GW and PDN SAE GW) [NOTE 2]

	h
	S8b
	Proxy Mobile IP

Client Mobile IP
	CT4 (interface between SAE Gateways in the VPLMN and HPLMN in the roaming case) [NOTE 2]


[NOTE 1]: S2a interface and S2b interface are based on current or future IETF RFCs. S2a and S2b are based on Proxy Mobile IP and/or Client Mobile IP in Foreign-Agent Mode. The exact protocol decision is FFS but it is typically under the hand of CT WGs.

[NOTE 2]: The S5, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized.
[NOTE 3]: Possible candidate IETF RFCs/Drafts for the above interfaces as follows for information:

· MIPv4:
IETF RFC 3344 (August 2002): “IP Mobility Support for IPv4”;

· MIPv6:
IETF RFC 3775 (June 2004): “Mobility Support in IPv6”;

· DSMIPv6:
IETF Draft, draft-ietf-mip6-nemo-v4traversal-04.txt, “Mobile IPv6 support for dual stack 

Hosts and Routers (DSMIPv6)”;

· PMIPv4:
IETF Draft, draft-leung-mip4-proxy-mode-02.txt, “Mobility Management using Proxy 

Mobile IPv4”
· PMIPv6:
IETF Draft, draft-sgundave-mip6-proxymip6-01.txt, “Proxy Mobile IPv6”
· Any more IETF dependencies are not excluded.
However, it is seen that all of (P)MIP operations and procedures are pure IP based, so from the protocol level point of view, work allocated to CT1 and CT4 will have no essential difference, not like difference between NAS and GTP. If CT1 and CT4 work on (P)MIP protocol design separately, there are some concerns that may lead to inefficient work for much communication work is possibly needed between CT WGs. And from the MIP point of view itself, it is inefficient to divide work of one single protocol into two (maybe three) CT WGs. (It is a question mark that CT3 will be invited to discuss and design some of (P)MIP related topics, e.g. PCC operations during inter-access handover.)
In addition, in recent discussion, some concerns about co-ordination of MIP and PMIP were raised, that will lead more communication burden between CT1 and CT4 if they work separately.
So to work in an efficient way and reduce unnecessary work burden on each CT WG, it is proposed to have a joint SWG group including CT1, CT4 and CT3 (if addressed) to discuss and design (P)MIP based mobility management protocol for non-3GPP accesses.
Conclusion

Based on the discussion above, it is proposed to have a regular joint SWG group including CT1 and CT4 (MIP SWG) to discuss and design mobility management protocol of non-3GPP accesses. The group will meet each time CT1/CT3 &CT4 are co-located but can run as a breakout from the CT WGs plenary meetings. 

Furthermore this MIP can be tasked to agree on the following
· All MIP/PMIP procedures are contained in a single TR, 24.801 or 29.803; or contained in CT1 and CT4 TRs respectively.
· CT1 and CT4 take their responsibility respectively to agree the materials that come out from the MIP SWG
We would like to invite interested companies to give their feedback on the above proposal as early as possible. If the echo is positive we will be please to provide a more detailed proposal to the respective WGs to be discussed in CT1/3/4 meetings in Beijing.
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* Untrusted non-3GPP access requires ePDG in the data path
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