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Introduction

CT1 has been discussing IMS Communication Service ID for a long time (over 1 year). The decision of CT1 at the May 2006 meeting was that an IETF based solution was desired since identifying the services related to SIP requests and SIP sessions was not an IMS specific issue but a general SIP issue. The agreed WID on Identification of Communication Services in IMS, Stage 3 includes as part of the objective: “The work will seek alignment with IETF, to have a general solution that also can be adopted outside 3GPP”. There was also a concern that if a non-IETF IMS only solution was adopted by 3GPP that significant interoperability problems could arise between IMS networks that used IMS communication service ID and those non-IMS SIP networks (such as corporate networks) that did not. As a result a requirements draft draft-loreto-sipping-3gpp-ics-requirements was written, submitted to SIPPING and discussed at IETF#66 in July 2006. Unfortunately further work in IETF was not pursued by the authors of the draft in the second half of 2006. As a result at the last CT1 meeting some CRs were agreed for a 3GPP specific proposal. 
However since the last CT1 meeting Jonathan Rosenberg has taken on this work within SIPPING based on some discussions that were triggered at IETF#67 by the lack of submission of any revisions to the loreto draft or a related protocol proposal and the result is draft-rosenberg-sipping-service-identification (attached) which was recently submitted to SIPPING.
Discussion

Draft-rosenberg-sipping-service-identification defines how related services can be indicated in SIP requests and identified by network nodes and SIP UAs. Interoperability issues are addressed by considering that different networks and different UAs may have different flavours of services and different applications, some of which may be session interoperable and others which may not. To this end it allows for different service identifiers to be used in the originating network from the one used in the terminating network/terminating UA and also provides mechanisms for UAs to discover the service identifiers used by other UAs and other networks. Because the service identifier syntax is in URN format based on the service URN (already defined in draft-ietf-ecrit-service-urn and used by 3GPP for Emergency Services) which has a hierarchical tree structure, interoperability is also increased by using URN best match rules to navigate up the tree to the best known common match. It also provides for a mechanism that indicates when use of a service is required and that will provide an indication of what required service cannot be supported when the request is rejected as a result which will aid interoperability diagnosis. It provides a mechanism for the UA to register with the network the service identifiers supported by the UA. The draft also provides a means to register and describe those services which are required to be supported by multiple UAs in order to interoperate in order again to ensure the greatest interoperability. 
In addition the draft bases service identification upon the current SIP mechanisms and does not require new SIP extensions such as new headers or redefines the semantics of  an existing SIP header (like Accept-Contact) it not only aligns semantically with SIP and minimises the potential for problems with operation but should expedite its stabilisation and approval. Specifically the service identifiers are included in URIs which are the appropriate addresses in SIP to be used for routing. URIs containing the service identifiers for other UAs can be discovered through Presence or exchanged between UAs using the GRUU mechanism. The URIs that contain service identifiers are called as Service Instance URIs when they identify a specific UA instance and service and optionally an application associated with the UA Instance and Service URIs when they potentially identify a set of Service Instances along with the servers hosting the service. Application Servers that perform service logic can be routed to by inserting a Service URI in a Route headers (using basic SIP intermediate routing principles) or through terminating network policy routing for the Service URIs in the request URI. 
The Service URI or the Service Instance URI can contain the Service Identifier alone or the Service Identifier and the Application Reference ID that identifies a specific application as well as the service.The relationship between Service URIs, Service Instance URIs, Public User Identities and UEs is shown below:
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The proposed IMS implementation of the IMS Communication Service ID functionality based upon draft-rosenberg-sipping-service-identification is as follows:

Registration

1.
The UE includes the Service Identifiers it supports in the Contact header at registration

2.
If the UE supports Presence then it includes Service Identifiers for each service in the Presence document by publishing the Service Instance URI for that service as the Contact URI for that service.

3.
If the network supports presence but the UE does not the network can provide network based Presence that includes Service Identifiers for each service in the Presence document by publishing the Service Instance URI for that service as the Contact URI for that service.
Session Establishment

1.
If the UE has previously obtained an appropriate Service URI or Service Instance URI through presence or from a GRUU in a previous contact or is known through some other mechanism like a common application, the UE may include that in the Request URI 
2.
Otherwise if the service is a 3GPP/OMA/TISPAN well known service the UE constructs a Service URI from the Public User Identity and the common IMS defined service parameter for that service and includes that in the Request-URI. 
3.
If the service requires that the request traverse an AS that provides the originating service logic the UE includes in the Route header the Service URN known to the Originating network for the service (this Service URN routes to an AS that provides the originating service logic and can also used by the originating network for Request Authorisation (based on the callers subscription), QoS Authorisation and charging). The identifier is obtained by the UE from the list of service identifiers supported by the home network and provisioned in the UE MO. If the Originating User is not authorized to access the service identified by this URN then the request will be rejected by the S-CSCF or Home network AS with a 403 Forbidden Response. In many cases the Service URN used in the Route Header and that contained in the Service URI in the Request-URI will be the same but sometimes these could be different.
4. The UE includes in the Contact header the Service Instance URI for the service and can also used by the originating network for Request Authorisation (based on the callers subscription), QoS Authorisation and charging). If the Originating User is not authorized to access the service identified by this Service URI then the request will be rejected by the S-CSCF or Home network AS with a 403 Forbidden Response. In many cases the Service URI in the Request-URI and the Service URI in the Contact header will be the same but sometimes these could be different.

5. If the destination of the request is a Public Service Identity that performs the service the UE can include in the Request-URI the Service URN known to the Originating network for the service (this Service URN routes to an AS that provides the originating service logic and can also used by the originating network for Request Authorisation (based on the callers subscription), QoS Authorisation and charging). If the Originating User is not authorized to access the service identified by this Service URI then the request will be rejected by the S-CSCF or Home network AS with a 403 Forbidden Response.
6.
The S-CSCF in the terminating network identifies the service from the Service URI or Service Instance URI contained in the Request-URI and routes the request to any AS that is needed to perform terminating service logic for the service. The Service URI in the Request-URI can also be used by the terminating network for Request Authorisation (based on the called parties subscription), QoS Authorisation and charging. The Service URI or Service Instance URI is then used to route the request to the appropriate contact(s). The S-CSCF understands the relationship between the Service URI and Service Instance URIs that act as contacts (i.e that the service parameter in the Service URI maps to the same service parameter in the registered Contact) and will only route the request to those contacts that support the service. The S-CSCF includes the Request-URI contents in the P-Called-Party-ID header so that the UE can obtain the Service-URI or Service-Instance-URI that was used by the caller.
7.
The terminating UE when it receives the request will obtain the Service URI or Service Instance URI from the P-Called-Party-ID header (if lose UA routing is supported in later releases then this URI may be obtained from the Request-URI). If the URI is a Service URI or a Service Instance URI that contains an Application Reference ID along with Service Identifier then the specified application is invoked if it exists otherwise the default service is invoked based on the hierarchical tree matching rules of URNs. When the request is accepted the 200 OK response will include the Service Instance URI as the Contact. The inclusion of the Service Instance URI in the contact in the 200 OK both allows communication of the Service Instance URI to the calling party for usage in future communication and allows appropriate charging to take place for those requests from pre-release 7 UEs or those outside IMS that did not include a Service URI or Service Instance URI in the request URI. Therefore the terminating network does not need to reject a request just because it doesn’t contain a Service URI or Service Instance URI.  The terminating network may reject a terminating request if the incoming request contains a Service URI or Service Instance URI that is not allowed or supported. In addition an accepted request with an unauthorised service indicated in the 200 OK of the contact may be cancelled by the S-CSCF.
8. The Application Reference ID contains a parameter that is resolvable to a URN that is identical to the associated Service URN except that the additional leaf node in the tree identifies the specific application on the handset. (e.g  service=chess.MSchessmaster2007). The S-CSCF in the terminating network will resolve the Application reference back to the Service URN (URN:service:chess:MSchessmaster2007) for the purposes of comparison with the service URN (URN:service:chess) based on the hierarchical tree matching rules of URNs for routing to Application Servers and the terminating UE and for authorization purposes.

9. The Originating S-CSCF needs to add back any Service Identifiers contained in a Tel URI that is translated into a SIP URI by an ENUM translation.

Some may have concern about aligning with a new internet draft that hasn’t yet reached stability however it should be pointed out that 3GPP has regularly functionally frozen releases while IMS specifications are still referencing many unstable internet drafts. In fact it was only in July 2006 that the last internet draft referenced in release 5 was published as an RFC (SDP new). According to the CT chairman’s report there are still 9 Critical dependencies on referenced internet drafts in Release 6. Currently 14 internet drafts are referenced just in TS 24.229 v7.6.0 alone and at least one author only draft was already agreed and is currently referenced in TS 24.247 (draft-garcia-mmusic-file-transfer-mech).

Draft-rosenberg-sipping-service-identification does not define new extensions to SIP but defines how identification of communication services can be achieved using the current SIP mechanisms and semantics. It is therefore anticipated that this work will stabilise considerably quicker than other drafts that extend SIP by defining new SIP mechanisms.
3GPP should align with the IETF solution for service identification as defined in draft-rosenberg-sipping-service-identification because:

1. Being an IETF solution it ensures global applicability 
2. Prevents the danger of IMS becoming an isolated island that doesn’t interoperate with other SIP based networks because of dependency on a non standard proprietary Service Identification scheme.
3. It allows different flavours of services to exist in different networks and be supported by different terminals without creating interoperability issues due to different service identifiers or lack of identifiers.
4. Provides mechanisms (through Presence and GRUU) for service identifiers used by other endpoints and in other networks to be discovered thus enhancing interoperability.
5. Provides a mechanism for indicating that a service is required to be supported by another terminal in order for the request to be accepted and registration of such service identifiers with IANA to avoid interoperability issues.

6. Uses URN based identifiers enabling URN based hierarchical tree comparison of service identifiers which allows best fit matching of different but compatible services.
7. The URN hierarchical tree naming format for service identifiers could include a label in the tree for the QoS type required for the service (Conversational/Streaming/Interactive/Best Effort) and this can be used for allocation and authorisation of the appropriate QoS as well as providing appropriate QoS for unknown services.
8. Prevents duplicate service identification solutions emerging in 3GPP and IETF and ensures that 3GPP IMS and IETF SIP remain aligned and compatible
Proposal

It is proposed that CT1 align the IMS Communication Service ID with draft-rosenberg-sipping-service-identification and agree CRs to TS 23.218 and TS 24.229 provided for this purpose.
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