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The changes in this document indicate, that the DTF needs to be contacted as the last / first (MO / MT case) AS when executing the initial Filter Criteria for a user. As the iFCs are not subject to standardization but rather to operator policy and network configuration, the sequence of AS’s can only be expressed by notes.

### FIRST CHANGE ###

7.4.2
Call origination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to originating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined.

2)
if the session is not subject to anchoring, either:

a)
forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests, and the request is not retargetted by changing the Request-URI; or

b)
reject the SIP INVITE request;


and no further VCC specific procedures are performed on this session;

NOTE 1:
Some checks may also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog; and
4)
if the session is subject to anchoring, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request.
NOTE 2:
Call anchoring is performed before all originating services are executed and thus the DTF is invoked as the first AS in the originating initial Filter Criteria. Example initial Filter Criteria can be found in Annex B. 

Editor's note: Need to specify the impact on offer/answer exchanges.

### SECOND CHANGE ###

8.4.2
Call termination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to terminating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the session is not subject to anchoring, the VCC application shall forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests.

Editor's note: It needs to be clarified how many of the above failure options are required.


and no further VCC specific procedures are performed on this session;

NOTE 1:
Such a check can also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

NOTE 2:
The SIP AS that implements the DTF acting as a B2BUA - which performs the 3rd party call control - needs to be the last located application server to ensure that all application servers that need to remain in the path of a call after domain transfer will do so. Example initial Filter Criteria can be found in Annex B.
3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

4)
if the session is subject to anchoring, and the preferred delivery mechanism for such calls is using the IM CN subsystem, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

5)
if the session is subject to anchoring, and if the session has media characteristics that are interworkable to the CS domain, and the preferred delivery mechanism for such calls is using the CS domain, 

a)
select a CSRN unique to this request; 

b)
set the Request-URI of the outgoing SIP INVITE request to the CSRN; and

c)
set the To header field of the outgoing SIP INVITE request to the CSRN;

5)

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify the impact on offer/answer exchanges.

### THIRD AND LAST CHANGE ###
8.4.4
Call termination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to terminating IMRN, the VCC application shall:

NOTE 1:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

NOTE 2:
The SIP AS that implements the DTF acting as a B2BUA - which performs the 3rd party call control - needs to be the last located application server to ensure that all application servers that need to remain in the path of a call after domain transfer will do so. Example initial Filter Criteria can be found in Annex B.
2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application; and
3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application.


Editor's note: Need to specify any impact on offer/answer exchanges. 
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