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Introduction

A number of open issues in clause 5 of 3GPP TS 24.206 require resolution. This document attempts to close those issues.

Text is also proposed for subclause 5.1 in order to complete this subclause.

Issue 1
Editor's note in subclause 5.4:

Editor's note: The structure of the VCC application is still under study within 3GPP TS 23.206, This subclause will require revision when final decisions have been made.

At this moment in time this issue cannot be resolved. Although the breakdown has occurred in stage 2, we need to understand whether that should also be reflected in stage 3 within the current version of the document. It is forseen that closing this issue is a matter of documentation rather than substantially technical.

It is clear that in release 7 we will not be defining any of the internal interfaces.

Need to make proposal on changes, either:

1. Leave as is in the rest of text, delete the editor's note, and place informative statement about how the stage 2 is broken down into these entities, but at stage 3 the term VCC application is used as a collective name for all these entities together.

2. Break down this subclause (5.4) into  number of subclauses with appropriate text, and go through the remainder of the text and substitute the names instead of VCC application.

We propose to follow 2), as it is apparent that this follows the current stage 2 presentation.
However no changes are proposed to subclause 4; this is left referring to VCC application.

As a result of this proposal 1 contains the changes to clause 5.

Proposal 2 contains the added abbreviations to subclause 3.1.

Proposal 3 contains the required changes to clauses 7, 8, 9 and 10, based on the following:
-
CAMEL service function provides the IMRN to the CS side gsmSCF. CS origination (IMS side) consists of CSAF which receives the INVITE request followed by DTF which generates the ongoing INVITE request.

-
CS and IMS termination consists of DTF followed by DSF.
-
Handover consists of the DTF only.

Proposal 4 contains the required changes to Annex A.
Proposal 1
5
Functional entities

5.1
Introduction

This clause associates the functional entities described for the IM CN subsystem and for the CS domain, with the VCC roles described in the stage 2 architecture document (see 3GPP TS 23.206 [3]).

5.2
User Equipment (UE)

To be compliant with this document, a UE shall implement the role of a VCC UE (see subclause 6.2, subclause 7.2, subclause 8.2, subclause 9.2 and subclause 10.2).

5.3
Media Resource Function Controller (MRFC)

There are no roles specific to VCC associated with the MRFC.

5.4
Application Server (AS)

An AS shall implement one or more of the roles of a VCC application:
a)
Domain Transfer Function (DTF) as defined in 3GPP TS 23.206 [3] subclause 5.3.1.2.1;

b)
Domain Selection Function (DSF) as defined in 3GPP TS 23.206 [3] subclause 5.3.1.2.2;

c)
CS Adaptation Function (CSAF) as defined in 3GPP TS 23.206 [3] subclause 5.3.1.2.3;
d)
CAMEL service function as defined in 3GPP TS 23.206 [3] subclause 5.3.1.2.4;

5.5
Media Gateway Control Function (MGCF)

In order to support VCC for any call, the MGCF has to provide signalling interworking and control of the media between the CS domain and the IM CN subsystem. The VCC application can only be configured to operate where appropriate interworking is provided, e.g. a voice call represented by SDP in the IM CN subsystem has an equivalent coding in the transmission media requirement and optionally the ISUP USI parameter in the CS domain.

As the procedures for call termination in the CS domain may involve an MGCF provided by another network operator, the provision of appropriate interworking can extend to peering agreements between operators.


Proposal 2

Changes to subclause 3.2.
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AS
Application Server

BICC
Bearer Independent Call Control

CAMEL
Customised Applications for Mobile network Enhanced Logic

CAP
CAMEL Application Part

CCCF
Call Continuity Control Function

CN
Core Network

CS
Circuit Switched

CSAF
CS Adaptation Function

CSCF
Call Session Control Function

CSRN
CS Domain Routeing Number

DSF
Domain Selection Function

DTF
Domain Transfer Function

EDGE
Enhanced Data rates for GSM Evolution

GERAN
GSM EDGE Radio Access Network
GMSC
Gateway MSC

GSM
Global System for Mobile communications

HLR
Home Location Register

HSS
Home Subscriber Server

IM
IP Multimedia

IP
Internet Protocol

IMRN
IP Multimedia Routeing Number

ISDN
Integrated Services Digital Network

ISUP
ISDN User Part

I-WLAN
Interworking – WLAN

MAP
Mobile Application Part
MS
Mobile Station

MSC
Mobile Switching Centre

MSISDN
MS international PSTN/ISDN number
MSRN
Mobile Station Roaming Number

NAS
Non-Access Stratum
PSI
Public Service Identity

PSTN
Public Switched Telephone Network

SDP
Session Description Protocol

SIP
Session Initiation Protocol

UE
User Equipment

URI
Uniform Resource Identifier

UTRAN
Universal Terrestrial Radio Access Network

VCC
Voice Call Continuity

VDI
VCC Domain Transfer URI

VDN
VCC Domain Transfer Number

VMSC
Visited MSC

WLAN
Wireless Local Area Network


Proposal 3
Changes to subclauses 7 through 10.
7
Roles for call origination

7.1
Introduction

7.2
VCC UE

The VCC UE shall support origination of calls suitable for VCC both via the CS domain (as specified in 3GPP TS 24.008 [5]) and the IM CN subsystem (as specified in 3GPP TS 24.229 [7]).

There are no VCC specific requirements for the origination of calls that may be subject to VCC.

7.3
VMSC

There is no VCC specific procedure at the VMSC. 

NOTE:
the VMSC interacts with CAMEL to proceed with the call origination.

7.4
VCC application
7.4.1
Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to call origination:

-
SIP INVITE requests routed to the VCC application over either the ISC interface or the Ma interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known by interaction with the gsmSCF functionality to relate to an originating request rather than a domain transfer request or a terminating request. In the procedures below such requests are known as "SIP INVITE requests due to originating IMRN". These requests are routed firstly to the CSAF and then to the DTF; and

-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according to the origination procedures (see 3GPP TS 24.229 [7] subclause 5.4.3.2), are distinguished by the contents of the Request-URI. If the Request-URI contains a VDI, then it is for a domain transfer request. However, absence of a VDI in the Request-URI indicates an origination request. In the procedures below such requests are known as "SIP INVITE requests due to originating filter criteria". These requests are routed firstly to the DTF.
Subclause 8.4.1, subclause 9.3.1 and subclause 10.4.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [7].

The VCC application (CAMEL service function) also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. Requests received over this interface need to distinguish between those that relate to an originating request, containing an ordinary called party number, covered in this subclause, and those relating to a domain transfer request, which contain a VDN as the called party number.

7.4.2
Call origination in the IM CN subsystem

When the VCC application (DTF) receives a SIP INVITE request due to originating filter criteria, the VCC application (DTF) shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined.

2)
if the session is not subject to anchoring, either:

a)
forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The DTF shall not Record-Route on such requests, and the request is not retargetted by changing the Request-URI; or

b)
reject the SIP INVITE request;


and no further VCC specific procedures are performed on this session;

NOTE:
Some checks may also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the DTF in the first place.

3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

4)
if the session is subject to anchoring, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

Editor’s note:
The call anchoring and domain selection should be performed after all terminating services have been executed and thus the VCC application is invoked again as the last AS in the terminating iFC. Text is required to specify this in order to complete call termination procedures for VCC application. 

Editor's note: Need to specify the impact on offer/answer exchanges.

7.4.3
Call origination in the CS domain – procedures towards the gsmSCF

When the VCC application (CAMEL service function) receives an indication that the gsmSCF has received a CAMEL IDP relating to an originating call, containing a called party number that is not a VDN, the VCC application shall:

1)
check anchoring is possible for this call;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the session is not subject to anchoring, cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call; and

3)
if the session is subject to anchoring, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the session is subject to anchoring, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

7.4.4
Call origination in the CS domain – procedures towards IM CN subsystem

When the VCC application (CSAF) receives SIP INVITE request due to originating IMRN, the VCC application (CSAF and DTF) shall:

NOTE:
All SIP INVITE requests directed to the CSAF using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as an initiating B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application; and

4)
append the orig parameter to the S-CSCF URI included in the Route header of the outgoing initial SIP INVITE request.

Editor's note: Other actions are required to be specified, since the VCC AS works as an initiating B2BUA.

Editor's note: The value of the P-Asserted-Identity header needs to be specified.

On completion of the above procedure, the call is anchored in the DTF.

Editor's note: Need to specify any impact on offer/answer exchanges.

8
Roles for call termination

8.1
Introduction

8.2
VCC UE

The VCC UE shall support termination of calls suitable for VCC both via the CS domain (as specified in 3GPP TS 24.008 [5]) and the IM CN subsystem (as specified in 3GPP TS 24.229 [7]).

There are no VCC specific requirements for the termination of calls that may be subject to VCC.

8.3
GMSC

There is no VCC specific procedure at the GMSC.

NOTE:
Call diversion from CS domain to IM CN subsystem is required to proceed call termination. Several techniques are available at the GMSC to implement the call diversion as described in 3GPP TS 23.206 [7] Annex A. Those techniques are implementation options.

Editor's note: At least one termination option (see subclause A.5.5) relies on MAP procedures at the terminating exchange. Does this imply that we need to specify HSS procedures for this option. 

8.4
VCC application
8.4.1
Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to call termination:

-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according to the termination procedures (see 3GPP TS 24.229 [7] subclause 5.4.3.3), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header. In the procedures below such requests are known as "SIP INVITE requests due to terminating filter criteria". These requests are routed to the DTF and then to the DSF; and

-
SIP INVITE requests routed to the VCC application over the Ma or ISC interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, which is different from the VDN. In the procedures below such requests are known as "SIP INVITE requests due to terminating IMRN". These requests are routed firstly to the CSAF and then to the DTF and then to the DSF.

Subclause 7.4.1, subclause 9.3.1 and subclause 10.4.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [7].

The VCC application (CAMEL service function) also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. 

8.4.2
Call termination in the IM CN subsystem

When the VCC application (DTF) receives a SIP INVITE request due to terminating filter criteria, the VCC application (DTF) shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the session is not subject to anchoring, the VCC application shall forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests.

Editor's note: It needs to be clarified how many of the above failure options are required.


and no further VCC specific procedures are performed on this session;

NOTE:
Such a check can also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

4)
from the DSF, determine the preferred delivery mechanism for such calls;

5)
if the session is subject to anchoring, and the preferred delivery mechanism for such calls is using the IM CN subsystem, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

6)
if the session is subject to anchoring, and if the session has media characteristics that are interworkable to the CS domain, and the preferred delivery mechanism for such calls is using the CS domain, 

a)
select a CSRN unique to this request, using the CSAF; 

b)
set the Request-URI of the outgoing SIP INVITE request to the CSRN; and

c)
set the To header field of the outgoing SIP INVITE request to the CSRN;

5)

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify the impact on offer/answer exchanges.

8.4.3
Call termination in the CS domain – procedures towards the gsmSCF

When the VCC application (CAMEL service function) receives an indication that the gsmSCF has received a CAMEL IDP relating to a terminating call, the VCC application shall:

1)
check anchoring is possible for this call;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the call is not subject to anchoring, cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call; and

3)
if the call is subject to anchoring, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

NOTE:
For call termination, different options on IMRN derivation are available as described in 3GPP TS 23.206 [7] Annex A. 
Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the call is subject to anchoring, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

8.4.4
Call termination in the CS domain – procedures towards IM CN subsystem

When the VCC application (CSAF) receives SIP INVITE request due to terminating IMRN, the VCC application (CSAF and DTF) shall:

NOTE:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

NOTE:
The SIP AS that implements the domain transfer function of VCC Application acting as a B2BUA - which performs the 3rd party call control - needs to be the last located application server to ensure that all application servers that need to remain in the path of a call after domain transfer will do so.
2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

4)
from the DSF, determine the preferred delivery mechanism for such calls;

5)
if the session is subject to anchoring, and the preferred delivery mechanism for such calls is using the IM CN subsystem, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

6)
if the session is subject to anchoring, and if the session has media characteristics that are interworkable to the CS domain, and the preferred delivery mechanism for such calls is using the CS domain, 

a)
select a CSRN unique to this request, using the CSAF; 

b)
set the Request-URI of the outgoing SIP INVITE request to the CSRN; and

c)
set the To header field of the outgoing SIP INVITE request to the CSRN;

4)


Editor’s note:
The call anchoring and domain selection should be performed after all terminating services have been executed and thus the VCC application is invoked again as the last AS in the terminating iFC. Text is required to specify this in order to complete call termination procedures for VCC application. 

Editor's note: Need to specify any impact on offer/answer exchanges.

9
Roles for domain transfer of a call from the CS domain to the IM CN subsystem

9.1
Introduction

9.2
VCC UE

If the VCC UE determines that an ongoing call in the CS domain needs to be supported over the IM CN subsystem instead, e.g. based on radio conditions, then the VCC UE shall send a SIP INVITE request in accordance with 3GPP TS 24.229 [7] subclause 5.1. The VCC UE shall populate the SIP INVITE request as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the CONNECT message has been sent? Working assumption should be that it has.

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.

1)
the Request-URI set to the VDI;

2)
the To header field set to the VDI;

3) the P-Preferred-Identity header set to the tel URI of the calling party; and

4)
[need to ensure suitable SDP contents]

When the VCC UE receives a CC DISCONNECT message from the network, the VCC UE shall comply with network initiated call release procedures as specified in 3GPP TS 24.008 [5].

9.3
VCC application
9.3.1
Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to domain transfer:

-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according to the origination procedures (see 3GPP TS 24.229 [7] subclause 5.4.3.2), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header, but which contains a VDI belonging to the subscribed user as the Request-URI. In the procedures below such requests are known as "SIP INVITE requests due to VDI". These requests are routed to the DTF.

Subclause 7.4.1, subclause 8.4.1 and subclause 10.4.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [7].

9.3.2
Domain transfer in the IM CN subsystem

When the VCC application (DTF) receives a SIP INVITE request due to VDI, the VCC application (DTF) shall:

1)
send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to the URI contained in the Contact header returned at the creation of the dialog with the remote user;

2)
[change B2BUA characteristics – specify how much?]

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application (DTF) shall initiate release of the old access leg by sending a SIP BYE request toward the MGCF. 

9.4
MGCF

There are no VCC specific procedures at the MGCF beyond those specified by 3GPP TS 29.163 [9].

NOTE:
When the SIP BYE request is received, the MGCF translates the SIP BYE request to an ISUP REL message as specified in 3GPP TS 29.163 [9] and forwards this to the VMSC. The VMSC responds with ISUP RLC message and performs network initiated call release as specified in 3GPP TS 24.008 [5].

10
Roles for domain transfer of a call from the IM CN subsystem to the CS domain

10.1
Introduction

10.2
VCC UE

If the VCC UE determines that an ongoing call in the IM CN subsystem should be transferred to the CS domain, e.g. based on radio conditions, then the VCC UE shall send a CC SETUP message in accordance with 3GPP TS 24.008 [5]. The VCC UE shall populate the CC SETUP message as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the 2xx response to the INVITE request has been sent? Working assumption should be that it has.

1)
the called party BCD number information element set to the VDN; and

2)
[need to ensure suitable bearer characteristics]

10.3
VMSC

There is no VCC specific procedure at the VMSC.
10.4
VCC application
10.4.1
Distinction of SIP INVITE requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to domain transfer:

-
SIP INVITE requests routed to the VCC application over either the ISC interface or the Ma interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known by interaction with the gsmSCF functionality to relate to a domain transfer request rather than an originating request or terminating request. In the procedures below such requests are known as "SIP INVITE requests due to domain transfer IMRN". These requests are routed to the DTF.

Subclause 7.4.1, subclause 8.4.1 and subclause 9.3.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [7].

The VCC application (CAMEL service function) also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. Requests received over this interface need to distinguish between those that relate to an originating request, containing an ordinary called party number, and those relating to a domain transfer request, which contain a VDN as the called party number, which is covered in this subclause.

10.4.2
Domain transfer procedures towards the gsmSCF

When the VCC application (CAMEL service function) receives an indication that the gsmSCF has received a CAMEL IDP relating to an originating call, containing a called party number that is a VDN, the VCC application (CAMEL service function) shall:

1)
check whether domain transfer is possible;

Editor's note: What checks should be performed before the call is domain transferred, as opposed to checks that are performed at time of anchoring, needs to be determined. 

2)
if the call is not subject to domain transfer, cause the gsmSCF to respond with a CAMEL RELEASE CALL and no further VCC specific procedures are performed on this call;

3)
if the call is subject to domain transfer, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the call is subject to domain transfer, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

NOTE:
The IMRN assigned for a domain transfer request may be different from the one assigned for CS origination (different target PSI i.e. different subfunction of the VCC application) and can be used as an indication of a domain transfer request.
10.4.3
Domain transfer in the IM CN subsystem

When the VCC application (DTF) receives SIP INVITE request due to domain transfer IMRN, the VCC application (DTF) shall:

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.

1)
send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to….

2)
[change B2BUA characteristics – specify how much?]

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application (DTF) shall initiate release of the old access leg by sending a SIP BYE request toward the S-CSCF for sending to the served VCC UE. 


Proposal 3

To be drafted
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