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1.
Introduction 

Requirements for an IMS communication service identifier have been part of TS 23.228 (clause 4.13) since v7.2.0 (December 2005), but progress in CT1 has been difficult due to the lack of a common understanding of what a communication service identifier is and how it is used. It is important to progress work in CT1 to meet the Rel-7 timeframe. 
This discussion paper clarifies, from an operator perspective, the issues addressed by the communication service identifier, and proposes what a communication service describes and how it should be signalled in SIP. 

1.1
Definition of a Communication Service 

The discussion below demonstrates that an IMS communication service consists of a description of functions provided by the core network, if any, such as supplementary services for a speech or multimedia call, a description of the various media that can be used, and possibly the transport protocol over which they are carried. 
The purpose of identifying the communication service is to allow core networks to provide useful functions, such as call holding, and to present media to the user in a way they expect and can understand. An identifier is also needed to make it practical for an operator to manage multiple services, which might be indistinguishable from SIP and SDP alone and might interact. 
Although anyone can create a service, the communication services would have to be defined in a specification agreed by a standards body and publicly available. 
2.
Issues to Address 

The IMS communications service identifier addresses the following issues. 
I-1:
A service, as sold by an operator, might be an aggregation of multiple media (MIME types), or might be restricted to a single media type. An operator might want to charge a particular rate for a "bundle" of media, for example all media associated with an instant messaging session. 

I-2:
A media might be presented to a user in different forms depending on which service it belongs to. Audio related to a game will be presented in a different way to audio that is part of a call. 

I-3:
A standalone transaction might be routed and charged differently depending on its content and which service it belongs to. A SIP NOTIFY request that contains presence information might be charged and routed differently from a SIP NOTIFY containing user data. 

I-4:
The application invoked in a terminal to handle a particular media might differ depending upon the service it belongs to. For example Content-Type: text/plain might be rendered differently depending on the context in which it is sent. 

I-5:
The application servers added to the signalling path will differ depending upon which service the media belongs to. For example, it might be that application servers are required to provide supplementary services, such as call holding, for audio/video media in a multimedia call but not for video media in a video streaming service.

I-6:
Users can have multiple services, and it is inevitable that some combinations of services will cause conflicts in service behaviour. Configuring how they interact requires a service identifier since relying upon media definitions and SIP headers alone is not sufficient. 

I-7:Anybody may define applications, so many similar applications will be introduced that can be distinguished only by configuration of communication services. For example, if a third-party provides a terminal application that has associated AS in the core network, it will be difficult to trigger signalling to this AS based on SIP headers and SDP alone. The likelihood of two similar services having identical SIP headers and SDP is high, thereby causing mis-operation. 

3
Some Example Services 

	Service 
	Related Issues 

	Voice (IP)
	I-1: Yes. It is necessary to distinguish that this call used voice media only. 

I-2: Yes. PoC media uses the same MIME type. Also, other services might use audio media. 

I-3: No. 

I-4: Yes. Audio might be one of a number of media used by a particular application. 

I-5: Yes. Audio media can be used in a wide variety of services. 

	MMS
	I-1: No if MMS is most likely to be used as a standalone service. Yes if an umbrella service uses MMS as one of its components. 

I-2: No if MMS is used as a standalone service, yes if MMS messages are used to transport another service. 

I-3:Yes. An MMS must be identifiable in a broker network for charging, and possibly for routing. This could be done from the SDP body of the message. 

I-4: Yes. The MMS must be identifiable by the terminal. 

I-5: Yes. Handling of a message 

	Signalling and SMS
	I-3, I-4, I-5

	Instant Messaging
	

	PoC
	I-2: audio media in a PoC service is presented differently from audio media in a call. 

	Presence
	I-3: Presence as a service must be differentiated from other content carried in NOTIFY messages. 

	Video telephony
	I-1: Two-way video telephony must be distinguished from other uses of audio and video

	Video sharing
	I-1: One way video sharing, coupled with audio or PoC must be distinguished as a separate service. 

	Content applications
	I-3: A wide variety of content can be carried in SIP standalone transactions and sessions. 

	E-mail
	I-3: E-mail should be distinguished as a particular content type. 

	Third party services
	

	Multi-player low latency gaming
	I-1, I-2, I-4, I-5. Gaming can use protocols that apply only to that game, and sessions might want to avoid being routed via an application server in the core network. 


4
General Use Cases 

4.1
Identifying service in a hub network 

Different bodies can be sent in standalone SIP messages such as MESSAGE and NOTIFY. The content of such bodies can vary widely, and the same content might be used for different purposes, for example an application-specific XML body. 

An operator might want to charge differentially for different XML content, or different uses of presence information. Without a service identifier, this charging is difficult to do. 
Also, a broker network in between operators might have to classify the signalling for service-based charging, which is also difficult without a service identifier. 
4.2
Discovery of terminal capabilities

When user A would like to set up a session with user B, it will greatly help the success rate if user A's terminal is aware of the services that user B's terminal supports, such as MMS or video calling. 

Terminal capabilities could be found by presence, by reginfo, by capability exchange, by all three, or not at all. 

4.3
Subscriber services management within a network 
If a particular subscriber has a number of services that overlap, then it will be very difficult to manage the trigger criteria to ensure that they interact properly.

For example, someone who uses VideoShare and also multimedia calls might have supplementary services for the multimedia call but not for the VideoShare, or someone who subscribes to presence and also to a proprietary news service that distributes news using XML bodies in NOTIFY methods will want them to be directed to different applications within the terminal. 

4.4
Presenting media to the user in the correct format 
Although PoC and speech both use the audio media type, PoC audio is presented to the user in a different way to speech audio. In cases where identical media belong to different services, some was to discriminate them is required. 

Table 1 Different media presentations 

	Medium
	Presentations 

	video
	Part of a multimedia call, one way video share

	audio
	speech, PoC

	messaging 
	Instant message chat, machine to machine communication. 


4.5
Interoperability between operators 
In many cases operators wish to guarantee that the users can use IMS services in an interoperable way with other operators’ subscribers.

An example of these types of generic services is presence, in which users from operator A can see the presence status of operator B subscribers. In combination with the presence service, it is also important to guarantee that PoC and Instant Messaging sessions can be set up across users subscribed to different operators.

Currently, applications have the presence client bundled in with the messaging client. So that only users with the same messaging client can see each other's presence. 

It will also be necessary to interoperate specific applications such as whiteboarding between two different operators. One way to do this is to define a whiteboarding service that is understood by both ends. 

4.6
Tracing signalling 
When subscribers report problems, or when operators add a new service to their network, it is very useful to test signalling (and media) to find the problem or ensure that the service is working correctly and with required performance. For the perception of the user, it is useful to be able to identify a particular service that is not working correctly; and for tracing signalling in the network, it is useful for an end-to-end service to have a service identifier. 

5
Example of a VideoShare session 
The VideoShare session has a one-way video stream accompanied by an audio session. The call starts with an audio session and then one party decides to send a video stream to the other party. 
Alice would like to set up a VideoShare session with Bob. Before setting up the session, Alice checks whether Bob has the correct application to allow her to set up a VideoShare session by sending Bob a SIP OPTIONS request. Bob's terminal responds with a 200 OK containing supported services, for example as feature tags in Bob's contact addresses, indicating that Bob's terminal supports the videoshare service. (Note: In the event that the OPTIONS request is parallel forked to multiple devices that share a tel URI, the calling party will receive a single 200 OK response from one of them, which includes its capabilities.) 
Alice then sends an INVITE to Bob for a videoshare session, including a service identifier for videoshare. Because the videoshare is being combined with an ongoing CS call, the core network must not redirect the INVITE to a different terminal, which is different behaviour to a multimedia call that is subject to call forwarding or hunt group processing. 

When the session setup reaches the S-CSCF, initial filter criteria are checked by examining the SIP headers and the SDP body of the request to determine whether to route the session setup to an application server. Although the media related to the session is similar to a multimedia call (although no audio is present), the VideoShare session must not be redirected because it must terminate at the same UE as involved in the ongoing CS call. Also, the video stream will be charged in combination/separately from the CS speech call, but differently from a multimedia call. 

When the session setup arrives at UE B, the correct application must be invoked to display the incoming streamed video. 

6
Information in SIP/SDP signalling to determine a service 

6.1
SIP and SDP 

SIP and SDP carry the following information that gives an indication of the service requested.

Table 2 Service-related information in SIP and SDP
	SIP method
	For example, a MESSAGE method indicates that an immediate message is being sent

	SIP Request-URI
	Might be the public service identity (PSI) of a server that implements a particular service. 

	SIP Accept-Contact and Reject-Contact headers
	Indicate preference for particular capabilities of a called party, which gives and indication of the service being set up. 

However, the service used is not finally determined until the offer and answer are complete and the session has started. 

	SDP media (m=) line
	For example, m=audio 3456 RTP/AVP 0 1 3 99 

(Gives four options for encoding audio (0 1 3 99) 

Or 

m=application 32416 udp wb 

which indicates a whiteboard application that uses UDP transport. The media line gives no indication of the amount of data that will be sent. 

Valid media types are http://www.iana.org/assignments/media-types/ 

Application types are http://www.iana.org/assignments/media-types/application/ 

The media and application types are MIME types. 

	SDP media attribute (a=) line (optional, zero or more)
	For example, a=rtpmap:0 PCMU/8000 

	SDP bandwidth (b=) line (optional) 
	

	Media protocol
	Can be related to service, e.g. session based messaging uses MSRP. RTP, UDP and MSRP are protocols used by media. TCP is possible and described in RFC 4145. SCTP is not currently used as a media transport protocol. 


6.2
SDP in session setup 

A session is setup using an offer answer model, therefore the nature of the session is not fixed until the final response has been received. In the case of an INVITE, the final response is the ACK.

It is possible that an initial INVITE contains no SDP, so it cannot be inferred what service the caller wishes to set up at this stage. 

6.3
Routing a service to a particular device 
A number of mechanisms exist to route session setup to a particular terminal: 
· Only one of the terminals registers a particular combination of caller preferences feature tags, which can be media related (e.g. "video") or a property of the terminal (e.g. “home”, “business”, “mobile”). 

· Initial filter criteria route to a particular device

· Only one of the devices is IMS registered at any one time

· The callee assigns a q value to each contact address at registration to control routing

Routing can be guaranteed to a particular device by using a GRUU or non-shared public user identity as the Request URI. Or, caller preferences, a service identifier, q values, initial filter criteria can attempt to route to the best destination, but this does not guarantee a particular endpoint.

7
Proposal 

7.1
Defining services 
A communication service is defined in a specification agreed by 3GPP or other standards development organization, and given a label that identifies a communication service and helps identify a communication service in the network and in the endpoints. 
A communication service identifier that defines the combination of session based/standalone, transport protocol (RTP, MSRP. UDP, TCP), allows a determination of the application servers that are necessary in the signalling path, and defines the various media allowed and the supplementary services applicable for it. 

An application service identifier helps to identify an application in the terminal but does not necessarily exclude terminals that do not recognise the application identifier. 
7.2
Signalling a service identifier 
The behaviour required for service identifier is very similar to the existing SIP feature tag defined for caller preferences, so it makes sense to re-use feature tag to identify services. 
Some objections have been raised on the IETF SIPPING list to re-using feature tags.

It has been pointed out that using the feature tag to divert signalling to a particular application server might limit the choice of terminating devices available to the subscriber's S-CSCF when acting upon caller preferences. In other words, if only one terminal supports the service provided by the application server in the signalling path, then the session must terminate at that terminal regardless of any other preferences included by the caller. This can be avoided by defining feature tag names that identify them as communication service identifiers and application references, by using a common prefix such as +g.csid and +g.aid. In this way, terminals and core networks can be configured to provide services only when explicitly requested by the user. Operators must take into account any restrictions on terminating devices if triggering routing to application servers based on feature tags.
It has been suggested that using the feature tag to identifying the application to be invoked in the terminating device runs the risk of overriding or conflicting with how the terminal or user prefers to process media. Therefore, the application identifier in the feature tag should be a help to the terminal, not a mandate, when identifying which application will process media.
Many comments expressed concern that a communication service identifier severely reduces interoperability. However, no information is removed from SIP and SDP, and the application identifier is a help and not a mandate, so the only interoperability limitation is imposed by including application servers in the core network, which is a limitation independent of communication service identifier. 

Therefore, solutions exist to the concerns with re-using feature tags and it is proposed that the feature tag mechanism be re-used for the communication service identifier. 
