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Introduction

IMS allows multiple registrations of the same Public User ID from different UEs and one to many of these UE's could be VCC capable.  Any of these UEs could be engaged in Voice based UE originated sessions.   The only thing that identifies that these Public User IDs are in fact from different UEs is the Private User ID that was registered initially before a session was initiated with that Public User ID.

Use Case

A family has been offered VCC service, so we have user A with UE A (father) and user B with UE B (mum).  The service has been configured such that each UE has 2 public ID’s.  One is a business number and the other a common one, the house number.  

UE A (Dad)

Private ID (Dad)

Public User ID X

Public User ID Z (House number)

UE B (Mum)

Private ID (Mum)

Public User ID Y

Public User ID Z (House number)

Given both UE's registered from the same AP, lets assume they both use the same P-CSCF and S-CSCF.  And the S-CSCF has registered them in the same VCC Application.  
UE B is using the WLAN in the house to make a phone call to her friend and for her public user ID has provided ID Z (P-Preferred User Idenity).  The call has been anchored in the VCC application as mum can VCC out if needed.  Now dad needs to call the plumber on the way to work so he then makes a call from UE A (using public ID Z) to the plumber.  So the network has the following information:

	VCC Application
	UE A
	UE B

	Private ID
	Dad
	Mum

	R-URI
	Tel URI - Plumber
	Tel URI - Friend

	Asserted ID
	IMPU Z
	IMPU Z

	From
	IMPU Z
	IMPU Z

	To
	E.164 Number (Plumber)
	E.164 Number (Friend)

	Contact Header
	IP address K, Port Y – behind a home NAT
	IP address K, Port Z – behind a home NAT

	Other information (From VCC AS subscription to Reg-event package)

	Public User IDs
	IMPU X
	IMPU Y


Now dad moves out the house and needs to VCC into the Cellular network, so we send a set-up with a VDN, caller ID set to IMPU X (E.164 format).  The Initial DP will send the VDN, CallerID (IMPU E.164), IMSI to gsmSCF.  Now there is need to correlate this VCC request with UE A’s ongoing call and not UE’B.   The gsmSCF shall allocate an IMRN and this IMRN needs to have the properties such that:

a)
A Party information Public User ID

b)
Private ID or UE instance ID

c)
The call was for VCC invocation

Note:
Stage 2 text makes no distinction between IMRN for normal MO calls and for MO calls used to invoke VCC.

Proposal
It is proposed that the stage 3 text is aligned with the stage 2, in that a dynamic IMRN shall be allocated.  This IMRN shall have the properties such that from inspection the VCC AS can make the following determination:

a)
A Party information (CLI, IMSI)

b)
B Party information

c)
Was the call MO or VCC invocation (see C1-062215

)

****Proposed changes****

10
Roles for domain transfer of a call from the IM CN subsystem to the CS domain

10.1
Introduction

10.2
VCC UE

If the VCC UE determines that an ongoing call in the IM CN subsystem should be transferred to the CS domain, e.g. based on radio conditions, then the VCC UE shall send a CC SETUP message in accordance with 3GPP TS 24.008 [5]. The VCC UE shall populate the CC SETUP message as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the 2xx response to the INVITE request has been sent? Working assumption should be that it has.

1)
the called party BCD number information element set to the VDN; and

2)
[need to ensure suitable bearer characteristics]

10.3
VMSC

There is no VCC specific procedure at the VMSC.
10.4
VCC application
10.4.1
Distinction of SIP INVITE requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to domain transfer:

-
SIP INVITE requests routed to the VCC application over either the ISC interface or the Ma interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known by interaction with the gsmSCF functionality to relate to a domain transfer request rather than an originating request or terminating request. In the procedures below such requests are known as "SIP INVITE requests due to domain transfer IMRN".

Subclause 7.4.1, subclause 8.4.1 and subclause 9.3.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [7].

The VCC application also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. Requests received over this interface need to distinguish between those that relate to an originating request, containing an ordinary called party number, and those relating to a domain transfer request, which contain a VDN as the called party number, which is covered in this subclause.

10.4.2
Domain transfer procedures towards the gsmSCF

When the VCC application receives an indication that the gsmSCF has received a CAMEL IDP relating to an originating call, containing a called party number that is a VDN, the VCC application shall:

1)
check whether domain transfer is possible;

Editor's note: What checks should be performed before the call is domain transferred, as opposed to checks that are performed at time of anchoring, needs to be determined. 

2)
if the call is not subject to domain transfer, cause the gsmSCF to respond with a CAMEL RELEASE CALL and no further VCC specific procedures are performed on this call;

3)
if the call is subject to domain transfer, allocate an IMRN. The IMRN is such that when the VCC application receives a SIP INVITE request it can derive by inspection that the request is due to a domain transfer IMRN.How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the call is subject to domain transfer, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

NOTE:
The IMRN assigned for a domain transfer request may be different from the one assigned for CS origination (different target PSI i.e. different subfunction of the VCC application) and can be used as an indication of a domain transfer request.
10.4.3
Domain transfer in the IM CN subsystem

When the VCC application receives SIP INVITE request due to domain transfer IMRN, the VCC application after inspecting the IMRN and determining it is for domain transfer shall:

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.

1)
associate the SIP INVITE request with an ongoing SIP dialogue and send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to….

2)
[change B2BUA characteristics – specify how much?]

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application shall initiate release of the old access leg by sending a SIP BYE request toward the S-CSCF for sending to the served VCC UE. 

� GRUU is another solution to this problem


� See TS 24.229 V7.4.0 section 4.2 items 4) and 6) " If the tel URI is a shared public user identity, then the associated alias SIP URI is also a shared public user identity".
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