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Introduction

When a UE sets up a mobile originated call, the call may or may not be anchored in the IMS network.  Assuming that the call is anchored in the IMS network, when the UE makes a mobile originated CS call the gsmSCF shall allocate an IMRN.  Such an IMRN is required to have certain properties so that when the incoming IMRN arrives at the VCC AS from the MGCF the following information can be deduced:

a)
A Party information (CLI, IMSI)

b)
B Party information

c)
Was the call MO or VCC invocation (see C1-062216)
Take the situation where it is assumed that the circuit switched call control signalling (ISUP, BICC) is used transport such information.  In such circumstances when the call reaches the VCC application server, the AS will have the necessary information to continue with the call origination.  However there is no guarantee that these parameters will make it all the way to the MGCF especially if an ISUP boundary is crossed.  In addition if all calls are anchored in the IMS domain it is more than likely MO calls made when roaming will all fail.  In addition this does not align with the text in TS 23.206 section 6.2.2.2

"If the network configuration cannot reliably convey the ISUP information (i.e. Calling party number, original called party number, redirecting number, redirecting information) to complete the call, then the CSAF shall be required to use the IMRN to determine the necessary information to complete the call.

Note: In order to determine the necessary information to complete the call, an interaction between the CSAF and CAMEL Service could be required. This interaction is outside the scope of this specification ."

Current text in the TS is not consistent in that in one place it makes mention to retrieving stored information and in another it does not:
section 7.4.3) -  text that relates to the gsmSCF VCC AS interaction is unclear that when this IMRN is allocated if the subscribers details (IMSI, A-Party, B-Party etc) details are stored against that IMRN.

(section 7.4.4). - Item 2 makes mention to looking at some stored information. 

Proposal
It is proposed that the stage 3 text is consistent and alignswith the stage 2, in an IMRN shall be allocated that shall have the properties such that from inspection the VCC AS can make the following determination:

a)
A Party information (CLI, IMSI)

b)
B Party information

c)
Was the call MO or VCC invocation (see C1-062216)
Furthermore the IMRN has to be unique for a period of time so that once allocated until it reaches the VCC application via IMS no other IMRN has the same properties.  In addition such an IMRN has to comply with E.164 specification that states the number in international format shall be no longer than 15 digits.
From an operational perspective it would also make sense that IMRNs can be reused as an operators numbering plan is finite.  Its proposed that dynamic IMRN is used as per MSRNs today.

****Proposed changes****

7
Roles for call origination

7.1
Introduction

7.2
VCC UE

The VCC UE shall support origination of calls suitable for VCC both via the CS domain (as specified in 3GPP TS 24.008 [5]) and the IM CN subsystem (as specified in 3GPP TS 24.229 [7]).

There are no VCC specific requirements for the origination of calls that may be subject to VCC.

7.3
VMSC

There is no VCC specific procedure at the VMSC. 

NOTE:
the VMSC interacts with CAMEL to proceed with the call origination.

7.4
VCC application
7.4.1
Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to call origination:

-
SIP INVITE requests routed to the VCC application over either the ISC interface or the Ma interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known by interaction with the gsmSCF functionality to relate to an originating request rather than a domain transfer request or a terminating request. In the procedures below such requests are known as "SIP INVITE requests due to originating IMRN"; and

-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according to the origination procedures (see 3GPP TS 24.229 [7] subclause 5.4.3.2), are distinguished by the contents of the Request-URI. If the Request-URI contains a VDI, then it is for a domain transfer request. However, absence of a VDI in the Request-URI indicates an origination request. In the procedures below such requests are known as "SIP INVITE requests due to originating filter criteria".

Subclause 8.4.1, subclause 9.3.1 and subclause 10.4.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [7].

The VCC application also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. Requests received over this interface need to distinguish between those that relate to an originating request, containing an ordinary called party number, covered in this subclause, and those relating to a domain transfer request, which contain a VDN as the called party number.

7.4.2
Call origination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to originating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined.

2)
if the session is not subject to anchoring, either:

a)
forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests, and the request is not retargetted by changing the Request-URI; or

b)
reject the SIP INVITE request;


and no further VCC specific procedures are performed on this session;

NOTE:
Some checks may also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

4)
if the session is subject to anchoring, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

Editor’s note:
The call anchoring and domain selection should be performed after all terminating services have been executed and thus the VCC application is invoked again as the last AS in the terminating iFC. Text is required to specify this in order to complete call termination procedures for VCC application. 

Editor's note: Need to specify the impact on offer/answer exchanges.

7.4.3
Call origination in the CS domain – procedures towards the gsmSCF

When the VCC application receives an indication that the gsmSCF has received a CAMEL IDP relating to an originating call, containing a called party number that is not a VDN, the VCC application shall:

1)
check anchoring is possible for this call;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the session is not subject to anchoring, cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call; and

3)
if the session is subject to anchoring, allocate an IMRN. The IMRN is such that when the VCC application receives a SIP INVITE request it can derive by inspection that the request is due to an originating IMRN.  How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

.

4)
if the session is subject to anchoring, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

7.4.4
Call origination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to originating IMRN, the VCC application shall:

.

1)
operate as an application server providing 3rd party call control, and specifically as an initiating B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application; and
4)
append the orig parameter to the S-CSCF URI included in the Route header of the outgoing initial SIP INVITE request.
Editor's note: Other actions are required to be specified, since the VCC AS works as an initiating B2BUA.

Editor's note: The value of the P-Asserted-Identity header needs to be specified.

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.
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