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First change

5.1.6.8.3
Emergency session set-up within an emergency registration

The UE shall apply the procedures as specified in subclause 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

-
the UE shall include a Request URI in the INVITE request that contains an emergency service URN, i.e. with "sos" service type as specified in draft-ietf-ecrit-service-urn [69]. An additional sub-service type can be added if information on the type of emergency service is known;

-
the UE shall insert in the INVITE request, a P-Preferred-Identity header  that includes the emergency public user identity or the tel URI associated with the emergency public user identity as described in subclause 4.2; and

-
if the UE has its location information available, it shall include it in the INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Location header and set the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89]; or 

-
if the location of the UE is available to the UE, include its location as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type applica​tion/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Location header is set to a Content ID and the value of the supported header to "location" in accordance with draft-ietf-sip-location-conveyance [89]. 

NOTE:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.

Editor's Note: The UE shall indicate if no location is available. How this is indicated is for further study.

Editor's note:
The use of the Priority header with the value "emergency" requires further study.

Editor's Note: The way how they UE obtain the location information needs to be specified, However,where to insert the text still requires further study.

Second change

5.2.10.3
General treatment for all dialogs and standalone transactions excluding the REGISTER method after emergency registration

If the P-CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user the P-CSCF shall inspect the Request URI independent of values of possible entries in the received Route headers for known emergency service identifiers, i.e. emergency numbers and the emergency service URN from these configurable lists. If the P-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in any of these lists, the P-CSCF shall:

-
include in the Request-URI an emergency service URN, i.e. with a service type of "sos" as specified in draft-ietf-ecrit-service-urn [69], if necessary, and execute the procedure described in step 2, 3, 4, 5, and 6, in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request from the UE. The entry in the Request-URI that the P-CSCF includes may either be:

-
as received from the UE in the Request URI in accordance with draft-ietf-ecrit-service-urn-01 [67]; or

-
as deduced from the Request-URI received from the UE.

In addition the P-CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

-
the P-CSCF shall:
-
if the emergency public user identity is included in the P-Preferred-Identity header, remove the P-Preferred-Identity header from the received request and insert a P-Asserted-Identity header that includes the emergency public user identity that was present in the P-Preferred-Identity header. Add a second P-Asserted identity header that contains the the tel URI associated with the emergency public user identity. If the tel URI associated with the emergency public user identity is included in the P-Preferred-Identity header, check the validity of the tel URI, remove the P-Preferred-Identity header and insert a P-Asserted-Identity header that includes the tel URI that was present in the P-Preferred-Identity header. Add a second P-Asserted-Identity header that contains the emergency public user identity;
 

-
include the value "emergency" in the Priority header; and

- 
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header.

NOTE:
It is implementation depdant as to how the P-CSCF obtains the list of E-CSCFs.
Editor's Note: 
For certain IPCAN the P-CSCF can receive location information that is transported to the E-CSCF. This will be described in the IPCAN related section. 
If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new E-CSCF and forward the INVITE request.
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