3GPP TSG CT WG1#44 
C1-062198(
Fairfax, US, 30th Oct – 3rd Nov

Source:
Motorola
Title:
A Proposal for IMS Session Mobility across IP-CANs
Document for:
Discussion

Agenda Item:
8.5
Work Item / Release:
IMSProtoc / Release 7

1. Introduction

According to the current 3GPP IMS specifications, continuity of IMS services across different IP-CANs cannot be supported. The problem is that changing IP-CANs usually entails a change in local IP address and, unfortunately, changing IP address while connected to an IMS network is extremely disruptive. In particular, according to the current TS 24.229, changing the local IP address in the IMS terminal would cause IMS connectivity and services loss and would require re-establishment. As a result, seamless IMS handoff scenarios to a new IP address cannot be supported using the current IMS functionality.
However, it was recently clarified that “continuity of IMS services” across different IP-CANs is considered as a requirement for Rel-7 and support of “multiple simultaneous IMS registrations” is an integral part of that requirement. In this context, this contribution addresses the need to extend the 3GPP IMS to allow the IMS terminal to establish new connections to the IMS network via different local IP connections and to move existing IMS registration bindings and sessions to those new IMS connections with minimal disruption to the user.
2. Proposal Description
This section provides an overview of a mechanism that can enable an IMS UE

· to establish and maintain multiple simultaneous, secure connections to the IMS network, 
· to register bindings and establish services over those connections, and 
· to seamlessly move registration bindings and services across those connections. 
In the context of this proposal, the term “IMS Connection” is used to refer to an authenticated and secure communication path between the UE and its S-CSCF, via a P-CSCF, as specified in TS 24.229 and TS 33.203. IMS connections are established and maintained using the IMS registration procedure. 

According to this proposal, a UE can have multiple simultaneous IMS connections (typically, one per IP-CAN) as in the example shown in Figure 1. Such IMS connections are created with the standard Registration procedures plus some extensions described below. Different IMS connections may connect to different P-CSCFs or to the same P-CSCF (albeit via different IPsec SAs). The UE can (i) create a new IMS connection without impacting any existing IMS connections, or (ii) create a new IMS connection by transferring all or part of the bindings of an existing IMS connection to the new one. The latter case (ii) can be used to enable IMS session continuity across different IP-CANs and the former case (i) can be used to enable multiple simultaneous IMS registrations.
As shown in Figure 1 (and further explained below), each IMS connection can either be in Active or Inactive state. In general, an IMS connection goes to Inactive state when (i) it has no registration bindings and (ii) it still has associated ongoing IMS sessions. It remains in this state (before being terminated) for some time in order to allow the UE enough time to transfer the media of the ongoing sessions to a new active IMS connection. 
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Figure 1: A UE with four IMS Connections, three Active and one Inactive

The examples illustrated in the remainder of this document all show different IMS connections connecting to different P-CSCFs. However, these examples are equally valid for the case where different IMS connections connect to the same P-CSCF.
2.1 Establish and maintain multiple simultaneous IMS connections: Registering new contact address
Figure 2 illustrates a scenario where a UE with a single public user identity registered over a single active IMS connection (over, say, IP-CAN1 / P-CSCF#1) decides to register a second contact (over, say, IP-CAN2 / P-CSCF#2) for that same identity while still maintaining the original registration. 

[image: image2.emf]UE

S-CSCF

P-CSCF

#1

IPsec

I

P

s

e

c

P-CSCF

#2

ISIM

(Private User Id)

Private User ID

· Reg bindings to Contact Addr 1

(i.e., a single IMPU is registered)

UE

Contact

Addr 1

Contact

Addr 2

ISIM

(Private User Id)

Contact

Addr 1

S-CSCF

P-CSCF

#1

IPsec

Unprotected seamless IMS registration of a 

specific IMPU (Public User ID)

(Create new IMS connection and register the 

specified IMPU and/or IMPU/Instance ID pair 

binding(s) to Contact Addr 2).

Using different 

P-CSCFs

Contact

Addr 2

P-CSCF

#2

-------REG

ISTER -----



(Specific IMPU binding(s)) 

Using different 

P-CSCFs

REGISTER request registers specific Public User ID. 

Request registers new bindings but does not deregister 

old bindings. Individual bindings may specify Instance 

IDs if GRUU is requested for that binding. Registration 

is to new contact address.

Private User ID

· Reg bindings to Contact Addr 1

(i.e., a single IMPU is registered)

· Reg bindings to Contact Addr 2

(i.e., same IMPU is registered)


Figure 2: “Unprotected IMS Registration Procedure” – IMS Connections using different P-CSCFs
(A currently registered AOR is registered over a new IMS Connection, the old bindings are not deregistered)

As depicted in Figure 2, the UE sends a REGISTER request over IP-CAN2 (to P-CSCF#2) that contains new bindings (see the REGISTER request message below). The “seamless-ims” option tag in the Require and Proxy-Require headers indicate to the S-CSCF and P-CSCF respectively that the old bindings shall not be automatically deregistered by the network. This requires from P-/S-CSCF a different behaviour from the currently specified (according to which the old bindings are deleted upon performing the new Register procedure). In case the UE registers a new contact over the same P-CSCF, the “seamless-ims” option tag indicates to the P-CSCF not to delete the previous SAs. 

As shown in the lower part of Figure 2, after the successful registration procedure over IP-CAN2, the end result is two active IMS connections with the same public user identity registered over both of them. It should be noted that any implicitly registered public user identities (i.e., associated with the explicitly registered identity) are also registered with the new contact address.
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP 192.0.2.3:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: IEEE-802.11g; mac-address: 124343abcd3f

From: <sip:user1_public1@home1.net>; tag=4fa3

To: <sip:user1_public1@home1.net>
Contact: <sip:192.0.2.3:1357;transport=udp>;expires=600000

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:registrar.home1.net", response=""

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=78901234; spi-s=01234567; port-c=3562; port-s=1357

Require: sec-agree, seamless-ims
Proxy-Require: sec-agree, seamless-ims
CSeq: 5 REGISTER

Supported: path, gruu
Content-Length: 0

Note that while this specific example shows a single public user identity being registered over a second IMS connection, the example is equally valid if a different public user identity is used (e.g., IMPU1 registered over IP-CAN1 and IMPU2 registered over IP-CAN2).
2.2 Move a public user identity across IMS connections: Registration with explicit deregistration
Figure 3 illustrates a scenario where a UE with a single public user identity registered over a single active IMS connection (say, over IP-CAN1 / P-CSCF#1) decides to register a second contact (say, over IP-CAN2 / P-CSCF#2) for that same identity while at the same time deregistering the old contacts. 
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Figure 3: “Unprotected IMS Re-registration Procedure” – IMS Connections using different P-CSCFs
(A currently registered AOR is re-registered over a new IMS Connection, i.e., the old bindings are deregistered)
This is accomplished by including the old contacts with an “expires” value set to zero in the Contact header of REGISTER request. This is necessary as the network, compliant with the seamless-ims extension, does automatically deregister old contacts when new ones are registered. 
As shown in Figure 3, assuming that the UE has an active session using the re-registered public user identity with the old contact value, an inactive IMS connection is created (dotted line). Note that when an IMS connection goes to Inactive state, the active IMS sessions associated with this connection are NOT terminated, but are sustained until either a “linger” timer expires, or the sessions are moved to an active IMS connection. Therefore, the S-CSCF does not automatically terminate the session relating to deregistered contact but it starts the so-called “linker” timer and can keep the session active for as long as this timer runs. The UE takes advantage of the linger timer to move its active session to the new active IMS connection (e.g. with reINVITE or INVITE w/ Replaces).
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP 192.0.2.3:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: IEEE-802.11g; mac-address: 124343abcd3f

From: <sip:user1_public1@home1.net>; tag=4fa3

To: <sip:user1_public1@home1.net>;

Contact: <sip:192.0.2.3:1357;transport=udp>;expires=600000,


  <sip:10.0.0.1:1333;transport=udp>;expires=0

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:registrar.home1.net", response=""

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=78901234; spi-s=01234567; port-c=3562; port-s=1357

Require: sec-agree, seamless-ims
Proxy-Require: sec-agree, seamless-ims
CSeq: 5 REGISTER

Supported: path, gruu
Content-Length: 0

The subsequent NOTIFY request received for the registration event package should indicate that the user’s registered public user identity has been re-registered with the new contact address. It should be noted that any implicitly registered public user identities (i.e., associated with the explicitly registered identity) are also re-registered with the new contact address.
2.3 Move ALL registration bindings and services across IMS connections: Global Re-registration

Figure 4 illustrates a scenario where a UE with multiple public user identities registered over a single active IMS connection (say, over IP-CAN1 / P-CSCF#1) decides to create a new IMS connection (say, over IP-CAN2 / P-CSCF#2) and move all of a UE’s registration bindings to it. Typically, in this scenario, the UE has lost connectivity with its current IP-CAN1 (e.g., Contact Addr 1) and can no longer access the IMS network via P-CSCF #1. Consequently, it connects to new IP-CAN2, obtains a new contact address (e.g., Contact Addr 2) and discovers a new P-CSCF over that new connection. Subsequently, the UE sends an unprotected (re)REGISTER request over IP-CAN2 in order to create a new IMS connection and re-register all its bindings to use this new connection. 


[image: image4.emf]UE

S-CSCF

P-CSCF

#1

IPsec

I

P

s

e

c

P-CSCF

#2

ISIM

(Private User Id)

Private User ID

· Reg bindings to Contact Addr 1

(multiple IMPUs are registered)

UE

Contact

Addr 1

Contact

Addr 2

ISIM

(Private User Id)

Contact

Addr 1

S-CSCF

P-CSCF

#1

IPsec

Private User ID

· Reg bindings to Contact Addr 2

(multiple IMPUs are registered)

Unprotected “global” seamless IMS re-

registration of all existing bindings with new IP 

address.

(Create new IMS connection and re-register all 

IMPU & IMPU/Instance ID pair (i.e., GRUU) 

bindings to Contact Addr 2).

Using different 

P-CSCFs

Inactive IMS Connection

(Linger timer applied a S-CSCF)

Contact

Addr 2

P-CSCF

#2

-------REGISTER -----



(All IMPU Bindings)

Using different 

P-CSCFs


Figure 4: “Unprotected Global Re-registration Procedure”
(Move all registration bindings to new IMS Connection)

A typical example of this (re)REGISTER request is shown below. The “imsglobreg” parameter in the To header is used to indicate to the S-CSCF that all currently registered public user identities need to be re-registered to the new contact address. 

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP 192.0.2.3:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: IEEE-802.11g; mac-address: 124343abcd3f

From: <sip:user1_public1@home1.net>; tag=4fa3

To: <sip:user1_public1@home1.net>;imsglobreg
Contact: <sip:192.0.2.3:1357;transport=udp>;expires=600000

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:registrar.home1.net", response=""

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=78901234; spi-s=01234567; port-c=3562; port-s=1357

Require: sec-agree, seamless-ims
Proxy-Require: sec-agree, seamless-ims
CSeq: 5 REGISTER

Supported: path, gruu
Content-Length: 0

The subsequent NOTIFY request received for the registration event package should indicate that all of the user’s registered public user identities have been re-registered with the new contact address. . It should be noted that any implicitly registered public user identities (i.e., associated with the explicitly registered identities) are also re-registered with the new contact address.
After the successful global re-registration over IP-CAN2, a new active IMS connection over IP-CAN2 is created as shown in the lower part of Figure 4. In addition, if the UE has ongoing IMS session(s) over IP-CAN1, then the IMS connection over IP-CAN1 goes to Inactive state and the “linger” timer in the S-CSCF starts running. The purpose of this linger timer is to give enough time to UE to move its active IMS session(s) over the inactive IMS connection (in IP-CAN1) to the new active IMS connection (in IP-CAN2). This is done by standard SIP procedures e.g. by sending a re-INVITE or INVITE w/Replaces. Note that when an IMS connection goes to Inactive state, the active IMS sessions associated with this connection are NOT terminated, but are sustained until either the “linger” timer expires, or the sessions are moved to an active IMS connection.

To enhance the clarity of the description, a call flow is shown in Figure 5 illustrating the entire process of migrating an IMS session from one IMS connection to another. 
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Figure 5: IMS session migration from Inactive IMS Connection to Active IMS Connection after “Unprotected Global IMS Re-registration Procedure” – Using different P-CSCFs

3. Key Features – Summary 
The proposal discussed in the previous section is considered as an extension to the current IMS access paradigm that enables an IMS UE (i) to establish and maintain multiple simultaneous and secure connections to the IMS network across different IP-CANs, (ii) to register bindings and establish services over these connections and (iii) to seamlessly move registration bindings and services across these connections.
More specifically, the current proposal enables the following capabilities:

1. Multiple registrations: The UE can re-register a PUI with new contact information and request from the network not to deregister the current bindings. This is achieved by sending a REGISTER request with the “seamless-ims” parameter in the Require and Proxy-Required headers. This way the UE can have one or more simultaneous IMS connections with the IMS network. See section 2.1 for details.
2. Move a public user identity across IMS connections: The UE can request e.g. to register a PUI to a new contact information and to automatically deregister the old contact information. This is achieved by sending a REGISTER request with the “seamless-ims” parameter in the Require and Proxy-Required headers and explicitly deregister the old contact (by using “expires=0”). Note that the only case in which a contact other than the one associated with the IMS connection can be included in a Contact header of a REGISTER request is when it is being deregistered (i.e., expires=0). This can be included either in an initial registration (create new IMS connection) or in a re-registration request (over an existing IMS connection). See section 2.2 for details.
3. Move ALL registration bindings from one IMS connection to another: The UE can request a “global” re-registration, that is, re-register ALL the currently registered PUIs with new contact information and request from the network to deregister the previous bindings. This is achieved by sending a REGISTER request with the “imsglobreg” parameter in the To header and the “seamless-ims” parameter in the Require and Proxy-Required headers. See section 2.3 for details. It should be noted that global re-registration is included as an optimization and is not absolutely required to support continuity of IMS services. The main purpose of this feature is to enable a UE with multiple registered IMPUs and sessions to recover quickly from a lost connectivity scenario.
4. Move the active IMS session(s) from one IMS connection to another IMS connection: This is achieved by using a “linger” timer in the S-CSCF. When a PUI is deregistered from an IMS connection (i.e. contact address) the S-CSCF does not automatically terminate all the associated IMS session(s). This allows enough time to UE to invoke session mobility procedures (e.g. send re-INVITE(s)) and transfer the active sessions to another contact address. As a consequence, session interruption is minimized. See sections 2.2 and 2.3 for details.
4. Proposal

It is proposed to discuss the mechanism described in sections above and consider it as a way to meet the requirements for “continuity of IMS services” and “multiple simultaneous IMS registrations” across different IP-CANs.
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