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1
Introduction

Within 3GPP TS 24.206 we currently have editor's note relating to the checks performed at both anchoring and at domain transfer.

This contribution analyses some of the checks that should be performed and identifies when that check should occur.

Note that the key reason for the specification is not the VCC application procedures per se, but rather to establish the response codes / cause values that may be sent at particular points in the procedures, and what these mean. As a result, particular response codes will have an impact on the UE handling of the various dialogs, and we need to ensure these are correct.
2
Appropriate media for VCC

In the IM CN subsystem, and to a certain extent in the CS domain, the media involved in any call can be revised during the active phase of the call, and therefore any checking performed at time of call establishment that the media is appropriate may be rendered invalid at a later point in the call.

See also subclause 4.4.2 of 3GPP TS 23.206:

Anchoring of IMS multimedia telephony sessions are controlled by the operator policy. Default policy is all IMS multimedia telephony sessions to VCC subscribers, which are directed to the IMS are anchored in the IMS in order to facilitate domain transfer of the voice component to the CS domain.

The appropriate time therefore to check the media requirements to allow VCC to occur is therefore at the time of domain transfer.

Note that the check performed at the time of domain transfer from the IM CN subsystem to the CS domain, should also be a check to confirm that only one media is currently in use for this call.

3
Presence of other calls for this user

As the domain transfer request is only unique to a particular user (rather than specifically referencing a particular dialog or call leg), it follows that if the user has multiple calls in progress that are suitable for domain transfer, it follows that domain transfer cannot occur because the result would not be deterministic.

As already indicated above, while calls may be suitable for domain transfer at time of call establishment, they may subsequently become unsuitable for domain transfer. It therefore follows that the capabilities to the user will be restricted if that user is only able to anchor one call at any point in time.

See also subclause 4.4.2 of 3GPP TS 23.206:

Anchoring of IMS multimedia telephony sessions are controlled by the operator policy. Default policy is all IMS multimedia telephony sessions to VCC subscribers, which are directed to the IMS are anchored in the IMS in order to facilitate domain transfer of the voice component to the CS domain.

It is therefore proposed that multiple calls may be anchored on behalf of a single user, and at the time of domain transfer each of these calls is checked for suitability. If only one call is suitable for domain transfer, then that call is transferred. If more than one call, or no call, is suitable for domain transfer, then domain transfer should fail.

NOTE:
Alternatively, it could be specified that if the user has more than one anchored call, no matter what the lack of suitability of any of the other calls may be.
4
Presence of supplementary services

This issue is still under discussion at stage 2, but it appears that invocation certain supplementary services will prevent domain transfer.

Does the presence of any supplementary services prevent anchoring? None of have so far been identified at stage 2 work.
Does the presence of supplementary services prevent handover? Where multiple calls exist that are suitable for handover relating to the same user, and all but one of the calls is on hold, then the calls on hold should be cleared and the domain transfer proceed with the active call.

5
Sufficient IMRNs

The IMRN is allocated at the time of call establishment, or at the time of domain transfer, as appropriate to the procedure, and released as soon as the call has been successfully routed. As IMRNs are E.164 numbers, they are a finite resource. Insufficient IMRNs will result in a failure of the VCC procedures, be it an anchoring procedure using IMRNs, or a domain transfer procedure using IMRNs.
6
Dialled number not in international format

Subclause 4.4.1 of 3GPP TS 23.206 specified:

Voice calls originated by a roaming VCC subscriber, using a called party number not in the international format and for which the home IMS network has no means to translate the called party number (e.g., local number) into proper routable format to the intended local destination., are not anchored in the IMS. CAMEL processing in the CS domain may translate dialled numbers into the international number format according the following guidelines:

-
If the VCC UE is in the HPLMN, no translation is required, the call is anchored.
-
If the VCC UE is not in the HPLMN but located in a VPLMN with known translation rules for that number, translation is performed and the call is anchored.
-
If the VCC UE is not in the HPLMN but located in a VPLMN with no known translation rules for that number, no translation is performed and the call is not anchored.
In this case the anchoring fails.
7
Operator policy

There may be different aspects of operator policy that need to be decided upon. One issue mentioned in stage 2 discussions is if the user is roaming, this may prevent VCC. It is assumed that this comes into play to prevent anchoring, but this needs discussion.
8
Proposal

The above criteria should be discussed (and a decision made as to whether normative text is required), and appropriate text, including any desired error responses,. inserted in the text below.

PROPOSED CHANGE

7.2
VCC UE

The VCC UE shall support origination of calls suitable for VCC both via the CS domain (as specified in 3GPP TS 24.008 [5]) and the IM CN subsystem (as specified in 3GPP TS 24.229 [7]).

There are no VCC specific requirements for the origination of calls that may be subject to VCC.

For INVITE requests initiated by the VCC UE in the IM CN subsystem, the following response codes may indicate failure of the VCC capability to process the request with its current characteristics:

-
484 (Address Incomplete);
-
488 (Not Acceptable Here) or 606 (Not Acceptable);
-
503 (Service Unavailable) or 603 (Decline).
For SETUP messages initiated by the VCC UE in the CS domain, the following cause codes in a response message may indicate failure of the VCC capability to process the request with its current characteristics:

-
xxxxxx.
PROPOSED CHANGE

7.4.2
Call origination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to originating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;


NOTE 1:
The conditions that prevent anchoring are a matter for implementation, but may include operator policy on a number of conditions, e.g. roaming of the VCC UE, the present IP-CAN used to access the IM CN subsystem.. In general, the number of calls presented for anchoring on behalf of the same user, and the media characteristics relating to these calls, should not prevent anchoring, as these issues are dealt with at handover.
NOTE 2:
Some checks may also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place, e.g. values of the P-Access-Network-Info header header could form part of the initial filter criteria.
2)
if the session is not subject to anchoring, either:

a)
forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7], and therefore allow the call to continue without anchoring. The VCC application shall not Record-Route on such requests, and the request is not retargetted by changing the Request-URI; or

b)
reject the SIP INVITE request. The following response codes are recommended:

-
484 (Address Incomplete), if the Request-URI supplied is not resolvable in the home network (such a Request-URI may have been resolvable in the local network which may be visited by the VCC UE at this time);
-
488 (Not Acceptable Here) or 606 (Not Acceptable), if some aspect of operator policy precluded anchoring; or
-
503 (Service Unavailable) or 603 (Decline) for all other conditions;


and no further VCC specific procedures are performed on this session;


3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

4)
if the session is subject to anchoring, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

Editor’s note:
The call anchoring and domain selection should be performed after all terminating services have been executed and thus the VCC application is invoked again as the last AS in the terminating iFC. Text is required to specify this in order to complete call termination procedures for VCC application. 

Editor's note: Need to specify the impact on offer/answer exchanges.

PROPOSED CHANGE

7.4.3
Call origination in the CS domain – procedures towards the gsmSCF

When the VCC application receives an indication that the gsmSCF has received a CAMEL IDP relating to an originating call, containing a called party number that is not a VDN, the VCC application shall:

1)
check anchoring is possible for this call;

NOTE 1:
The conditions that prevent anchoring are a matter for implementation, but may include operator policy on a number of conditions, e.g. roaming of the VCC UE, or a matter of lack of resources, e.g. available IMRNs. In general, the number of calls presented for anchoring on behalf of the same user should not prevent anchoring, as these issues are dealt with at handover.


2)
if the session is not subject to anchoring, cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call. The following cause codes are recommended:

-
xxxxxxxxxx, if the Called Party Number information element supplied is not resolvable in the home network (such a Called Party Number information element may be a local service number which may have been resolvable in the local network which may be visited by the VCC UE at this time);

-
xxxxxxxxxx, if some aspect of operator policy precluded anchoring; or

-
xxxxxxxxxx for all other conditions; and

3)
if the session is subject to anchoring, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the session is subject to anchoring, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

NO CHANGE PROPOSED

7.4.4
Call origination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to originating IMRN, the VCC application shall:

NOTE:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.
1)
operate as an application server providing 3rd party call control, and specifically as an initiating B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application; and
4)
append the orig parameter to the S-CSCF URI included in the Route header of the outgoing initial SIP INVITE request.
Editor's note: Other actions are required to be specified, since the VCC AS works as an initiating B2BUA.

Editor's note: The value of the P-Asserted-Identity header needs to be specified.

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.

PROPOSED CHANGE

8.4.2
Call termination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to terminating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;

NOTE 1:
The conditions that prevent anchoring are a matter for implementation, but may include operator policy on a number of conditions, e.g. roaming of the VCC UE, or a matter of lack of resources, e.g. available CSRNs. In general, the number of calls presented for anchoring on behalf of the same user should not prevent anchoring, as these issues are dealt with at handover. If anchoring fails, the call is presented to the user without anchoring.
NOTE 2:
Such a check can also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

2)
if the session is not subject to anchoring, the VCC application shall forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests and no further VCC specific procedures are performed on this session;



3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

4)
if the session is subject to anchoring, and the preferred delivery mechanism for such calls is using the IM CN subsystem, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

5)
if the session is subject to anchoring, and if the session has media characteristics that are interworkable to the CS domain, and the preferred delivery mechanism for such calls is using the CS domain, 

a)
select a CSRN unique to this request; 

b)
set the Request-URI of the outgoing SIP INVITE request to the CSRN; and

c)
set the To header field of the outgoing SIP INVITE request to the CSRN;

5)

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify the impact on offer/answer exchanges.

PROPOSED CHANGE

8.4.3
Call termination in the CS domain – procedures towards the gsmSCF

When the VCC application receives an indication that the gsmSCF has received a CAMEL IDP relating to a terminating call, the VCC application shall:

1)
check anchoring is possible for this call;

NOTE 1:
The conditions that prevent anchoring are a matter for implementation, but may include operator policy on a number of conditions, e.g. roaming of the VCC UE, or a matter of lack of resources, e.g. available IMRNs. In general, the number of calls presented for anchoring on behalf of the same user should not prevent anchoring, as these issues are dealt with at handover. If anchoring fails, the call is presented to the user without anchoring.

2)
if the call is not subject to anchoring, cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call; and

3)
if the call is subject to anchoring, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

NOTE:
For call termination, different options on IMRN derivation are available as described in 3GPP TS 23.206 [7] Annex A. 
Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the call is subject to anchoring, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

NO PROPOSED CHANGES TO THIS SUBCLAUSE

8.4.4
Call termination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to terminating IMRN, the VCC application shall:

NOTE:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.
1)
operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

NOTE:
The SIP AS that implements the domain transfer function of VCC Application acting as a B2BUA - which performs the 3rd party call control - needs to be the last located application server to ensure that all application servers that need to remain in the path of a call after domain transfer will do so.
2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

4)


Editor’s note:
The call anchoring and domain selection should be performed after all terminating services have been executed and thus the VCC application is invoked again as the last AS in the terminating iFC. Text is required to specify this in order to complete call termination procedures for VCC application. 

Editor's note: Need to specify any impact on offer/answer exchanges.

PROPOSED CHANGE

9.2
VCC UE

If the VCC UE determines that an ongoing call in the CS domain needs to be supported over the IM CN subsystem instead, e.g. based on radio conditions, then the VCC UE shall send a SIP INVITE request in accordance with 3GPP TS 24.229 [7] subclause 5.1. The VCC UE shall populate the SIP INVITE request as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the CONNECT message has been sent? Working assumption should be that it has.

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.

1)
the Request-URI set to the VDI;

2)
the To header field set to the VDI;

3) the P-Preferred-Identity header set to the tel URI of the calling party; and

4)
[need to ensure suitable SDP contents]

If the VCC UE receives any 4xx – 6xx response to the SIP INVITE request, then domain transfer has not occurred and the call will continue in the CS domain.
If the VCC UE receivcs a 488 (Not Acceptable Here) response or a 606 (Not Acceptable) response to the SIP INVITE request, then this may indicate that the remote terminal was not able to support the media characteristics of the SIP INVITE request, e.g. because the remote user is in the CS domain and the MGCF/MGW in the path does not support the specified interworking.
When the VCC UE receives a CC DISCONNECT message from the network, the VCC UE shall comply with network initiated call release procedures as specified in 3GPP TS 24.008 [5].

NO PROPOSED CHANGE

9.3.2
Domain transfer in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to VDI, the VCC application shall:

1)
send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to the URI contained in the Contact header returned at the creation of the dialog with the remote user;

Editor's note: Need to specify actions when multiple calls are currently anchored. This may include special procedures when all but one of the calls are held calls.
2)
[change B2BUA characteristics – specify how much?]

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application shall initiate release of the old access leg by sending a SIP BYE request toward the MGCF. 

PROPOSED CHANGE

10.2
VCC UE

If the VCC UE determines that an ongoing call in the IM CN subsystem should be transferred to the CS domain, e.g. based on radio conditions, then the VCC UE shall send a CC SETUP message in accordance with 3GPP TS 24.008 [5]. The VCC UE shall only send this request if the ongoing call in the IM CN subsystem has had the dialog accepted, i.e. a 200 (OK) response to the INVITE request has already been sent. 
NOTE 1:
If the VCC UE has multiple calls in the IM CN subsystem at this time, then these calls may all be anchored. It is the responsibility of the VCC UE to ensure that the domain transfer request can be resolved by the VCC application to a single call.

NOTE 2:
The current media characteristics of the call in the IM CN subsystem does not preclude domain transfer, as the media characteristics are renegotiated as part of the domain transfer.
The VCC UE shall populate the CC SETUP message as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the 2xx response to the INVITE request has been sent? Working assumption should be that it has.

1)
the called party BCD number information element set to the VDN; and

2)
[need to ensure suitable bearer characteristics]

For SETUP messages in the CS domain relating to domain transfer, the following cause codes in a response message may indicate failure of the VCC capability transfer the call:

-
xxxxxx.

PROPOSED CHANGE

10.4.2
Domain transfer procedures towards the gsmSCF

When the VCC application receives an indication that the gsmSCF has received a CAMEL IDP relating to an originating call, containing a called party number that is a VDN, the VCC application shall:

1)
check whether domain transfer is possible;


NOTE 1:
The conditions that prevent handover are a matter for implementation, but in general for this check are a matter of lack of resources, e.g. available IMRNs. For other checks the request should be continued so further checks can be performed at the VCC application within the IM CN subsystem.
Editor's note: Need to specify actions when multiple calls are currently anchored. This may include special procedures when all but one of the calls are held calls.
2)
if the call is not subject to domain transfer, cause the gsmSCF to respond with a CAMEL RELEASE CALL and no further VCC specific procedures are performed on this call. The following cause codes are recommended:

-
xxxxxxxxxx if there are insufficient resources, e.g. available IMRNs, to continue the handover;

3)
if the call is subject to domain transfer, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the call is subject to domain transfer, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

NOTE:
The IMRN assigned for a domain transfer request may be different from the one assigned for CS origination (different target PSI i.e. different subfunction of the VCC application) and can be used as an indication of a domain transfer request.

PROPOSED CHANGE

10.4.3
Domain transfer in the IM CN subsystem

When the VCC application receives SIP INVITE request due to domain transfer IMRN, the VCC application shall:

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.

1)
send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to….

Editor's note: Need to specify actions when multiple calls are currently anchored. This may include special procedures when all but one of the calls are held calls.
2)
[change B2BUA characteristics – specify how much?]

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application shall initiate release of the old access leg by sending a SIP BYE request toward the S-CSCF for sending to the served VCC UE. 




