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1.
Introduction

At SA2#53, the location of the DTF of VCC Application was agreed such as  to avoid the unexpected service termination after  domain transfer(S2-062387). 

TS 23.206 V1.1.0 subclause 6.3.2 Terminated Call Coming from IMS states the following: 
In order to avoid a situation where other SIP Application Servers that will be used for the duration of the session are released upon domain transfer, the DTF should be the last Application Server of any Application Servers that need to remain in the path of the call after domain transfer.
However, the current version of TS 24.206 does not provide sufficient clarity on  positioning the application server that fulfil the DTF role to support the Terminated Call. Indeed the current logical view of one wide encompassing VCC Application in stage 3 specification can lead to mis-positioning of the DTF leading to telephony application servers necessary to support the call being dropped when domain transfer takes place.
The following (Informative) figure and accompanying text explains this problem:
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For the call termination, 

(1) The S-CSCF receives the INVITE request including the CCCF(i.e. VCC Application) PSI from the I-CSCF. This S-CSCF is selected based on the “PSI based Application Server termination” procedure in TS23.228. 

(2) The S-CSCF forwards the INVITE to the VCC Application. The IMRN resolved and the original called party number is retrieved. 
(3) The VCC Application forwards the SIP INVITE request including the Request-URI header and To header including the original called party number towards the S-CSCF. 
Note) The S-CSCF for the VCC UE receiving the SIP INVITE including the original called party number in the Request-URI / To header can be different with the S-CSCF being selected based on the PSI.

(4) The S-CSCF forwards the SIP INVITE request to the other SIP AS (e.g. TAS for multimedia telephony) based on the initial Filter Criteria of UE.
(5) The other SIP AS forwards the SIP INVITE request after processing for the specific application.
(6) The S-CSCF forwards the SIP INVITE request to the VCC Application based on the initial Filter Criteria of VCC UE.

Note) The VCC Application can be different one with the VCC Application being selected based on the PSI. 

Note) Whether there is the need for coordination between the VCC application that resolves the IMRN and the VCC application acting as B2BUA AS is for further study.
(7) The VCC Application performs domain selection function based on operator, user preferences and so on. The VCC Application acts as B2BUA AS, thus it initiate the (new) outgoing request having new Call-ID header and Contact header including it’s own address.

(8) The terminating user’s S-CSCF sends a SIP INVITE request towards the terminating user. 

Therefore, as the above presented text, the Domain Transfer Function of VCC AS shall be located at the last of the SIP AS chain. 
2. Proposed changes
First Change

8.4
VCC application
8.4.1
Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to call termination:

-
SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according to the termination procedures (see 3GPP TS 24.229 [7] subclause 5.4.3.3), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header. In the procedures below such requests are known as "SIP INVITE requests due to terminating filter criteria"; and

-
SIP INVITE requests routed to the VCC application over the xxx interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known, for example, by interaction with the gsmSCF functionality to relate to a terminating request rather than a domain transfer request. In the procedures below such requests are known as "SIP INVITE requests due to terminating IMRN".

Subclause 7.4.1, subclause 9.3.1 and subclause 10.4.1 detail other procedures for initial INVITE requests with different recognition conditions.

Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [7].

The VCC application also processes requests from the gsmSCF via a protocol not defined in this version of the specification. However the functionality associated with these requests is defined, based on the actions as a result of occurrence at the gsmSCF. 

8.4.2
Call termination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to terminating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the session is not subject to anchoring, the VCC application shall either:

a)
if the preferred delivery mechanism for such unanchored calls is using the IM CN subsystem, forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests; or

b)
if the preferred delivery mechanism for such unanchored calls is using the CS domain, forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7], after first retargeting the request by changing the Request-URI to xxxxxxxxxxxxxxxxx. The VCC application shall not Record-Route on such requests; or

c)
if the preferred delivery mechanism for such unanchored calls is using the CS domain, redirect the SIP INVITE request by acting as a redirect server as specified in subclause 5.7.2 of 3GPP TS 24.229 [7], by sending a 3xx response with a Contact header field set to xxxxxxxxxxxxxx. The VCC application shall not Record-Route on such requests;

Editor's note: It needs to be clarified how many of the above failure options are required.


and no further VCC specific procedures are performed on this session;

NOTE:
Such a check can also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

2)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;
3)
if the session is subject to anchoring, and the preferred delivery mechanism for such calls is using the IM CN subsystem, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

4)
if the session is subject to anchoring, and if the session has media characteristics that are interworkable to the CS domain, and the preferred delivery mechanism for such calls is using the CS domain, 

a)
select a CSRN unique to this request; 

b)
set the Request-URI of the outgoing SIP INVITE request to the CSRN; and

c)
set the To header field of the outgoing SIP INVITE request to the CSRN;

5) 
On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify the impact on offer/answer exchanges.

8.4.3
Call termination in the CS domain – procedures towards the gsmSCF

When the VCC application receives an indication that the gsmSCF has received a CAMEL IDP relating to a terminating call, the VCC application shall:

Editor's note: Not clear how distinguish between incoming call and outgoing call in CAMEL. Are the procedures different if we don't or do we have some other mechanism for deciding this.

1)
check anchoring is possible for this call;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the call is subject to anchoring, cause the gsmSCF to respond with a CAMEL CONTINUE and no further VCC specific procedures are performed on this call; and

3)
if the call is subject to anchoring, allocate an IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;

Editor's note: Do we need additional text on how IMRNs are allocated, or do we leave this entirely proprietary, with the constraint already specified in clause 4. Propose to leave as above and provide no other specification.

4)
if the call is not subject to anchoring, cause the gsmSCF to respond with a CAMEL CONNECT message with parameters as follows:

a)
the Destination Routing Address set to the IMRN; and

b)
xxxx

8.4.4
Call termination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to terminating IMRN, the VCC application shall:

NOTE:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;
NOTE:
The SIP AS that implements the domain transfer function of VCC Application acting as a B2BUA - which performs the 3rd party call control - needs to be the last located application server to ensure that all application servers that need to remain in the path of a call after domain transfer will do so. 
2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

4)
On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: Need to specify any impact on offer/answer exchanges.
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