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Introduction

This contribution describes the stage3 signalling flow for the IMS registration based on 3GPP TS 23.206 (the VCC stage2).
Proposal

It is proposed that the following contents of subclause A.3.2.2 be included into subclause of A.3.2 of TS 24.206. 

A.3
Signalling flows for registration and exchange of mobility status information 

A.3.1
Introduction

A.3.2
Signalling flows for registration

A.3.2.1 Signalling flows for CS domain registration

A.3.2.2 Signalling flows for IMS registration
Figure A.3.2.2-1 shows the signalling flow for the IMS registration when the user is not registered.

In this example, when IMS registration is performed, domain selection policy based on user preference could be considered.
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Figure A.3.2.2-1: IMS registration

 The details of the signalling flows are as follows:
1. PDP Context Establishment and P-CSCF Discovery (VCC UE to IP-CAN)
This signalling flow is shown to indicate prerequisites for the registration signalling.
2. REGISTER request (VCC UE to x-CSCF) – see example in table A.3.2.2-2
The purpose of this request is to register the user's SIP URI and domain selection policy based on user preference with a S-CSCF in the home network.  

Table A.3.2.2-2: REGISTER request (VCC UE to x-CSCF)
	REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd];comp=sigcomp>;expires=600000
Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:registrar.home1.net", response=""

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=2468; port-s=1357

Require: sec-agree

Proxy-Require: sec-agree 

CSeq: 1 REGISTER

Supported: path

Content-Length: 0


3. Cx: User registration status query & Authentication
The I-CSCF makes a request for information related to the Subscriber registration status by sending the private user identity, public user identity, domain selection policy based on user preference and visited domain name to the HSS. The HSS returns the S-CSCF required capabilities and the I-CSCF uses this information to select a suitable S-CSCF.
As the REGISTER request arrived without integrity protection to the P-CSCF, the S-CSCF shall challenge it. For this, the S-CSCF requires at least one authentication vector to be used in the challenge to the user.
4. Authentication vector selection
The S-CSCF selects an authentication vector for use in the authentication challenge.  
5. 401 Unauthorized response (x-CSCF to VCC UE) – see example in table A.3.2.2-5
The authentication challenge is sent in the 401 Unauthorized response towards the VCC UE.
Table A.3.2.2-5: 401 Unauthorized response (x-CSCF to VCC UE)

	SIP/2.0 401 Unauthorized

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7

From: 

To: 

Call-ID: 

WWW-Authenticate: Digest realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5

Security-Server: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

CSeq: 

Content-Length: 


6. Generation of response and session keys at VCC UE
7. REGISTER request (UE to x-CSCF) - see example in table A.3.2.2-7
Table A.3.2.2-7: REGISTER request (VCC UE to x-CSCF)
	REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;expires=600000
Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.home1.net", response="6629fae49393a05397450978507c4ef1"

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=2468; port-s=1357

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Require: sec-agree

Proxy-Require: sec-agree

CSeq: 2 REGISTER

Supported: path

Content-Length: 0


8. Cx: User registration status query & Authentication 

The I-CSCF requests information related to the Subscriber registration status by sending the private user identity, public user identity, domain selection policy based on user preference and visited domain name to the HSS. The HSS returns the S-CSCF name which was previously selected in step 3 (Cx: User registration status query procedure).
Upon receiving an integrity protected REGISTER request carrying the authentication challenge response, the S-CSCF checks that the expected response (calculated by the S-CSCF using XRES and other parameter as defined in RFC 3310 [18]) matches the received challenge response. If the check is successful then the user has been authenticated and the public user identity is registered in the S-CSCF.
9. Cx: Registration Notification
On registering a user the S-CSCF informs the HSS that the user has been registered at this instance. Upon being requested by the S-CSCF, the HSS will also include the user profile in the response sent to the S-CSCF.
10. 200 OK response (x-CSCF to VCC UE) – see example in table A.3.2.2-10
The P-CSCF saves the value of the Service-Route header and associates it with the UE. The P-CSCF then forwards the 200 OK response from the I-CSCF to the VCC UE indicating that the registration was successful.
Table A.3.2.2-10: 200 OK response (x-CSCF to UE)
	SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Path:

Service-Route:

From: 

To: 

Call-ID: 

Contact:

CSeq: 

Date: 

P-Associated-URI:

Content-Length: 


11. REGISTER request (x-CSCF to VCC Application) – see example in table A.3.2.2-11
The S-CSCF sends REGISTER request towards the VCC Application in order to inform the VCC Application about the registration information. This registration information has IMS registration status, domain selection policy based on user preference, etc.

 Table A.3.2.2-11: REGISTER request (x-CSCF to VCC Application)

	REGISTER sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

P-Access-Network-Info:

Path:

Require: 

P-Visited-Network-ID: 

P-Charging-Vector:
From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Supported:

Content-Length: 


12. Store registration information
The VCC Application stores the registration information.

13. 200 OK response (VCC Application to x-CSCF) – see example in table A.3.2.2-13
VCC Application forwards the 200 OK response to the x-CSCF.
Table A.3.2.2-13: 200 OK response (VCC Application to x-CSCF)
	SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Path: <sip:term@pcscf1.visited1.net;lr>

Service-Route: <sip:orig@scscf1.home1.net;lr>

From: 

To: 
Call-ID: 

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;expires=600000
CSeq: 

Date: Wed, 11 July 2001 08:49:37 GMT

P-Associated-URI: <sip:user1_public2@home1.net>, <sip:user1_public3@home1.net>, <sip:+1-212-555-1111@home1.net;user=phone>

Content-Length: 


14. 200 OK response ( x-CSCF to VCC UE ) – see example in table A.3.2.2-14
The x-CSCF saves the value of the Service-Route header and associates it with the VCC UE. The x-CSCF then forwards the 200 OK response to the VCC UE indicating that the registration was successful.
Table A.3.2.2-14: 200 OK response ( x-CSCF to VCC UE)
	SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Path:

Service-Route:

From: 

To: 

Call-ID: 

Contact:

CSeq: 

Date: 

P-Associated-URI:

Content-Length: 
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