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Introduction

One of the requirements on Selective Disabling of UE Capabilities (SDoUE) is to provide means of disabling/enabling services of specific devices  both in the HPLMN and when in VPLMN (See 3GPP TS 22.011 [1]).  Also, it is desirable that both HPLMN and VPLMN could provide an indication to the device as to which functions it is or is not allowed to use.
It is important to remember that the CT1 work item description states that one of the areas to be considered in order to finalise the stage 3 SDoUE work is to provide the behaviour of the SDoUE MO and the device that contains it. This part of the work is not complete yet.

Solution A

The SDoUE MO is fully controlled by the subscriber’s home operator (HPLMN). In addition, only the subscriber’s home operator would be able to disable/enable services in the devices.
This solution can be described as follows: 

1. The VPLMN notices that a specific device (or a group of them) acts to repeatedly request services/connections to the network and (exceptionally) fail to be detected and disabled by application layer preventative measures – misbehaving device. 
2. The VPLMN communicates to the subscriber’s home operator, for example, customer care centres, informing about the situation (This communication may be performed by different ways, e.g., web service interfaces that connects the customer care centres). 
3. Then the subscriber’s home operator customer care centre requests the home operator OMA DM server to disable the service that is misused by the misbehaving device.
4. The home operator OMA DM server sends a notification initiated session message to the misbehaving device in order to establish an OMA DM management session towards the misbehaving device (See OMA DM Notification Initiated Session [2]).

5. The management session allows the home operator OMA DM server to access the SDoUE in order to disable the misused service.

Solution B
The SDoUE MO is controlled by subscriber’s home operator (HPLMN), but means are also provided for the VPLMN to disable/enable services. Therefore, both the HPLMN and the VPLMN would be able to access and modify the SDoUE MO.

This solution requires that the HPLMN configures the device in such a way that information needed to access the SDoUE is available for the VPLMN in order to access and disable/enable service to a roaming subscriber. The information that the HPLMN needs to provision in the device for the VPLMN is the DM Account MO and the Connectivity MO for this specific VPLMN (See OMA DM Standardized Objects [3]).

The provision of the required information can happen at any time, e.g., at manufacture, the first time the device is switch-on, when the device roams onto a VPLMN. The HPLMN OMA DM server needs to configure the devices access rights so that part of the SDoUE MO is manageable by VPLMN.
For the case, when device roams onto a VPLMN, the required information is downloaded on the device by means of establish a management session.

This solution can be described as follows:
1. The VPLMN notices that a specific device (or a group of them) acts to repeatedly request services/connections to the network and (exceptionally) fail to be detected and disabled by application layer preventative measures – misbehaving device. –Same as per solution A–

2. The VPLMN customer care centre requests the VPLMN OMA DM server to disable the service that is misused by the misbehaving device.

3. The VPLMN OMA DM server sends a notification initiated session message to the misbehaving device in order to establish an OMA DM management session towards the misbehaving device (See OMA DM Notification Initiated Session [2]).

4. The management session allows the VPLMN OMA DM server to access the SDoUE in order to disable the misused service.

5. The misbehaving device notifies the HPLMN that changes to the SDoUE MO have been made. This is achieved by sending an OMA DM generic alert message to the home operator OMA DM server (See OMA DM Protocol [4]).
Additionally, the solution B requires some changes to the tree of SDoUE MO, as follows:

· A new parameter is needed that contains the home operator OMA DM server identifier needed in order to send the OMA DM generic alert to this specific OMA DM server every time something is modified in the SDoUE MO.

Proposal

This contribution proposes to discuss the possible solution in order to fulfil the SDoUE requirements when devices are in VPLMN.
Two possible solutions have been described which aim at resolving the requirements on the SDoUE work.

Finally, CT1 should make a working assumption on the appropriate solution in order to complete this work for future meetings. The principle of the proposed solution should be to meet the SDoUE requirements and give the flexibility that operators require.
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