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1. DISCUSSION

According to VCC stage 1 3GPP TS 22.101 “If the call delivery attempt fails in one domain, if specified by operator policy, it should be possible to attempt the delivery in the other domain or the call forwarding supplementary services  may be invoked if provisioned.” 
According to VCC stage 2, in case that the call delivery attempt fails in the selected domain, and according to operator policy, the domain selection function in VCC application may re-attempt the call setup to the other domain and ensure the reattempt is performed only once, to avoid call looping.
Furthermore, the following text has been added in the latest version of the TS 23.206 1.1.0 (S2-062383rev2) 

“Failure of a call delivery attempt is considered for the present clause to be any call delivery that does not result in successful establishment. This may include: -

· The UE did not respond to the call establishment request.

NOTE: Call forwarding is the CS domain invoked as part of a call delivery attempt is not considered an attempt failure.”
Stage 3 should define how the VCC application determines that the UE did not respond to the call establishment request. 
We propose to handle at the VCC application the re-attempt of the call by a timer. the length of such  timer, for example, can be set longer than normal CFNRc timer, then the user’s CFNRc service can be invoked first if it has been provisioned and activated in the selected domain, e.g., the call can be forward to a voice mail or another user according to the registered forwarding-to number. On the other hand, the length of the timer can be set shorter than normal CFNRc timer, and then it is possible to re-attempt the delivery in spite of any CFNRc service provisioned.
The timer can be configurable by the operator per VCC subscriber or per domain selection function of the VCC application.
As the re-attempt handling is implemented under the control of the VCC application, it is easy to avoid loop between CS domain and IM CN subsystem since there is only one control point, i.e., the Domain Selection function of the VCC application, then all re-attempts handling history could be recalled. 
Therefore at the VCC application it is required that:
· The VCC application shall perform the unreachable judgment according to the expiration of a re-attempt timer, and then cancel the ongoing session establishment in the selected domain, and send a new INVITE to attempt the delivery in the other domain. 

· The length of the local timer shall be set according to the operator policy, and thereby to re-attempt the delivery in the other domain or to invoke the call forwarding services if provisioned in the selected domain. 

· The VCC application shall retrieve some sort of history to ensure the re-attempt be performed only once, and thereby avoid the loop between CS domain and IMS.

2. PROPOSAL
Add a the following sub-clause

First Change

8.4.5
Call termination re-attempt
8.4.5.1
General

In the case the call termination delivery attempt fails in the selected domain, and according to operator policy, the VCC application may re-attempt the call setup to the other domain.
8.4.5.2
Call re-attempt controlled by a timer

As an implementation option, the re-attempt procedure of a call termination at the VCC application may be controlled by a timer.
If such timer is used, the VCC application shall:
1)
start the timer when it delivers the terminating call in the first selected domain. 

2)
stop and reset the timer to its initial value when:

a)
the call has been successfully set-up in the first selected domain i.e. receipt of SIP 200 (OK); or
b)
the call is released before its completion by either of the call parties i.e. receipt of SIP BYE; or
c)
any SIP 3xx response is received for that call; or
d)
any SIP error code 4xx is received for that call.
3)
upon the timer expiration, cancel the ongoing session establishment in the first selected domain, and send a new SIP INVITE to attempt the call delivery in the other domain.
The length of the timer is set according to the operator policy, nevertheless it is recommended to set the length of this timer in regards of possible call forwarding supplementary services that have been provisioned for that subscriber.
The length of the timer shall be set in such a way to not interact with lower protocol SIP timers as T1.
NOTE 1:
For instance with a length of the timer longer than normal CFNRc timer, then the user’s CFNRc service can be invoked first if it has been provisioned and activated in the selected domain.
If the length of the timer is set to zero, then the re-attempt procedure is deactivated and the VCC application shall not re-attempt the call setup to the other domain. In this case, upon the receipt of any SIP 3xx response or error code 4xx, and according to operator policy, the VCC application may re-attempt the call delivery to the other domain.
The VCC application shall retrieve the call attempt history to ensure the re-attempt is performed only once, to avoid call looping.
End of the Changes
