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*******First modified Clause A*******
4.9.1.4

Communication Barring Rule Conditions

The following conditions are allowed by the XML Schema for the communication barring service:

presence-status: This condition evaluates to true when the called user’s  current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user’s identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the in IETF draft-ietf-geoprive-common-policy [6]. In all other cases the condition evaluates to false.
The Identity that is matched  shall be taken from the P-Asserted-Identity header field and additionally may be taken from the From header field or the Referred-By header field.

anonymous: To comply with the requirements as set for simulation of the ACR service, the anonymous element shall only evaluate to true when the conditions as set out in clause 4.5.2.6.2 for asserted originating public user identity apply.

cp:sphere: Not applicable in the context of the Communication Barring service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: This  condition evaluates to true when the value of this condition matches the media field in one of the “m=” lines in the draft-ietf-mmusic-sdp-new  [8] offered in an INVITE request. It allows for barring of specific media.

communication-diverted: This condition evaluates to true when the incoming communication has been previously diverted.

NOTE: A diverted communication can be recognized by the presence of the History header field, as specified in ETSI TS 183 004 [18].

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external URI list stored in a OMA-TS-XDM_Shared [13] to which the value of external-list refers. The exact interpretation of this element is specified in OMA-TS-XDM_Core [7].

ocp:other-identity: If present in any rule, the “other-identity” element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA-TS-XDM_Core [7].

The condition elements that are not taken from IETF draft-ietf-geopriv-common-policy [6] or oma common policy schema [7] are defined in the simservs document schema specified in ETSI TS 181 006 [5].
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