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*** FIRST CHANGE ***
7.6
3GPP IM CN subsystem XML body, version 1

7.6.1
General

This subclause describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required, in any SIP message. The 3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMS XML body is "application/3gpp-ims+xml".

7.6.2
Document Type Definition

The Document Type Definition, according to XML syntax definitions, is defined in table 7.7.

Table 7.7: IM CN subsystem XML body, version 1 DTD

<?xml version="1.0" ?>

<!-- Draft DTD for the IMS XML body. -->

<!DOCTYPE ims-3gpp [


<!-- ims-3gpp element: root element -->


<!ELEMENT ims-3gpp (



alternative-service?, service-info?)>


<!ATTLIST ims-3gpp version CDATA #REQUIRED>


<!-- service-info element: The transparent data received from HSS for AS -->


<!ELEMENT service-info



(#CDATA)>


<!-- alternative-service: alternative-service used in emergency sessions -->


<!ELEMENT alternative-service
(type, reason)>


<!ELEMENT type




(emergency | ims-emergency)>

<!ELEMENT reason



(#PCDATA)>

]>

7.6.3
DTD description

This subclause describes the elements of the IMS Document Type Definition as defined in table 7.7.

<ims-3gpp>:
This is the root element of the IMS XML body. It shall always be present. The version described in the present document is 1.

<service-info>:
the transparent element received from the HSS for a particular trigger point are placed within this optional element.

<alternative-service>:
in the present document, the alternative service is used as a response for an attempt to establish an emergency session within the IM CN subsystem. The element describes an alternative service where the call should success. The alternative service is described by the type of service information. A possible reason cause why an alternative service is suggested may be included.


The <alternative-service> element contains a <type> element that indicates the type of alternative service. In the present document, the <type> element contains only two values: "emergency" and "ims-emergency".

The <reason> element contains an explanatory text with the reason why the session setup has been redirected. A UE may use this information to give an indication to the user.

*** SECOND CHANGE ***
5.1
Procedures at the UE
5.1.6
Emergency service

5.1.6.1
General

A CS and IM CN subsystem capable UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [8D] to select the domain for the emergency call attempt. If the CS domain is selected, the UE shall attempt an emergency call setup according to the procedures described in 3GPP TS 24.008 [8]. If the IM CN subsystem is selected, the UE shall attempt an emergency call setup according to the procedures described in this document.

Editor’s note: For domain selection reference related TISPAN requirements have to also be reflected.

5.1.6.2
Initial registration

Editor’s note: Stage 2 requirement (23.167, section 4.1, bullet 7) needs to be reflected here: In the case that a UE is already registered, it shall, in addition, perform a registration for the support of emergency services (emergency registration). The emergency registration takes place when user dials the emergency number, i.e. the emergency registration will not be on by default.

Editor’s note: It needs to be stated that the UE must be capable to handle the emergency registration completely independent of a possible already existing registration. The already existing (non-emergency) registration shall not be influenced by the parallel emergency registration.

Editor’s note: Clause 9 and Annex B of this document need to reflect the establishment of the emergency APN. This also includes that the UE must, in case of emergency registration, always establish a separate emergency APN.

When a UE performs an initial registration in the context of emergency service the UE shall perform the actions as specified in subclause 5.1.1.2 with the following additions:

-
the UE shall populate the To and From header in the REGISTER request with the emergency public user identity as specified in 3GPP TS 23.003 [3].

Editor’s note: More additions needed, stating that UE can register without credentials in the case that regulation allows & UE has no credentials or no credentials that can be handled at the S-CSCF.

Editor’s note: In the case when no UICC is available, it needs to be defined where is the emergency public user identity and maybe the private user identity are taken from. Also it needs to be clarified where the UE (for emergency registration) gets the home network domain from. Will this only be reflected in 23.003? For this case it also needs to be indicated whether an Authorization header will be included or not.

Editor’s note: The need for an emergency service indication in the REGISTER request is for further study. The header Priority defines an “emergency indication”. However it is only defined for INVITE. Also investigate draft-ietf-sip-resource-priority for its applicability.

5.1.6.3
Initial subscription to the registration-state event package

When a UE performs initial subscription to the reg event package in the context of emergency service a UE shall perform the procedures as specified in subclause 5.1.1.3 with the following additions:

-
the UE shall populate the Request-URI, To and From header in the SUBSCRIBE request with the emergency public user identity as specified in 3GPP TS 23.003 [3].

Editor’s note: It is understood, that the UE will not de-register manually in the case of emergency registration. This is e.g. due to the user waiting for a call-back. Due to that the network (S-CSCF) is the only instance that can de-register the user. In order to enable the network to de-register the UE, the UE must subscribe to the reg-event package. It needs to be investigated whether the UE also needs to get aware of additional user identities, included in the reg-event information.

Editor’s note: It needs to be investigated whether, in order to speed up the emergency session establishment, the emergency INVITE can be sent in parallel to the reg-event subscription.

5.1.6.4
User-initiated emergency reregistration

Editor’s note: Either the text will say that user-initiated reregistration in the context of emergency service is not applied or text similar to subclause 5.1.6.1 is included.

Editor’s note:
Should the UE automatically re-register in the case of emergency service? It might be that the network (S-CSCF) has, during registration, reduced the registration time to a small value (e.g. 3600 seconds). 

5.1.6.5
Authentication

When a UE performs authentication a UE shall perform the procedures as specified in subclause 5.1.1.5.

Editor’s Note: Is it allowed that if the UE has a UICC (and related credentials), that the S-CSCF does not challenge the UE? This might be applied to speed up the emergency registration procedure.

5.1.6.6
User-initiated emergency deregistration

Editor’s note:
Due to the general requirement for call-backs, the UE shall not actively de-register in the case of emergency calls. It is either the network (S-CSCF) that deregisters the user (by means of registration-state event information) or the user switches off the UE. How the S-CSCF gets aware when the user can be deregistered in the case of emergency registration seems to be out of the scope of this specification. 

When a UE performs a user-initiated deregistration in the context of emergency service the UE shall perform the procedures as specified in subclause 5.1.1.6 with the following additions:

-
The UE shall populate the To and From header in the REGISTER request with the emergency public user identity as specified in 3GPP TS 23.003 [3].

Editor’s note: The need for an emergency service indication in the REGISTER request is for further study. The header Priority defines an "emergency indication". However it is only defined for INVITE.

5.1.6.7
Network-initiated emergency deregistration

When a UE performs a network-initiated emergency deregistration in the context of emergency service a UE shall perform the action as specified in 5.1.1.7

5.1.6.8
Emergency session setup

5.1.6.8.1
General

In the event the UE receives a 380 (Alternative Service) response to an INVITE request the response containing a XML body that includes an <alternative service> element with the <type> child element set to "emergency" or "ims-emergency", the UE shall automatically:

-
send an ACK request to the P-CSCF as per normal SIP procedures.
-
if the <type> child element set to "emergency", it shall attempt an emergency call setup according to the procedures described in 3GPP TS 24.008 [8];

-
if the <type> child element set to "ims-emergency", it shall initiate the "UE Detectable Emergency Session" described in 3GPP TS 23.167 [8D] according to the procedures described in this document ;
In the event the UE receives a 403 (Forbidden) response the UE shall:

-
send an ACK request to the P-CSCF as per normal SIP procedures; and either:

-
if another IM core network is available attempt an emergency session setup using that IM core network; or

-
terminate the session.

Editor’s note: Which response code to be used needs further investigation? Possible codes are 380 (Alternative Service) (with appropriate new value in the XML body) or 488 (Not Acceptable Here).


Editor’s note: The possibility to contact an EC without setting up a session could possibly be specified under this subclause e.g. by use of a MESSAGE request.

NOTE 2:
Emergency numbers which the UE does not detect will be treated as a normal call.

5.1.6.8.2
Emergency session set-up - without credentials

Editor's note: The word "credentials" needs further clarifications.

The UE shall apply the procedures as specified in subclause 5.1.3 with the following additions:

-
the UE shall include a Request URI in the INVITE request in accordance with the URI as specified in draft-ietf-sipping-sos [69].

NOTE 1:
Emergency numbers which the UE does not detect will be treated as a normal call.

-
if available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall include in the P-Access-Network-Info header in any request for a dialog, any subsequent request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request. The UE shall populate the P-Access-Network-Info header with the current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4).

-
the UE shall populate the P-Preferred-Identity header with an equipment identifier as a SIP URI. The special details of the equipment identifier to use depends on the IP-CAN;

-
the UE may populate the Accept-Contact header with a media feature tag indicating the type of emergency service as specified in draft-ietf-sipping-sos [69].

NOTE 2:
During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).

The UE shall build a proper preloaded Route header value for all new dialogs. The UE shall build a Route header value made out of, the P-CSCF URI (containing the IP address or the FQDN learnt through the P-CSCF discovery procedures).

When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.

NOTE 3:
It is an implementation option whether these actions are also triggered by other means.

NOTE 4:
A number of headers can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other headers that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers.

Editor’s note: The use of the Priority header with the value “emergency” requires further study.

Editor’s note: The procedure related to location information handling needs to be added. The additions will make references to IETF RFC 3825 [80] and draft-ietf-geopriv-dhcp-civil [81].

5.1.6.8.3
Emergency session set-up with credentials

The UE shall apply the procedures as specified in subclause 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

-
The UE shall include a Request URI in the INVITE request in accordance with the URI as specified in draft-ietf-sipping-sos [69].

-
The UE shall include a P-Preferred-Identity value in the INVITE request with the emergency public user identity.

-
The UE may include in the Accept-Contact header a media feature tag that includes the type of emergency service requested for. The media feature tag shall be in accordance with draft-ietf-sipping-sos [69]. 

Editor’s note:
The use of the Priority header with the value “emergency” requires further study.
*** THIRD CHANGE ***
5.2
Procedures at the P-CSCF
5.2.10
Emergency service

Editor's note:
This subclause needs further study related to the support of emergency sessions in NGN. Emergency calls are not covered in the present document and therefore the handling of any session recognised as an emergency session is not specified. In particular the 380 (Alternative Service) response may not be appropriate.
5.2.10.1
General

Editor’s Note: The requirements for handling emergency related requests that have not been received over a security association need to be derived from the related statements in the UE section.

The P-CSCF can handle emergency session from both a registered user as well as an unregistered user. Certain networks only allow emergency session from registered users.

Editor’s note: It needs to be clarified whether a user can set up an emergency session if the user is not registered. From the requirements in 23.167 it seems that even in the case of a UICC not being available, the UE still needs to register. In that case, the P-CSCF would (in the above sentence) only be able to handle emergency sessions from registered users. The user then could be either authenticated or not.

NOTE:
If only emergency setup from registered users is allowed, a request from an unregistered user is ignored since it is received outside of the security association. 

Editor's note:
This subclause needs further study related to the support of emergency sessions in NGN. Emergency calls are not covered in the present document and therefore the handling of any session recognised as an emergency session is not specified. In particular the 380 (Alternative Service) response may not be appropriate.

The P-CSCF shall store a configurable list of local emergency numbers and emergency URIs, i.e. those used for emergency services by the operator to which the P-CSCF belongs to. In addition to that, the P-CSCF shall store a configurable list of roaming partners' emergency numbers and emergency URIs associated with MCC and MNC codes.

NOTE:
Certain SIP URIs can be classified as emergency URIs in all networks. 

In order to determine whether the INVITE request is destined for an emergency centre in the roaming country (i.e. the list of roaming partners' are inspected):

-
if a P-Access-Network-Info header containing MCC and MNC fields is received in the INVITE request, the P-CSCF shall compare the MCC and the MNC fields in the received in the P-Access-Network-Info header of the INVITE request against its own MCC and MNC codes; or

-
if no P-Access-Network-Info header is received or a P-Access-Network-Info header is received not containing MCC and MNC fields in the INVITE request, the P-CSCF shall apply the local emergency numbers.

Editor’s note: The handling in a roaming scenario when no MCC and MNC is received from the UE needs further investigation.

When the P-CSCF responds that the CS domain shall be used for emergency call the P-CSCF shall include in the 380 (Alternative Service) response a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body containing the <type> child element set to "emergency" as described in subclause 7.6.1.
When the P-CSCF responds that the IMS domain shall be used for emergency call the P-CSCF shall include in the 380 (Alternative Service) response a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body containing the <type> child element set to "ims-emergency" as described in subclause 7.6.1,.
NOTE:
The P-CSCF shall make a decision from local policy on whether it should indicate an emergency service in CS domain or IMS domain before it generates the 380 response.
Editor’s note: It needs to be investigated, whether a P-CSCF allows an IMS emergency session that is received over an already existing registration (i.e. non-emergency registration) and forwards that directly to the E-CSCF.

Editor’s note: It has to be investigated whether emergency procedures also apply to non-INVITE requests (e.g. MESSAGE, OPTIONS).

The P-CSCF shall include in the 3GPP IMS XML body:

a)
an <alternative-service> element, set to the parameters of the alternative service:

b)
a <type> child element, set to "emergency" or "ims-emergency" to indicate that it was an emergency call; and

c)
a <reason> child element, set to an operator configurable reason.

5.2.10.2
Session setup - unregistered user

Editor’s Note: It is assumed that the only case in which a emergency INVITE can be received from an unregistered user is, when in the related UE no UICC is available. Nevertheless TR 23.167 states, that even these UEs must register via an emergency APN prior to sending an emergency INVITE request. It is therefore not clear whether this subclause is at all in-line with stage 2 requirements.

If the P-CSCF receives an INVITE request for a non registered user, the P-CSCF shall inspect the Request URI for known emergency numbers and emergency URIs from the configurable lists described in subclause 5.2.10.1. If the P-CSCF detects that the Request-URI of the INVITE request matches one of the numbers in any of these lists, the P-CSCF shall either not forward the INVITE request. The P-CSCF shall then respond to the INVITE request with a 380 (Alternative Service) response, see subclause 5.2.10.1; or: 

1)
replace the received request URI with the URI as specified in draft-ietf-sipping-sos [69], if necessary;

2)
include the value "emergency" in the Priority header;

3) 
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header;

NOTE 1:
How the list of E-CSCF is obtained by the P-CSCF is implementation dependent.
4)
if the E-CSCF is located in another network and local policy requires the application of border control concepts apply to the home network of the E-CSCF, then the P-CSCF shall select an IBCF in the P-CSCF network and add the URI of the selected IBCF to the topmost Route header; and

NOTE 2:
How the list of IBCFs is obtained by the P-CSCF is implementation dependent.

5)
execute the procedure described in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request from the UE and subclause 5.2.7.2 except for: 

- 
verifying the preloaded route against the received Service-Route header;

- 
removing the P-Preferred-Identity header; and 

- 
inserting a P-Asserted-Identity header.

Editor’s note: Whether the P-CSCF shall add any identity into the P-Asserted-Identity header requires further study.

If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new IBCF or E-CSCF and forward the INVITE request.
When the P-CSCF receives any 1xx or 2xx response to the above INVITE request, the P-CSCF shall execute the procedure described in step 1, 2, 3 and 5, in subclause 5.2.6.3 describing the procedure when the P-CSCF receives a 1xx or 2xx response to an initial request from the UE.

When the P-CSCF receives a target refresh request from the UE for a dialog, the P-CSCF shall execute the procedure described in step 1) to 5), in paragraph of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a target refresh request.

When the P-CSCF receives any 1xx or 2xx response to the target refresh request described above, the P-CSCF shall execute the procedure described in step 2, in the paragraph of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a 1xx or 2xx  response to a target request from the UE.

Editor’s note: The procedure by the P-CSCF when it receives a stand alone transaction request with an emergency URI is further study.

Editor’s note: The procedure performed by the P-CSCF when it receives a 1xx or 2xx to a stand alone transaction request requires is for further study.

When the P-CSCF receives from the UE subsequent requests other than a target refresh request (including requests relating to an existing dialog where the method is unknown), the P-CSCF shall: shall execute the procedure described in step 1) to 4), in the paragraph  of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a subsequent request.

Editor’s note; The procedure performed by the P-CSCF when the P-CSCF receives from the UE the request for an unknown method (that does not relate to an existing dialog requires is for further study.

When the P-CSCF receives, destined for the UE, a target refresh request for a dialog, prior to forwarding the request, the P-CSCF shall execute the procedure described in step 3, the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives a target refresh request.

When the P-CSCF receives a 1xx or 2xx response to the above request the P-CSCF shall execute the procedure described in step 1 - 3 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives 1xx or 2xx response to a target request.

When the P-CSCF receives any other response to the above request the P-CSCF shall execute the procedure described in step 1 - 2 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives any other response to a target request.

Editor’s note; The procedure performed by the P-CSCF when it receives a stand alone transaction request or a unknown method outside a dialog destined to unregistered user requires further study.

When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a target refresh request (including requests relating to an existing dialog where the method is unknown), prior to forwarding the request, the P-CSCF shall execute the procedure described in steps 2 and 3 of subclause 5.2.6.4 describing when a P-CSCF receives a subsequent request.

When the P-CSCF receives any other response to the above request the P-CSCF shall execute the procedure described in step 1 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives any other response to a subsequent request.

5.2.10.3
Session setup - registered user

If the P-CSCF receives an INVITE request for a registered user the P-CSCF shall inspect the Request URI for known emergency numbers and emergency URIs from these configurable lists. If the P-CSCF detects that the Request-URI of the INVITE request matches one of the numbers in any of these lists, the P-CSCF shall either:

-
not forward the INVITE request. The P-CSCF shall respond to the INVITE request with a 380 (Alternative Service) response (see subclause 5.2.10.1) or

-
replace the received request URI with the URI as specified in draft-ietf-sipping-sos [69], if necessary, and execute the procedure described in step 2, 3, 5, and 6, in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request from the UE.

In addition the P-CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

-
the P-CSCF shall:

-
insert a tel URI associated with the user in the P-Asserted-Identity header; 

-
include the value "emergency" in the Priority header;

- 
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header; and

-
if the E-CSCF is located in another network and local policy requires the application of border control concepts apply to the home network of the E-CSCF, then the P-CSCF shall select an IBCF in the P-CSCF network and add the URI of the selected IBCF to the topmost Route header;

NOTE 1:
It is implementation dependent as to how the P-CSCF obtains the address of the IBCF exit point.

NOTE 2:
It is implementation depdant as to how the P-CSCF obtains the list of E-CSCFs.
If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new E-CSCF or IBCF and forward the INVITE request.
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