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Attachment :
SP-060162 (LS from SA3 “LS on Convergence of security aspects for System enhancements for fixed broadband access to IMS)
3GPP SA thanks 3GPP SA3 for their excellent analysis and clear presentation of the problem statement.
With respect to the two alternatives to document NASS-bundled IMS authentication 3GPP SA recommends alternative 1 of SP-060162, namely to document both stage 2 and stage 3 in a 3GPP SA3 TR. It is believed that this way the consistency of IMS can be best achieved. Both a dedicated TR and the extension of the Early IMS TR 33.978 were considered but it is left to the discretion of 3GPP SA3 how to document it. The documentation of NASS-bundled authentication procedures in 3GPP normative stage 3 specs is inappropriate.

From the perspective of consistency of IMS when used in different environments 3GPP SA recommends the following :

1. It shall be possible to deploy one IMS in a fixed (TISPAN) mobile (3GPP) convergence situation.

2. As a minimum it shall be possible to serve both fixed and mobile subscribers at the same S-CSCF.

3. Incompatibilities with the existing 3GPP authentication schemes shall be avoided. Note that both the IMS AKA (TS 33.203 and TS 24.229) as well as the early IMS security mechanisms (TR 33.978) need to be considered. The joined TISPAN WG 7, 3GPP SA3 meeting on 5 April should be considered an opportunity to explore alignment. 

4. Access independence is a key concept of the IMS. In order to achieve convergence this concept must be preserved. Therefore both 3GPP and non-3GPP IMS specifications / systems should consider IMS-AKA as the authentication of choice and other mechanisms only as preliminary.

5. The recommendations should also be applicable accordingly in similar environments using IMS.

3GPP looks forward to continue the fruitful collaboration in the area of fixed broadband access to IMS

Actions : 

· To SA3 : to develop a TR on NASS-bundled authentication as described above

· To all groups : to take the above recommendation into account

Dates of future meetings : 

· 04-07 April 
3GPP SA3 – Athens
· 05      April 
Joint TISPAN-WG7 / 3GPP SA3

· 05-08 June
3GPPSA#32  Warsaw
