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INTRODUCTION

This document discusses issues around the priority schemes to be used for emergency service. In particular it discusses the adaptation of RFC 4412 and the use of resource priority header for emergency. 

An issue that comes up with regards to emergency is special treatment of emergency session as queuing and pre-empting. 

A summary of what is stated in TS 23.167

-
No requirements of special treatment between UE and P-CSCF 

-
IM CN subsystem shall apply special treatment of an emergency session compared to normal sessions. 

What are mentioned as special treatment are filtering, higher priority, routing and QoS.

When it comes to translate this into Stage 3 requirements there are some information in different RFCs that are useful.

1) RFC 3261 specifies a Priority header which can carry a value of emergency. The following is stated for the privacy header. 

"The Priority header field indicates the urgency of the request as perceived by the client. The Priority header field describes the priority that the SIP request should have to the receiving human or its agent.  For example, it may be factored into decisions about call routing and acceptance.  For these decisions, a message containing no Priority header field SHOULD be treated as if it specified a Priority of "normal".The Priority header field does not influence the use of communications resources such as packet forwarding priority in routers or access to circuits in PSTN gateways.  The header field can   have the values "non-urgent", "normal", "urgent", and "emergency",but additional values can be defined elsewhere.  It is RECOMMENDED that the value of "emergency" only be used when life, limb, or property are in imminent danger.  Otherwise, there are no semantics defined for this header field.

2)
RFC 4412 specifies two headers Resource-Priority and Accept-Resource-Priority 

For the Resource-Priority header the following is stated. 

SIP request with a 'Resource-Priority' indication can be treated differently in these situations:

1)
The request can be given elevated priority for access to PSTN gateway resources, such as trunk circuits.

2.
The request can interrupt lower-priority requests at a user terminal, such as an IP phone.

3.
The request can carry information from one multi-level priority domain in the telephone network (e.g., using the facilities of Q.735.3 [Q.735.3]) to another, without the SIP proxies themselves inspecting or modifying the header field.

4
In SIP proxies and back-to-back user agents, requests of higher priorities may displace existing signaling requests or bypass PSTN gateway capacity limits in effect for lower priorities.

The 'Accept-Resource-Priority' header is combined with the Resouce-Priority field, sent in responses, enumerates the resource values (r-values) a SIP user agent server is willing to process. (This does not imply that a call with such values will find sufficient resources and succeed.)  

In addition the same RFC compares the Priority header with the Resource Priority header. 

The Resource-Priority header field is related to, but differs in semantics from, the'Priority' header field ([RFC3261], Section 20.26). The 'Priority' header field describes the importance that the SIP request should have for the receiving human or its agent.  For example, that header may be factored into decisions about call routing to mobile devices and assistants and about call acceptance when the call destination is busy.  The 'Priority' header field does not affect the usage of PSTN gateway or proxy resources, for example.  In addition, any User Agent   Client (UAC) can assert any 'Priority' value, and usage of 'Resource-Priority' header field values is subject to authorization. 

Looking at the analysis it seems that the Priority header and the Resourse-Priority header is complementary. In TS 24.229 the priority header is already included. So the rest of the document discusses the possible adoption of the Resource-Priority and Accept-Priority header for emergency session.

It is not clearly stated in Stage 2 what kind of priority mechanism that shall be used. By adopting the Resource-Priority Header we in principle will adopt a priority scheme with different values, where different networks can apply the value it wants/forced to use. 

In many fixed PSTN networks there is a requirement to handle emergency call with a higher priority than for normal calls. In their ISUP there is some value(s) that indicate(s) emergency priority. The coding of the emergeny priorit(y)ies in ISUP is not internationally standardised. However many national networks apply their own solution.

The conclusion of the last statements is that there exist requirements which justify that the Resource-Priority and Accept-Resource-Priority shall be used for emergency service.

NAMESPACE

The ABNF for Resource-Priority is 

Resource-Priority  = "Resource-Priority" HCOLON

                           r-value *(COMMA r-value)

      r-value            = namespace "." r-priority

      namespace          = token-nodot

      r-priority         = token-nodot

      token-nodot        = 1*( alphanum / "-"  / "!" / "%" / "*"

                                  / "_" / "+" / "`" / "'" / "~" )

The actual priority value (r-value) consists of two parts: A namespace and the actual priority value inside that namespace.

The RFC defines five different namespaces. It is possible to define additional namespece value.

1)
The "DSN" Namespace

The DSN namespace comes from the name of a US government network called "The Defense Switched Network".

The DSN namespace has a finite list of relative priority-values,listed below from lowest priority to highest priority:

-
(lowest)  dsn.routine

-
dsn.priority

-
dsn.immediate

-
dsn.flash

-
(highest) dsn.flash-override

The DSN namespace uses the preemption algorithm

2)
The "DRSN" Namespace

The DRSN namespace comes from the name of a US government network, called "The Defense RED Switched Network".

The DRSN namespace defines the following resource values, listed from lowest priority to highest priority:

-
(lowest)  drsn.routine

-
drsn.priority

-
drsn.immediate

-
drsn.flash

-
drsn.flash-override

-
(highest) drsn.flash-override-override

The DRSN namespace uses the preemption algorithm

3)
The "Q735" Namespace

Q.735.3 [Q.735.3] was created to be a commercial version of the nationally equivalent DSN specification for Multi-Level Precedence and Preemption (MLPP).  

The Q735 namespace defines the following resource values, listed from lowest priority to highest priority:

-
(lowest)  q735.4

-
q735.3

-
q735.2

-
q735.1

-
(highest) q735.0

The Q.735 namespace uses the preemption algorithm

4).
The "ETS" Namespace

The ETS namespace derives its name indirectly from the name of the US government telecommunications service, called "Government EmergencyTelecommunications Service" (or GETS), though the organization responsible for the GETS service chose the acronym "ETS" for its GETSover IP service, which stands for "Emergency Telecommunications

   Service".

The ETS namespace defines the following resource values, listed from lowest priority to highest priority:

-
(lowest)  ets.4

-
ets.3

-
ets.2

-
ets.1

-
(highest) ets.0

The ETS namespace uses queuing algoritm

5)
The "WPS" Namespace

   The WPS namespace derives its name from the "Wireless Priority Service", defined in GSM and other wireless technologies.

The WPS namespace defines the following resource values, listed from lowest priority to highest priority:

-
(lowest)  wps.4

-
wps.3

-
wps.2

-
wps.1

-
(highest) wps.0

The WPS namespace uses queuing algoritm.

The RFC states that “a single SIP request MAY contain resource values from multiple namespaces.  As noted earlier, an RP actor disregards all namespaces it does not recognize.  This specification only addresses the case where an RP actor then selects one of the remaining resource values for processing, usually choosing the one with the highest relative priority”.

It is RECOMMENDED that the same ordering be used across an administrative domain. However, there is no requirement that such ordering be the same across all administrative domains.

The RFC also states: 

"Organizations considering the use of the Resource-Priority header field should investigate whether an existing combination of namespace and priority-values meets their needs.  For example, emergency first responders around the world are discussing utilizing this mechanism for preferential treatment in future networks.  Jurisdictions SHOULD attempt to reuse existing IANA registered namespaces where possible, as a goal of this document is not to have unique namespaces per jurisdiction serving the same purpose, with the same usage of priority levels. This will greatly increase interoperability and reduce development time, and probably reduce future confusion if there is ever a need to map one namespace to another in an interworking function.

ISSUES

Shall the Resource-Priority and Accept-Priority be accepted for emergency session? 

Shall queuing or pre-empting algorithm or both be adopted ?  

Shall all networks support all name spaces ? So it is possible to pick any value.

Shall the resource priority header definition only be adopted inside a network or shall it be adopted also be adopted between networks? 

Which name spaces shall be adopted? 

-
for the NNI.? 

· inside one network.

Shall we define a new namespace emergency? This seems to be the intention of Packet cable. 

If we choose a pre-empting scheme it also means that RFC 4112 shall be adopted.

