Page 1



3GPP TSG-CT1 Meeting #42
Tdoc C1-060868
Sophia Antipolis, France, 8-12 May 2006
	CR-Form-v7.1

	CHANGE REQUEST

	

	(

	24.229
	CR
	1336
	(

rev
	-
	(

Current version:
	7.3.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Some corrections according to the latest TS 23.167

	
	

	Source:
(

	Huawei

	
	

	Work item code:
(

	EMC1
	
	Date: (

	20/04/2006

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Ph2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)


	
	

	Reason for change:
(

	SA2 has concluded some clarifications dedicated to P-CSCF, S-CSCF and E-CSCF in emergency call:

1. P-CSCF and E-CSCF are always located in the same network, this is the visited network when the UE is roaming;
2. Remove the requirement that the S-CSCF may detect an emergency call. This function is already provided by the P-CSCF in the visited or home network;
3. P-CSCF and not E-CSCF may respond to the UE with an indication to establish the emergency call in the CS domain.
The latest 23.167 has reflected these changes while 24.229 has not.

	
	

	Summary of change:
(

	To correct some statement with regard to P-CSCF, S-CSCF and E-CSCF 

	
	

	Consequences if 
(

not approved:
	The document is not consistent with the latest TS 23.167.

	
	

	Clauses affected:
(

	5.2.10.2, 5.2.10.3, 5.4.8.1, 5.4.8.8, 5.11.2 

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.

*** FIRST CHANGE ***
5.2.10.2
Session setup - unregistered user

Editor’s Note: It is assumed that the only case in which a emergency INVITE can be received from an unregistered user is, when in the related UE no UICC is available. Nevertheless TR 23.167 states, that even these UEs must register via an emergency APN prior to sending an emergency INVITE request. It is therefore not clear whether this subclause is at all in-line with stage 2 requirements.

If the P-CSCF receives an INVITE request for a non registered user, the P-CSCF shall inspect the Request URI for known emergency numbers and emergency URIs from the configurable lists described in subclause 5.2.10.1. If the P-CSCF detects that the Request-URI of the INVITE request matches one of the numbers in any of these lists, the P-CSCF shall either not forward the INVITE request. The P-CSCF shall then respond to the INVITE request with a 380 (Alternative Service) response, if the UE shall use the CS domain, see subclause 5.2.10.1; or: 

1)
replace the received request URI with the URI as specified in draft-ietf-sipping-sos [69], if necessary;

2)
include the value "emergency" in the Priority header;

3) 
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header;

NOTE 1:
How the list of E-CSCF is obtained by the P-CSCF is implementation dependent.


4)
execute the procedure described in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request from the UE and subclause 5.2.7.2 except for: 

- 
verifying the preloaded route against the received Service-Route header;

- 
removing the P-Preferred-Identity header; and 

- 
inserting a P-Asserted-Identity header.

Editor’s note: Whether the P-CSCF shall add any identity into the P-Asserted-Identity header requires further study.

If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new E-CSCF and forward the INVITE request.
When the P-CSCF receives any 1xx or 2xx response to the above INVITE request, the P-CSCF shall execute the procedure described in step 1, 2, 3 and 5, in subclause 5.2.6.3 describing the procedure when the P-CSCF receives a 1xx or 2xx response to an initial request from the UE.

When the P-CSCF receives a target refresh request from the UE for a dialog, the P-CSCF shall execute the procedure described in step 1) to 5), in paragraph of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a target refresh request.

When the P-CSCF receives any 1xx or 2xx response to the target refresh request described above, the P-CSCF shall execute the procedure described in step 2, in the paragraph of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a 1xx or 2xx  response to a target request from the UE.

Editor’s note: The procedure by the P-CSCF when it receives a stand alone transaction request with an emergency URI is further study.

Editor’s note: The procedure performed by the P-CSCF when it receives a 1xx or 2xx to a stand alone transaction request requires is for further study.

When the P-CSCF receives from the UE subsequent requests other than a target refresh request (including requests relating to an existing dialog where the method is unknown), the P-CSCF shall: shall execute the procedure described in step 1) to 4), in the paragraph  of subclause 5.2.6.3 describing the procedure when the P-CSCF receives a subsequent request.

Editor’s note; The procedure performed by the P-CSCF when the P-CSCF receives from the UE the request for an unknown method (that does not relate to an existing dialog requires is for further study.

When the P-CSCF receives, destined for the UE, a target refresh request for a dialog, prior to forwarding the request, the P-CSCF shall execute the procedure described in step 3, the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives a target refresh request.

When the P-CSCF receives a 1xx or 2xx response to the above request the P-CSCF shall execute the procedure described in step 1 - 3 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives 1xx or 2xx response to a target request.

When the P-CSCF receives any other response to the above request the P-CSCF shall execute the procedure described in step 1 - 2 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives any other response to a target request.

Editor’s note; The procedure performed by the P-CSCF when it receives a stand alone transaction request or a unknown method outside a dialog destined to unregistered user requires further study.

When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a target refresh request (including requests relating to an existing dialog where the method is unknown), prior to forwarding the request, the P-CSCF shall execute the procedure described in steps 2 and 3 of subclause 5.2.6.4 describing when a P-CSCF receives a subsequent request.

When the P-CSCF receives any other response to the above request the P-CSCF shall execute the procedure described in step 1 in the paragraph of subclause 5.2.6.4 describing when the P-CSCF receives any other response to a subsequent request.

5.2.10.3
Session setup - registered user

If the P-CSCF receives an INVITE request for a registered user the P-CSCF shall inspect the Request URI for known emergency numbers and emergency URIs from these configurable lists. If the P-CSCF detects that the Request-URI of the INVITE request matches one of the numbers in any of these lists, the P-CSCF shall either:

-
not forward the INVITE request. The P-CSCF shall respond to the INVITE request with a 380 (Alternative Service) response if the UE must use the CS domain (see subclause 5.2.10.1) or

-
replace the received request URI with the URI as specified in draft-ietf-sipping-sos [69], if necessary, and execute the procedure described in step 2, 3, 4, 5, and 6, in subclause 5.2.6.3 dealing with the procedure when the P-CSCF receives an initial request from the UE.

In addition the P-CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

-
the P-CSCF shall:

-
insert a tel URI associated with the user in the P-Asserted-Identity header; 

-
include the value "emergency" in the Priority header;

- 
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header; and



NOTE 1:
It is implementation depdant as to how the P-CSCF obtains the list of E-CSCFs.
If the P-CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P-CSCF shall select a new E-CSCF and forward the INVITE request.
*** SECOND CHANGE ***
5.4.8
Emergency service

5.4.8.1
General
S-CSCF shall handle the emergency registration as per the needs of the normal registration.
Editor's note:  This subclause needs furthehr study related to the differences between emergency registration and nomral registration. Emergency registration may have an impact on Cx interface, so we may cooperate with CT4 in futher study.




5.4.8.2
Initial emergency registration or user-initiated emergency reregistration

When the S-CSCF receives a REGISTER request without an "integrity-protected" parameter, or with the "integrity-protected" parameter in the Authorization header set to "no" and the To header includes an emergency public user identity the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.1.

Editor’s note: The need for an emergency service indication in the REGISTER request is for further study. The header Priority defines an “emergency indication”. However it is only defined for INVITE. Also investigate draft-ietf-sip-resource-priority for its applicability.

When the S-CSCF receives a REGISTER request with the "integrity-protected" parameter in the Authorization header set to "yes", the S-CSCF shall identify the user by the public user identity as received in the To header and the private user identity as received in the Authorization header of the REGISTER request the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.2 with the following additions:

-
the S-CSCF shall not include a Service-Route in the 200 (OK) to the REGISTER request; and

-
the S-CSCF shall not send any third-party REGISTER requests to any AS.

5.4.8.3
User-initiated emergency deregistration

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero and the To header includes an emergency public user identity as specified in 3GPP TS 23.003 [3], the S-CSCF shall perform the actions as specified in subclause 5.4.1.4.

Editor’s note:
Due to the general requirement for call-backs, the UE shall not actively de-register in the case of emergency calls. It is either the network (S-CSCF) that deregisters the user (by means of registration-state event information) or the user switches off the UE. How the S-CSCF gets aware when the user can be deregistered in the case of emergency registration seems to be out of the scope of this specification. 

5.4.8.4
Network-initiated emergency deregistration

When a network-initiated deregistration event occurs for the emergency public user identity as specified in 3GPP TS 23.003 [3] the S-CSCF shall perform the actions as specified in subclause 5.4.1.5.
5.4.8.5
Network-initiated emergency reauthentication

When the S-CSCF wants to reauthenticate an emergency public user identity, the S-CSCF shall perform the actions as described in subclause 5.4.1.6.

Editor's note; Whether application servers are notified about the registration status of an emergency public user identity is for further study.

5.4.8.6
Subscription to the event providing registration state

If a S-CSCF receives a SUBSCRIBE request addressed to S-CSCF containing the Event header with the reg event package regarding a emergency public user identity, the S-CSCF shall perform the actions as specified in subclause 5.4.2.1.1.

5.4.8.7
Notification of the registration state

When the S-CSCF sends a NOTIFY request addressed to an emergency public user identity regarding its subscription state, the S-CSCF shall perform the actions as specified in subclause 5.4.2.1.2.











*** THIRD CHANGE ***
5.11
Procedures at the E-CSCF

5.11.1
General

The E-CSCF is involved in the following aspect of an emergency session:

-
setting up a session to an PSAP, and

-
setting up a session from an PSAP; 

The PSAP may either be directly connected to the IM CN subsystem or via the PSTN.

Editor’s Note: It needs to be decided what information the E-CSCF uses to determine the above choice.

Editor’s Note: Whether the interactions with the LRF need to be stated here is for further investigation.

5.11.2
UE originating case

Editor’s Note: It seems useful to mention explicitly here that the below text applies to two cases. Case 1: The INVITE is forwarded to the PSAP in the IP network. Case 2: The INVITE is forwarded to the MGCF, as the PSAP resides in the PSTN.

Upon on a receipt of an INVITE request including a Request URI with an emergency URI the E-CSCF shall: 

1)
respond with a 100 (Trying) provisional response;

2)
remove its own SIP URI from the topmost Route header;

3)
store the value of the icid parameter received in the P-Charging-Vector header and remove the received information in the the P-Charging-Vector header;

4)
remove the P-Charging-Function-Addresses headers, if present;

5)
insert an orig-ioi parameter into the P-Charging-Vector header. The E-CSCF shall set the orig-ioi parameter to a value that identifies the sending network. The E-CSCF shall not include the term-ioi parameter;

6)
based on location information and optionally type of emergency service, as received in the media feature tag in the Accept-Contact header select:

- 
a PSAP connected to the IM CN subsystem network and add the EC or PSAP URI to the topmost Route header; or

-
a PSAP in the PSTN, add the BGCF URI to the topmost Route header and add a tel URI to the Request URI used in the PSTN/CS domain to address the emergency centre;

NOTE:
The E-CSCF can require requesting a LRF to get the location information.

7)
if due to local policy or if the PSAP or EC requires interconnect functionalities (e.g. the EC or PSAP address is of an IP address type other than the IP address type used in the IM CN subsystem), the request shall be forwarded to the PSAP/EC via an IBCF in the same network, put the address of the IBCF to the topmost route header;

8)
 create a Record-Route header containing its own SIP URI;

9)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the E-CSCF is able to release the session if needed; and

10)
route the request based on SIP routeing procedures.

Editor’s Note: It needs to be investigated whether the E-CSCF also needs (under specific circumstances) to release an emergency session.

Editor’s note: It has to be investigated whether emergency procedures also apply to non-INVITE requests (e.g. MESSAGE, OPTIONS) and also whether the E-CSCF is responsible for rejecting inapplicable methods.

Upon receipt of an INVITE request that does not include a Request URI with an emergency URI, the E-CSCF shall reject the call by sending a 403 (Forbidden) response.





 

5.11.3

UE terminating case

Editor’s note: This subclause will describe the involvement of the E-CSCF in a call from a PSAP if the E-CSCF is involved in a call back.

�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


�PAGE \# "'Page: '#'�'"  �� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .�The list is also included in a MS Excel file included in the zip file containing the CR cover sheet template.


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/archive/21_series/21.900/" ��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. correction).


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�PAGE \# "'Page: '#'�'"  �� This is an example of pop-up text.





CR page 1

