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1. Overall Description:

3GPP WG CT1 has discussed the usage of the Realm parameter during the user authentication procedure. 
In case of a UE having no ISIM, the UE uses a realm that is derived from the IMSI. The following proposals were discussed:
1. that the S-CSCF sets the realm in WWW-Authenticate to the value that was received in the realm field in the Authorization header field of the initial REGISTER request. 
2. that, the S-CSCF uses its home network domain name (e.g. operator.com) as realm in the WWW-Authenticate. The UE then has to take the realm as received in the 401 response and would use this realm in the next Register.
3GPPCT1 could not agree on one of the solutions above.

Solution 1:

some companies raise concerns that it is not be appropriate for the network to just copy a realm value that was received from the UE. Anyhow the value received in the first REGISTER was only received for formal reasons.
Soluion2:

some companies raised concerns that this contradicts with SIP digest as of RFC3261 which defines SIP authentication credentials to be only valid within one realm. The digest authentication scheme is the base of IMS-AKA as of RFC3310. 
CT1 wants to point out, that every solution should work in the case that the UE has no ISIM, i.e. uses IMSI derived parameters during registration as well with the case that the UE is equipped with ISIM and uses parameters read from the ISIM .
2. Actions:

To SA3 group.

ACTION: 
3GPP CT1 kindly asks 3GPP SA3 to advise 3GPP CT1 on the correct usage of the realm parameter.
3. Date of Next TSG-CT1 Meetings:
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