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Overview

This contribution proposes CT1 specify that for Management Objects and other OMA Device Management provisioning and management functions that are supported in a Release 7 UE the version of OMA DM to be used shall be version 1.2 or higher. OMA Device Management version 1.2 is the latest Enabler for Device Management and it supports a variety of functions for provisioning and managing a UE over-the-air. Moreover OMA DM v1.2 is the successor of OMA DM v1.1.2 and does not contain dependencies on the older WAP Forum Client Provisioning protocols as does OMA DM v1.1.2 .  
OMA DM v1.1.2 requires a UE is to be provisioned over-the-air using Client Provisioning v1.1 protocols to initialize the mobile. Once provisioned OMA DM v1.1.2 or higher can be used to manage the UE (also referred to a Continuous Provisioning in WAP Forum terminology). OMA DM v1.2 removes this dependency on Client Provisioning protocols and allows that OMA DM v1.2 can be used to provision and manage a mobile without the aid of Client Provisioning. 

Adopting OMA DM v1.2 as the version for use in Release 7 mobiles will reduce complexity and costs for mobile manufacturers by requiring only one set of device management protocols be incorporated in the UE. 

Background

The Open Mobile Alliance (OMA) was created in 2002 and inherited work from several organizations. The OMA Device Management working group inherited work from the WAP Forum and the SyncML Consortium:
· The WAP Forum work on Client Provisioning (CP) for over-the-air management of mobiles has been maintained by the DM. The latest available version is OMA CP 1.1.

· The SyncML Consortium work included over-the-air synchronization and continuous configuration of devices. The SyncML protocol was adopted by OMA DM as the main protocol for over-the-air management. This is the DM Protocol with version 1.1.2 was released in early 2004. The latest version 1.2 was released in mid 2005.
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[image: image2.emf][image: image3.emf][image: image4.emf]It should be noted that CP and OMA DM use different data formats for storage of state information on the device. In CP (see figure 1) the data is packed in provisioning documents called Application Characteristics (AC). 

Figure 1: Provisioning in CP 1.1

The OMA DM WG created the concept of a Management Tree that exposes to a DM Server all the data provisioned in the device in the form of Management Objects (MO). In this way a DM Server can manage aspects of the device, such as firmware and communications bearers via the corresponding MO (e.g. the IMS MO in TS 24.167). Figure 2 shows the use of the DM Management Tree. In DM 1.2 Smart Cards can also provide initial connectivity information (e.g. the DM Server address) if the device supports the bootstrap profile.
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Figure 2: Provisioning of the Management Tree in DM 1.2
The CP Application Characteristic is used in a similar way to the managed objects in the OMA DM Management Tree although the two structures are so substantially different that they cannot be managed by the alternate servers i.e. an OMA DM Server cannot manage data in the CP format and a CP Server cannot manage data in an OMA DM Client Management Tree.
Some mobiles support both CP and OMA DM. In these cases a typical scenario is where CP is used to provision (bootstrap) the mobile and OMA DM is used for ongoing management. The data that is initially provisioned in the mobile using CP is transferred via a mapping mechanism to an OMA DM Management Tree managed object. From that point the OMA DM protocols can manage the device.

Justification for support of DM 1.2
OMA DM 1.2 is the latest enabler from the OMA DM working group. DM 1.1.2 has had 55 CRs applied to it to create DM 1.2 and these changes include updates to security, protocols, and managed objects. In addition there are a number of new features being developed for OMA DM that are dependant on DM 1.2, these include: Firmware Update Management Object, Diagnostics and Monitoring, Scheduling, SmartCard Management, Connectivity Managed Objects and Web Services Interface (for DM Server only). 

A 3GPP Release 7 UE would most likely support these features and therefore needs to support DM 1.2 or higher . DM 1.1.2 carries with it the legacy of the WAP Forum Client Provisioning v1.1 for bootstrapping the mobile and therefore requires the CP protocols to be supported. This dependency is removed with DM v1.2 (see OMA DM Change Request OMA-DM-2004-0221R07-CR-DM-Bootstrap-for-DM).

Currently OMA DM 1.2 is in OMA Candidate Enabler status which means it is functionally frozen, under change control and Interoperability testing is being conducted by many vendors. Once Interoperability testing is completed OMA DM 1.2 will transition to Approved Enabler status. This is currently expected to happen sometime during 2006 which aligns with the 3GPP release 7 schedule.
Future work on OMA DM is currently under discussion, but a new version of the DM specifications is not expected until late 2006 or 2007 at the earliest.

The inclusion of both Client Provisioning and OMA DM protocols is an interim step for UE manufacturers as both CP and OMA DM infrastructure have been deployed by Operators. But as OMA DM becomes more widely deployed the need to support the CP protocols in new UEs diminishes. Also UEs that support both CP and OMA DM have the potential to be misconfigured by having the same set of features managed differently by each protocol suite. Therefore is it is not only sensible from a cost perspective but also from a user service perspective to ensure the mobile is correctly managed at all times and that is best done by using only one device management and provisioning mechanism

Proposal
3GPP CT1 agree to mandate the use of OMA DM v1.2 and higher for the release 7 IMS MO specified in TS 24.267 and for all release 7 UE Management Objects that utilise the OMA Device Management protocols in Release 7.
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