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	Reminder to Individual Members and the persons making the technical proposals about their obligations under their respective Organizational Partners IPR Policy:

I draw your attention to your obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP
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	C1-060233
	Network selection workshop conclusions
	Ericsson / Atle
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	Input Liaison statements

Monday
	
	
	Source
	To / CC
	

	
	
	C1-060141
	Question on S-CSCF reassignment feature during the initial registration procedure when user is in the unregistered state
	CT4
	CC
	Noted

In 23.228 one requirement for S-CSCF reassignment is found as follows:


5.1.2.3
Re-assignment of a Serving CSCF

Re-assignment of a S CSCF shall be possible in the following cases:

-
The S CSCF that was previously assigned is unavailable during registration.

-
In the initial registration, when the S CSCF has been allocated for the unregistered user.”

To fulfil above requirements, in the stage 3 TS 29.228 it is indicated that the HSS will send both S-CSCF name and S-CSCF capability parameter as a feedback to I-CSCF in the User Registration Status query procedure when the User is in the “Unregistered State” (i.e. registered as a consequence of a terminating call or there is an S-CSCF keeping the user profile stored) and the HSS assumes that the re-assignment of a new S-CSCF may be necessary.
· In which case does HSS know that a reassignment of S-CSCF is possibly necessary so as to send both S-CSCF name and capability when the user is in the unregistered state? 

· CT4 would also like SA2 to clarify whether the operator preference is a valid case as to the question in above bullet.

	
	
	C1-060142
	Reply to LS on time to MBMS data transfer coding
	CT4
	CC
	Noted

CT4 has considered the size and coding of the time to MBMS data transfer IE and CT4 agree to the size and coding proposed by GERAN. CT4#29 has agreed on a CR (29.060-569) to include the related changes in 3GPP Release 6 Stage 3. 

	
	
	C1-060143
	LS on Sharing of Location Information between SIM and USIM applications
	CT4
	CC
	Noted

CT4 believes that sharing the EFLoci file between the SIM and USIM applications on the UICC would resolve this issue as an updated LAI and TMSI will be used to attach.   CT4 is investigating possible solutions to solve this problem in the Core Network, but would request CT6 to investigate the possibility of mandating the sharing of the location information in the EFLoci file between the SIM and USIM applications.  CT4 realises that mandating this behaviour in releases that may have been frozen for a length time may be difficult, but requests CT6 to investigate this solution for releases where the impact may be less.

	
	
	C1-060144
	LS on: WLAN service configuration parameters for mobile device provisioning and management purposes
	CT6
	To
	Noted
Forwarded from CT1#40-bis


CT6 would like to thank OMA DM for communicating their intentions to provision and manage 3GPP I-WLAN (Interworking WLAN) bearers configuration parameters. CT6 would like to point out that it is only one of the 3GPP groups that is affected and that a response from other 3GPP groups should be consulted before progressing this matter. 

Result of the analysis:

During the preliminary investigation, 3GPP-CT6 (smartcard working group) has identified a number of parameters provided in the OMA-LS exists in CT6 specifications since Release-6 and involve the use of the UICC/USIM/SIM.
CT6 will initiate a detailed review of the parameters in due course and looks forward to future co-ordination with OMA DM on WLAN, Device Management and UICC related matters.

The other addressed 3GPP groups are asked to review the impact this may have on their specifications.

	
	
	C1-060145
	LS to clarify the requirements for handling of IOI
	CT
	CC
	Noted

CT discussed the stage 3 changes needed due to the latest stage 2 requirements for IOI handling. The WG agreed CRs could not be approved as part of the requirements for sending the IOI (related to type 2 IOI) from the S-CSCF to the AS was challenged.

In TS 24.229 (Release 5 and up to now in release 6) the S-CSCF sends up the identity of the originating network in the Invite if this is received from another network. The S-CSCF also sends up the identity of the network where the call is terminated. This allows the AS to know which operators that originates and terminates the call, which might be important under certain accounting scenarios.

	
	
	C1-060146
	Reply LS on Problem with MMS Hubbing
	CT
	To
	Noted
CT agrees that a solution is indeed required within the timescale of Release 6 of the 3GPP specifications. 

TSG-CT informs GSMA IREG PACKET that several interested companies active in OMA MWG MMSG have identified a potential SMTP layer solution. One advantage of this solution is that small additions to some of the existing message contents in 3GPP TS 23.140 may be the only impact on 3GPP specifications. 

CT1 and OMA MWG MMSG are therefore requested to examine the proposed SMTP layer solution in the first instance, and to produce any necessary change requests to the Release 6 MMS specifications in any event, for approval at CT# 31.

	
	
	C1-060147
	Reply LS on Security key set change on PS handover
	GERAN
	CC
	Noted

GERAN promised  that SA3 would be informed as soon as any result concerning the following issues raised in that LS had been reached by GERAN2:

· Reducing the amount of data sent unprotected before ciphering can be started during PS handover when the target system is GERAN A/Gb mode.


· Clarifying security context maintenance within 43.129.

GERAN2 has now agreed the enclosed CR, in which:

· It is clarified that ciphering can be  started as soon as data starts to flow in the new cell, i.e. no data has to be sent unprotected.


· References to 33.102 and 29.060 have been introduced instead of describing in TS 43.129 all cases of security context maintenance.

	
	
	C1-060148
	Addition of Repeated SACCH capability indicator
	GERAN
	To
	Is a reply LS needed?
The CRs split to C1-060425 – 26 

GERAN would like to inform CT1 that an enhancement to the slow associated control channel (SACCH) has been introduced in Rel-6, referred to as the Repeated SACCH.

GERAN has previously introduced a corresponding enhancement to the fast associated control channel (FACCH) in release 6, denoted the Repeated Downlink FACCH. Since both FACCH and SACCH are essential for operation of speech channels and since there is a large interest for a swift solution to the mentioned problem, TSG GERAN has introduced also the Repeated SACCH in release 6.

Knowledge of MS support of the Repeated SACCH is considered important for proper operation. This is necessary since an unreliable trial-and-error approach would otherwise have to be used to determine MS support for Repeated SACCH. Also, since this is not possible before the channel is assigned, the possibilities for radio resource management would be limited. Further, BSS would misinterpret the information sent by the MS on SACCH if it incorrectly assumes that Repeated SACCH is used by the MS. Finally, the possibilities for radio network performance evaluation would be limited without this knowledge.

It is necessary for a mobile station to indicate its support for Repeated SACCH. During the GERAN #27 meeting the attached CRs to 24.008 to include this indication in the Mobile Station Classmark 3 IE were rewed and endorsed.

	
	
	C1-060149
	LS on Problem with MMS Interworking
	IREG
	To
	Noted
a standardised solution is needed that provides for an MM4_Forward.RES message to traverse the same path as for its associated MM4_Forward.REQ message. The solution also needs to be flexible enough to be re‑used for other .REQ/.RES messages e.g. MM4-delivery and MM4-read-reply reports REQ/RES, and allow for a greater number of MMS IPs to be traversed as possible with the least amount of restrictions on naming/addressing of such MMS IPs.

This requirement is market critical and as such needs to be met as soon as possible, using present standards or where changes are needed then these changes nevertheless will be available as CRs to present releases of appropriate standards (e.g. 3GPP Rel‑6).

GSMA IREG Packet kindly request 3GPP TSG‑CT and 3GPP TSG‑CT WG1 to provide a standardised solution as soon as possible to enable the same intermediate nodes (MMS IPs) to be traversed in the forward and reverse path for end to end delivery of an MM, respecting the high‑level requirements as detailed in the previous section.

	
	
	C1-060150
	LS Response to USIM Provisioning of QoS for data
	OMA DM
	CC
	Noted
OMA Device Management group thanks 3GPP-CT6 for the liaison on provisioning of QoS for service connectivity. The group has discussed the request given and provides the following answers:

1) If an application MO also specifies for example QoS and is using the Connectivity MO then the application MO specification must also specify how the QoS parameters are used in conjunction with the Connectivity MO (e.g. including priority as 3GPP has already done in the IMS MO specification). For more detail on IMS MO please contact 3GPP CT1.

2) The Device Management Smart Card v1.0 enabler is still defining requirements and a CR proposal to support larger files has been recently agreed. The data already included in specific elementary files of the USIM can be populated in the device if the corresponding procedures are provided to do so (e.g. see IMS MO).

In the case of the DM v1.2 enabler, DM Bootstrap profile has, anyway, this size limitation of 32kbyte but Connectivity MO’s as specified should fit into that area.

Support for synchronization and continuous provisioning are also in scope for the Smart Card enabler.

OMA-DM has not started work for the next release of OMA DM 1.2 so we do not have any time plans for when extensions to DM 1.2 will be ready. The functionality you are requesting will most likely be fully addressed by the upcoming Smart Card Enabler. 

OMA-DM also plan to release a White Paper in the future that is describing recommendations and best practice on how to create Management Objects, including how to use the Connectivity MO.

	
	
	C1-060151
	Reply LS on Application level clock for synchronization of BM-SC with the UEs supporting MBMS
	RAN2
	CC
	Noted
RAN2 discussed the issue with the conclusion that there are no feasible methods in UTRAN to provide clock synchronisation between UE and network including BM-SC.

RAN2 would also note that UTRAN specification are defined in such a way that UE is able to receive MBMS bearer services that it has activate (joined in case of MBMS multicast mode or activated locally in case broadcast mode) without any clock synchronisation between UE and NW on radio or application level.

	
	
	C1-060152
	Reply LS on NAS expectations on message delivery during PS Handover
	RAN2
	To
	Noted
CT1 requested that RAN2 provide further information on the time in which the CS domain will be unavailable after GERAN-Gb to UTRAN PS handover, to allow CT1 to assess the second of questions posed by RAN2 in the initial LS. RAN2 can provide the following information: The longest service CS domain service outage for a UE, in association to PS handover, would be in the scenario where the source and target RATs are operating in different Location Areas. This service outage is delimited by the UE receiving the PS Handover command on the GERAN cell and the UE receiving the Location Area Update Accept message on the target UTRAN cell. This service outage is made up of the following parts:

a) UE switching from the GERAN to UTRAN access 

b) Access and sending of “Handover to UTRAN complete” message 

c) Reception of UTRAN Mobility Information message 

d) Location Updating procedure 

The total service outage of this procedure is believed to be in the order of 2-5 seconds, with the main constituent being the completion of the Location Updating procedure. In step b) the RRC will indicate to the NAS that the CS domain is not available for 180ms approximately.

The CS service outage for the above described procedure is expected to be no worse than the scenario where the UE completes cell reselection between GERAN and UTRAN. This is because when arriving on the target UTRAN cell, the UE has to read the system information before transiting from idle to RRC connection state to perform the Location Updating procedure. 

Any additional delay introduced by the UE being provided the CS domain CN information by the network (in the UTRAN Mobility Information message) should be similar to the reduction of delay from faster completion of the Location Updating procedure (because the UE is starting the procedure from Cell_DCH state) and therefore should not affect the total CS domain NAS service outage significantly.

From the perception of the CS domain in the UE, the main difference between cell reselection and PS Handover is the immediate availability of a dedicated physical channel in the latter.

	
	
	C1-060153
	Reply LS on time to MBMS data transfer coding
	RAN3
	CC
	Noted
RAN3 has considered the size and coding of the time to MBMS data transfer IE and agree to the size and coding proposed by GERAN2, where the range for the time to MBMS data transfer values has been set to [1s ÷ 256s], the granularity is equal to 1s, and the size of the value part of the IE has been set to 1 octet.

RAN3 has agreed on the CR against RANAP in R3-051321 (attached) to include the related changes in 3GPP Release 6 Stage 3.

Moreover RAN3 noted that there are cases in which the MBMS SESSION START message can be received by the RNC when the data transfer from the BM-SC is already ongoing (e.g. in case of a late RNC Registration as a consequence of an Iur UE Linking). In these cases RAN3 assume that the involved CN nodes will provide the proper value of the Time to MBMS Data Transfer IE. 

	
	
	C1-060154
	Reply LS on support for simultaneous WLAN direct IP access sessions
	SA2
	To
	Reply LS is needed.

SA2 acknowledges SA3’s conclusion that allowing simultaneous WLAN Direct IP Access sessions does not introduce any new security risk. However SA2 is not aware of any use-case except the pre-authentication that would require simultaneous WLAN Direct IP Access sessions. And SA2 has concerns that allowing simultaneous WLAN Direct IP Access sessions may require further changes in other Release 6 stage 3 specifications.
SA2 thinks that the parameter of ‘number of allowed session’ is applicable only for WLAN 3GPP IP access for the possible multiple IPSec tunnels. And for WLAN Direct IP access, there shall not be simultaneous sessions except temporal ones for the pre-authentication. 

Therefore SA2 would like to know whether SA3 sees any method that can be used to distinguish real simultaneous WLAN Direct IP Access sessions from sessions created due to pre-authentication. Moreover SA2 kindly asks CT1 and CT4 to investigate the effects to their specifications if simultaneous WLAN Direct IP Access sessions are allowed.

	
	
	C1-060155
	Reply LS on Application level clock for synchronization of BM-SC with the UEs supporting MBMS
	SA2
	CC
	Noted
In the discussion in the SA2 it was suggested that an MBMS application level clock may indeed be based on the Network Identity and Timezone (NITZ) feature (see e.g. TS 22.042). NITZ is today an optional feature and if NITZ were to be used, it would be necessary to make it a mandatory feature in network and terminals that implement MBMS. 

SA2 kindly asks SA4 to take into consideration what is discussed. SA2 then encourage SA4 to study this further together with other possible solutions and inform SA2 of their preferred solution that fulfils the SA4 requirements

	
	
	C1-060156
	LS reply on IEEE 802.11u Interworking with External Networks Requirements Document
	SA2
	CC
	Noted
SA2 lists IEEE 802.11 requirements in which 3GPP SA2 sees potential to improve interworking of IEEE 802.11 WLANs with 3GPP systems:

3GPP SA2 has some concerns in regards of the following IEEE 802.11 requirement, and the impact when interworking 3GPP systems with IEEE 802.11 WLANs:
3GPP SA2 working group is responsible for end to end architecture of 3GPP systems and looks at IEEE 802.11 TGu requirements from this perspective. 3GPP SA2 requests IEEE 802.11 that while considering solutions, it takes into account how an end to end solution can be built. In particular 3GPP SA2 would like IEEE 802.11 to take into consideration issues such as 

· interaction with higher layer protocols

· provisioning, updating and communicating of  e.g. PLMN IDs or service related information at higher layers

3GPP SA2 kindly asks IEEE 802.11 to inform SA2 about solution proposals for above requirements, as well as the final solutions. 3GPP SA2 will need to review and possibly make changes to 3GPP SA2 specifications in order to interwork with the new 802.11 mechanisms.

	
	
	C1-060157
	Reply LS regarding WLAN service configuration parameters for mobile devices
	SA2
	To
	Noted

Forwarded from CT1#40-bis

3GPP SA2 understand that OMA DM is working in general to provide provisioning and management of mobile devices and that OMA DM currently is extending its current support of connectivity provisioning.

Regarding question 1 and 2 in the attached LS from OMA DM, 3GPP has not specified any over the air provisioning methods for the 3GPP defined Interworking WLAN service as part of the 3GPP Rel-6. However, it has been agreed a new service requirement for Rel-7 that update of the “Operator Controlled PLMN Selector list for I-WLAN” and the “Operator Controlled WLAN identities list for I-WLAN is provided over the air.
SA2 regard a response to question 3 as better provided by 3GPP WG CT1 since specification of parameters is a stage 3 matter.

SA2 also would like to inform OMA DM that 3GPP has not defined any QoS concept for I-WLAN in 3GPP Release 6. However, SA2 has more or less completed a feasibility study on QoS for I-WLAN and it is intended to standardize this as part of Release 7.

	
	
	C1-060158
	Reply LS on peak throughput class
	SA2
	To
	Noted
SA2 would like to thank GERAN2 and CT1 for their Liaison Statements on peak throughput class. SA2 has considered the issue, as highlighted below, and has agreed upon a change request to 3GPP TS 23.107 Release 6, to include a specific reference to R98 version of 03.60 for the R97/R98 QoS parameters such as peak throughput class.

SA2 kindly asks GERAN2 and CT1 to take the changes introduced in 3GPP TS 23.107 Rel-6 in CR-159 S2-060451 in consideration.

	
	
	C1-060159
	LS on SA2 comments and actions relating to S-CSCF re-assignment
	SA2
	To
	Noted
SA2 would like to make it clear that it does not recommend that different S-CSCFs be assigned for unregistered and registered services. In fact it is recognized that any S-CSCF re-assignment might result in some failure of on-going services involving the previously assigned S-CSCF. Thus SA2 does not recommend S-CSCF re-assignment at any time other than to recover from a network equipment failure. However, SA2 recognizes that this is a prerogative that the operator may use to optimize the use of network resources.

As a result of your Liaisons and our discussions, SA2 has approved a Rel-7 CR in S2-060439 to remove the text from TS 23.228 regarding S-CSCF re-assignment. We feel that it is not appropriate for TS 23.228 to address fault recovery situations and note that, although not recommended, the HSS can control re-assignment at any time based on operator preferences.  So we see no need to discuss these at Stage-2.

SA2 is not directing CT1 or CT4 to make any changes to Stage-3 documents in Rel-5 or Rel-6. It is our understanding that currently the protocols may support some possibilities for re-assignment but that no re-assignment procedures are actually supported the Rel-5 and Rel-6 entities. Thus, if it is desired to develop any re-assignment procedures, they should be addressed in Rel-7 only and should take our comments into account.

	
	
	C1-060160
	Reply LS on clarification for Mp interface requirements
	SA2
	CC
	Noted
On the clarification of the high level functionalities required for Mp reference point, SA2 would like to state that all those functionalities listed by CT4 are considered optional but the Mp interface shall be able to support them:

· Capacity of Text To Speech functionality

· Capacity of Automatic Speech Recognition and Interactive Voice Response

· Multimedia interaction (e.g. playing video, video records) 

About the lack of detailed procedure description between the Application Server and the MRFC, SA2 believes that any specification of the Mr interface is under CT1 responsibility and that TS 23.228 provides some high level guidelines on the relationship between MRFC and AS in section 5.14.2. No specific data languages are specified in 3GPP other than SIP and SDP signalling for Mr interface. As such, CT4 should not consider any impact on the specification work on Mp from the lack of detailed procedure on the Mr interface, and only focus on the functionality of the interface with H.248 compliancy without extra dependency with the Mr interface.

	
	
	C1-060161
	LS on Transit support in IMS
	SA2
	CC
	Noted
This topic has been discussed over the last several meetings in SA2 and we have now arrived at a resolution as to how this support may be realized in an IMS at Stage-2. As a result, SA2 has agreed to the two attached Change Requests to TS 23.228. These CRs show the additions we have made to support the configurations you identified in your liaison 08TD345r1. We believe that all of the identified use-cases are supported, but we would appreciate any feedback that you might wish to provide.

	
	
	C1-060162
	LS on Request for implicit registration resolution
	SA2
	CC
	Noted
Assuming that 3GPP SA2 has the correct understanding of the requirement, 3GPP SA2 would like to confirm TISPAN WG2’s conclusion that the use of implicit registration for this purpose was not intended  by 3GPP. Implicit registration was designed to register all Public User Ids of a set of Public User Ids belonging to the same Private User Id, if one Public User Id out of this set is registered. Therefore the mechanism of implicit registration for this new use case introduces issues to the usage of the subscription model as defined in 3GPP TS 23.228 and SA2 kindly asks TISPAN to consider if the restrictions listed below would not conflict with TISPAN requirements:

a) Individual Public User Identities within an AGCF group can not be part of other IMS subscription, therefore prevented them of being part of any other implicit registration set.

b) Although reducing the number of registration messages between AGCF and I/S-CSCF, there are several large messages on the Cx interface for individual profile download as well as on the Mx interface for communication of the Public User Ids of the implicit registration set.

c) The maximum time between registrations is 600 000 sec (+/- 7 days). It implies that the set of associated URIs is downloaded to the terminal once a week.

During the discussions in 3GPP SA2 the possibility of using other means than the IMS Registration mechanism was also raised. To work further on this topic, 3GPP SA2 would appreciate any further clarification on the requirements, e.g., need for authentication, download of user profile from HSS to S-CSCF to invoke Application Servers, providing information from IMS network to AGCF, number of users attached to the AGCF, type of Public User Ids (Tel URI or SIP URI) used for users attached to the AGCF, and the opinion of TISPAN on the implications of the issues listed above regarding their work on the AGCF. Moreover, 3GPP SA2 confirms the intention to look for a mechanism that could better fulfill TISPAN requirements and, accordingly, 3GPP SA2 is also inviting contributions from member companies to investigate solutions to support this new use case.

	
	
	C1-060163
	Reply LS on handling of SIP redirect (3xx) responses in MGCF
	SA2
	CC
	Noted
Regarding the question that CT3 have asked, SA2 sees currently no architectural changes necessary to enhance the MGCF to support redirection of a call in response to receipt of a SIP 3xx (Redirect) response. 

	
	
	C1-060164
	Reply LS on support for simultaneous WLAN direct IP access sessions
	SA3
	CC
	Noted
SA3 would like to clarify that the primary intention of SA3 is not to allow simultaneous WLAN direct IP access sessions. Rather, the primary intention is to be able to restrict the number of simultaneous sessions, in order to mitigate the risk of simultaneous sessions in case the subscriber shares his subscription with others which will cause the loss of revenue of operators if the charging is based on a flat rate.

SA3 has studied means for mitigating the risk of simultaneous sessions, but has not found a mechanism that will be able to distinguish between a fraud situation and pre-authentication in all cases.

	
	
	C1-060165
	Response LS on WLAN service configuration parameters
	SA3
	CC
	Noted

Forwarded from CT1#40-bis
SA3 would like to provide the following responses to OMA DM questions.

1) What kinds of solutions there exist for provisioning and managing mobile device’s WLAN service configuration related parameters? If there is no solution, are you planning to provide one?

The 3GPP I-WLAN (Inter-working WLAN) security does not require any specific provisioning. In case the WLAN user identities (e.g. pseudonym or permanent user identity) are not provisioned in the USIM, the WLAN user equipment generates the user identity from the subscription information, which are stored on the (U)SIM (i.e. IMSI). 

Regarding the EAP authentication related parameters that are listed in the OMA DM liaison statement, 3GPP SA3 would like to clarify that I-WLAN allows two types of authentication only (EAP-SIM and EAP-AKA but not EAP-TLS). Furthermore, the selection of the authentication method depends on the smart card capabilities only (i.e. SIM or USIM) and consequently does not require provisioning

2) Do these solutions also enable WLAN service settings over-the-air provisioning?
3GPP has defined a Secure Over-The-Air (OTA) mechanism, which can be used to update the WLAN User Identities in the USIM.
3) OMA DM has identified WLAN-service-configuration related parameters from different WLAN related specifications and kindly asks 3GPP to review and comment how do you see the need for the listed parameters and potentially suggest new ones that are related to provisioning and managing WLAN service configuration parameters?
After the review of the parameters list submitted by OMA-DM, SA3 would like to note that some of those parameters might be useful for I-WLAN security (e.g. MAXAUTHS parameter). However, SA3 believe that any unnecessary duplication of provisioning data should be prevented.

	
	
	C1-060166
	Reply LS on Application level clock for synchronization of BM-SC with the UEs supporting MBMS
	SA4
	To
	Noted
We understand that there are at least two mechanisms available to solve this problem. We considered NITZ and SNTP as possible solutions. We selected the following solution which is based on the SNTP.

A number of MBMS metadata fragments and each File Delivery Table (FDT) instance contain NTP encoded time values. NTP uses UTC has reference time and is independent from time zones. In order to process the time information from the BM-SC correctly, the MBMS UEs shall be time synchronized with the BM-SC with a UE tolerance of 10 seconds. The BM-SC shall offer an SNTP time server. The MBMS UEs should use SNTP to synchronize the time with the BM-SC. The MBMS UE should not use the SNTP time synchronization service more often than once in 30 days to avoid scalability issues.

	
	
	C1-060420
	LS on MS Radio Access Capability IE for DTM Handover
	GERAN2
	To
	Noted
The CR split to C1-060349 
3GPP TSG GERAN WG2 has been working on the development of the Dual Transfer Mode Handover (DTM Handover) concept as part of Release 7 WIs. As part of this work effort 3GPP TSG GERAN WG2 has identified the need to modify the MS Radio Access Capability IE to indicate MS support for DTM Handover.

	
	
	C1-060421
	LS on Inter-RAT DTM Handover
	GERAN2
	To
	Reply LS needed
GERAN has been working on the development of the Dual Transfer Mode Handover (DTM Handover) concept as part of Release 7 WIs. The Inter-RAT DTM handover to/from UTRAN procedures have been defined as part of this work. 

The DTM handover procedure (GERAN A/Gb mode to GERAN A/Gb mode DTM Handover) and the Inter-RAT DTM Handover procedure (GERAN A/Gb mode to UTRAN or vice versa DTM Handover) are introduced in order to support the parallel handover of circuit-switched and packet-switched domains of a mobile station in dual transfer mode, from a source cell to a target cell. The procedures specified for circuit-switched handover (see TS 23.009) and packet-switched handover (see TS 43.129) apply.

The Inter-RAT DTM Handover endorsed solution is following the same principle as for the DTM Handover solution as agreed in GP-060402. The endorsed solution for the Inter-RAT DTM Handover by 3GPP TSG GERAN WG2 consists of (see GP -060404):

· Indications to target BSS/RNC that the CS handover (respectively PS handover) is ongoing at the same time for the same MS/UE;

· Synchronization of the handover of the CS and PS resources to the same target cell during Inter-RAT DTM Handover procedure.

· Management of the synchronization of the CS and PS handover in the source and target cell by using timers.

GERAN2 would kindly ask RAN2, RAN3 and CT1 to review and to provide feedback on the solution for the Inter-RAT DTM Handover procedure. 

GERAN2 would kindly ask RAN2 and RAN3 to create the corresponding CRs for Release 7.

	
	
	C1-060422
	LS on SMS-PP transmission times in bad radio conditions with AMR signalling enhancements
	GERAN
	To
	Is a reply LS needed?
GERAN would like to inform TSGs CT1 and SA1 of the introduction in Release 6 of "AMR signalling enhancements" that would allow to maintain AMR speech calls in radio conditions where this would not have been possible otherwise due to the performance imbalance between the speech traffic channel and the associated signalling channels.
When such radio conditions are experienced, it is observed (see GP-060465 attached) that SMS-PP transmission over the SACCH channel (i.e. during an ongoing voice call) may experience an increased failure rate due to a higher repetition rate and extra delays in transmitting the frames conveying SMS data over the radio interface.

GERAN kindly asks TSGs CT1 and SA1 to take note of the introduction of the AMR signalling enhancements in GERAN specifications.

2) Although the anticipated effects to the SMS-PP service are felt limited (occasional sending of uplink SMS-PP messages during voice calls; possibility to the BSS to implement optimised SAPI 0 repetition in downlink), GERAN kindly asks TSGs CT WG1 to consider any relevant updates, should they be felt needed, in the SMS-PP related protocols specifications.

	
	
	C1-060427
	Reply LS on clarify the requirements for handling of Inter Operator Identifier (IOI)
	SA5 SWG-B
	To
	Noted
SA5 SWG-B agrees that the type 2 IOI should be sent to the AS in Rel-6 as it is done in Rel-5 to get backward compatibility.

SA5 SWG-B will take actions to update the relevant specifications accordingly.

	
	
	C1-060428
	Reply LS on Mapping of files between the USIM and SIM
	CT6
	To
	Noted
The assumption of CT1, that the mapping of the EFLOCI should only happen on a single subscription UICC is correct. CT6 has changed this detail in the attached CR.

CT6 does also agree with CT1's suggestion to recommend the same mapping between EFPSLOCI on the USIM and EFLOCIGPRS on the SIM. Please see also the attached CR.  

Apart from this, CT6 is not inclined to follow CT1's suggestion to consider mapping with multiple USIMs in the table in Annex C to TR 31.900. This option is strongly depending on the service which an operator intends to realise with multiple USIMs as well as on the capabilities of the available card operating system. In its full complexity and possible multitude it would clearly go beyond the intention of the annex. Mapping with multiple USIMs is however considered in section 8 of TR 31.900, where some basic guidelines are given.

	
	
	C1-060429
	Reply: LS on mapping of files between the USIM and SIM
	CT6
	CC
	Noted
CT6, or more precisely T3 has discussed the mapping of files in the early phase of 3GPP. The conclusion was that no mandatory mapping is required. Depending on the intended usage of the UICC, mapping of certain files may be mandatory,  e.g. in order to achieve a single subscription UICC containing a SIM and a USIM application it is mandatory to map certain files, the existing options are listed in TR 31.900.

It is clear that a SIM application on the UICC can only be mapped to the corresponding files of one USIM application in this case.  Regarding EFLOCI  it is clear that this file is not to be mapped unless a mapping to EFIMSI exists. There has never been an intention to mandate a mapping of certain files on the UICC.

CT6 discussed the issue and came to the conclusion not to mandate any file mapping in TS 31.102 for various reasons.

	
	
	C1-060430
	Reply LS on UE definition to accommodate IMS and TISPAN
	CT6
	CC to CT
	Not treated as only copied to CT.

CT6 has concerns regarding the modification of the technical report as outlined in the CR. It is the opinion of CT6 that modifying 3GPP specification for purposes not within the scope of 3GPP is not appropriate.

Regarding the proposed changes CT6 has concerns with respect to IMS access without appropriate security which is offered by the ISIM/USIM. The ISIM is specified in TS 31.103 and resides on the UICC.  The ISIM specification exists since Rel-5.

	
	
	C1-060431
	LS on: WLAN service configuration parameters for mobile device provisioning and management purposes
	CT6
	CC
	Noted
CT6 provides additional comments

	
	
	C1-060436
	Reply LS on ‘data confidentiality for a point-to-point SMS in an active voice group call’
	SA3
	To
	Noted
Case 1: The VCGS group call is ciphered.

In group call scenario’s it may be assumed that group members can be trusted to a certain extend.

The temptation to become passive listener may be dependent on the sensitivity of the ptp SMS content that is expected to be exchanged by a talker. Listening-in requires that the VGCS group member tampers with his VGCS-mobile so that he can listen to downlink or uplink VGCS channel signaling also if this signaling is not determined for him. In any case, the ptp SMS privacy is only lost towards other VGCS groups members. It was noted that in case of MT SMS, the talker has no control on the sensitivity of the content of the SMS message, which is different from the MO SMS case.

An active insider MO SMS spoofing attack would also be possible within the VGCS group as the senders authentication is based on TMSI, which could have been disclosed already. 

For all described threats above, an attack would only be possible within the cell from other group members.

Case 2: The VCGS group call is not ciphered while ptp channels are ciphered.

The ciphering of a VGCS call (determined by USIM-parameters which can be controlled by the operator via OTA) is independent from the ptp Air-interface ciphering and there may be scenario’s where the VGCS group call is not ciphered (e.g. when the Mobile does not support VGCS ciphering) while the ptp channel is ciphered. In these scenario’s the ptp SMS would be readable on the VGCS channel whereas it would not be for the ptp channel.

All passive and active attacks that were described for case 1 will now become possible from outsiders of the VGCS group call that are roaming within the same cell as the talker. This extends the group of potential attackers to a wider audience. 

Independent of all previous issues it was noted that if ptp SMS’s are stored on the Mobile Equipment and the Mobile Equipment is shared between different group members, then the ptp SMS privacy may also be lost. It was noted that in case both the mobile Equipment and the USIM are shared between different group members, there may be an additional privacy issue with the late delivery of PTP SMSs. 

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	4


	Work organisation
	
	
	
	
	

	4.1 
	Work plan

Friday
	
	

	
	
	
	TSG-CT plenary and WG meeting dates for 2006:

	
	
	
	Date
	Meeting
	Venue

	
	
	
	17-19 Jan 2006
	CT1 (40-bis)
	Budapest, Hungary

	
	
	
	23 Jan 2006
	3GPP WS on e-call
(CT, RAN, SA)
	Amsterdam, Holland

	
	
	
	24 – 25 Jan 2006
	WS on NW-selection (CT, RAN, SA)
	Amsterdam, Holland

	
	
	
	13– 17 Feb 2006
	CN 1-3-4 (#41)
	Denver, USA

	
	
	
	8 - 10 Mar 2006 
	CN plenary #31
	Sanya, China

	
	
	
	8 – 12 May 2006
	CT 1-3-4-6 (#42)
	Sophia Antipolis, France

	
	
	
	31 May – 2 Jun 2006
	CT plenary #32
	Warsaw, Poland

	
	
	
	28 Aug – 1 Sep 2006
	CT 1-3-4-6 (#43)
	Da Lian, China

	
	
	
	20 – 22 Sep 2006
	CT plenary #33
	Palm Springs, USA

	
	
	
	30 Oct – 3 Nov 2006
	CT1-3-4 (#44)
	Virginia, USA

	
	
	
	29 Nov – 1 Dec 2006
	CT plenary #34
	Budapest, Hungary

	
	
	
	
	
	

	
	
	
	

	4.2
	Other adm. Issues

Friday
	
	
	
	
	

	
	
	C1-060419
	Latest version of the WP
	MCC
	
	Latest version of the WP for review

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	4.3
	Joint meeting between interested parties from the CT & SA groups and Cablelabs 

Monday
16.00 – 20.00
	
	
	
	
	Agenda

1 Opening of the Meeting (16:00 on Feb 13) 
2 Approval of Agenda 
3 IPR Declarations 
4 Cablelabs Overview and General Issues 
5 Specific issues related to Cablelabs requirements 
 5.1 Issues related to NAT and Firewall Traversal 
 5.2 Security related Issues 
 5.3 Regulatory related Issues 
 5.4 Provisioning and Management Issues 
 5.5 Other SIP related issues 
 5.6 Codec related Issues 
 5.7 QoS related Issues 
 5.8 Charging related Issues 
 5.9 Cable/Cellular interworking issues 
 5.10 Other Issues 
6 Next Steps 
7 AOB 
8 Close of Meeting (20:00 on Feb 13) 

	
	
	S2-060707
	CableLabs and PacketCable 2.0 Overview
	CableLabs
	FBI
	DISC

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	4.4
	Joint informal meeting on IMS conformance testing  between interested parties from CT1 and RAN5

Tuesday
19.00 – 20.00
	
	
	
	
	Informal session where RAN5 will present the ongoing work of IMS conformance testing

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	4.5
	Joint meeting between interested parties from the CT & SA1 groups on the TR on study of Videotelephony as a Teleservice 

Wednesday
18.00 – 19.00
	
	
	
	
	The regular CT1 meeting will continue during this session

This joint meeting will provide feedback on the technical report on study of Videotelephony as a Teleservice. 

Interested delegates from CT1 are requested to attend this SA1-session

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	4.6
	Joint meeting between interested parties from the CT1 and CT4 groups on handover. 

Thursday
16.00 – 18.00
	
	
	
	
	The regular CT1 meeting will continue during this session

This joint meeting will agree the CRs on Handover. 

Interested delegates from CT1 are requested to attend this CT4-session

	
	
	C1-060291
	Subsequent Intra-MSC handover/relocation interactions with other RANAP procedures
	Nokia
	TEI5
	in CT4 as C4-060223

	
	
	C1-060292
	Subsequent Intra-MSC handover/relocation interactions with other RANAP procedures
	Nokia
	TEI5
	in CT4 as C4-060224

	
	
	C1-060293
	Clarification of directed rety handover failure cases 
	Nokia
	TEI5
	in CT4 as C4-060225

	
	
	C1-060294
	Clarification of directed rety handover failure cases
	Nokia
	TEI5
	in CT4 as C4-060226

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	5


	Corrections to old releases 
	
	What are the consequences if the CRs on frozen specifications are not approved?
	
	
	Category F and A only

If your cat. F correction is in this agenda item, please group also related cat A mirror CRs here

	5.1
	Rel-4 and older

Monday


	
	
	
	
	

	
	
	C1-060322
	N-PDU Number management in SNDCP for standalone feedback packets
	NEC
	TEI
	DISC
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	Release 5


	
	What are the consequences if the CRs on frozen specifications are not approved?
	
	
	Category F and A only

If your cat. F correction is in this agenda item, please group also related cat A mirror CRs here

	6.1
	IMS Rel-5 

Corrections

(WI IMS-CCR)
Monday
	
	
	
	
	

	
	
	C1-060167
	IMS AKA – content of initial authentication header
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060168
	IMS AKA – content of initial authentication header
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060169
	IMS AKA – content of initial authentication header
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060170
	IMS AKA – SQN resync clarifications
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060171
	IMS AKA – SQN resync clarifications
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060172
	IMS AKA – SQN resync clarifications
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060202
	Call forwarding at S-CSCF
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060203
	Call forwarding at S-CSCF
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060204
	Call forwarding at S-CSCF
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060205
	Correction in subclause 5.4.3.3
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060206
	Correction in subclause 5.4.3.3
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060207
	Correction in subclause 5.4.3.3
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060211
	UE processing 305 (Use Proxy)
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060212
	UE processing 305 (Use Proxy)
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060213
	UE processing 305 (Use Proxy)
	LM Ericsson
	IMS-CCR
	

	
	
	C1-060267
	DHCPv6 options for Domain Name Servers
	Motorola
	IMS-CCR
	

	
	
	C1-060268
	DHCPv6 options for Domain Name Servers
	Motorola
	IMS-CCR
	

	
	
	C1-060269
	DHCPv6 options for Domain Name Servers
	Motorola
	IMS-CCR
	

	
	
	C1-060270
	Clarifications on P-CSCF discovery
	Motorola
	IMS-CCR
	

	
	
	C1-060271
	Clarifications on P-CSCF discovery
	Motorola
	IMS-CCR
	

	
	
	C1-060272
	Clarifications on P-CSCF discovery
	Motorola
	IMS-CCR
	

	
	
	C1-060275
	Correction to the use of temporary public user identity in registration procedures
	Nortel
	IMS-CCR
	

	
	
	C1-060276
	Correction to the use of temporary public user identity in registration procedures
	Nortel
	IMS-CCR
	

	
	
	C1-060277
	Correction to the use of temporary public user identity in registration procedures
	Nortel
	IMS-CCR
	

	
	
	C1-060304
	Realm in WWW-Authenticate
	Siemens
	IMS CCR
	

	
	
	C1-060305
	Realm in WWW-Authenticate
	Siemens
	IMS CCR
	

	
	
	C1-060306
	Realm in WWW-Authenticate
	Siemens
	IMS CCR
	

	
	
	C1-060326
	Removal of Warning header non-compliance with RFC 3261
	Lucent Technologies / Keith Drage
	IMS-CCR
	

	
	
	C1-060327
	Removal of Warning header non-compliance with RFC 3261
	Lucent Technologies / Keith Drage
	IMS-CCR
	

	
	
	C1-060328
	Removal of Warning header non-compliance with RFC 3261
	Lucent Technologies / Keith Drage
	IMS-CCR
	

	
	
	C1-060365
	Forked final response handling
	Nokia
	IMS-CCR
	

	
	
	C1-060366
	Forked final response handling
	Nokia
	IMS-CCR
	

	
	
	C1-060367
	Forked final response handling
	Nokia
	IMS-CCR
	

	
	
	C1-060385
	Syntax and operation for Security-Client, Security-Server and Security-Verify headers
	Lucent Technologies / Keith Drage
	IMS-CCR
	

	
	
	C1-060386
	Syntax and operation for Security-Client, Security-Server and Security-Verify headers
	Lucent Technologies / Keith Drage
	IMS-CCR
	

	
	
	C1-060387
	Syntax and operation for Security-Client, Security-Server and Security-Verify headers
	Lucent Technologies / Keith Drage
	IMS-CCR
	

	
	
	C1-060412
	Error handling due to changed Service-Route
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060413
	Error handling due to changed Service-Route 
	Nokia / Georg
	IMS-CCR
	

	
	
	C1-060414
	Error handling due to changed Service-Route
	Nokia / Georg
	IMS-CCR
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	6.2
	Non-IMS Rel-5 corrections

(other Rel-5 WIs)
Monday
	
	
	
	
	

	
	
	C1-060229
	QoS additions to +CGEQREQ and +CGEQMIN
	Ericsson / Atle
	TEI5
	

	
	
	C1-060230
	QoS additions to +CGEQREQ and +CGEQMIN
	Ericsson / Atle
	TEI5
	

	
	
	C1-060247
	Correction of reference [28]
	Axalto
	TEI-5
	C1-060078 not handled in CT1 #40-bis
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	Release 6 work items
	
	
	
	
	

	7.1
	Presence

(WI PRESNC)

Monday 
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.2
	Multimedia Broadcast Multicast Services

(WI MBMS)

Monday
	
	
	
	
	 

	
	
	C1-060375
	Adding Required MBMS Bearer Capabilities IE to Activate MBMS Context Accept and Activate MBMS Context Reject.
	Huawei
	MBMS
	

	
	
	C1-060376
	Adding Required MBMS Bearer Capabilities IE to Activate MBMS Context Accept and Activate MBMS Context Reject.
	Huawei
	MBMS
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.3
	IMS phase 2

(WI IMS2)

Tuesday
	
	
	
	
	This WI contains the following subtasks:

Conferencing

Messaging

Extension to SIP capabilities

Review of the additional SIP capabilities defined by IETF

	
	
	C1-060173
	IMS Short Session Setup – Clarifications
	Nokia / Georg
	IMS2
	

	
	
	C1-060174
	IMS Short Session Setup – Clarifications
	Nokia / Georg
	IMS2
	

	
	
	C1-060179
	Double registration
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060180
	Double registration
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060181
	Initial registration
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060182
	Initial registration
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060184
	Initial Filter Criteria
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060185
	Initial Filter Criteria
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060186
	Tel URI
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060187
	Tel URI
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060189
	P-Asserted-Identity
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060190
	P-Asserted-Identity
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060191
	Preconditions required
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060192
	Preconditions required
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060193
	SDP answer
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060194
	SDP answer
	Lucent Technologies / Milo Orsic
	IMS2
	

	
	
	C1-060214
	Clarification to precondition mechanism
	LM Ericsson
	IMS-2
	

	
	
	C1-060215
	Clarification to precondition mechanism
	LM Ericsson
	IMS-2
	

	
	
	C1-060260
	Short Session SetUp
	QUALCOMM
	IMS2
	

	
	
	C1-060261
	Short Session SetUp 
	QUALCOMM
	IMS2
	

	
	
	C1-060262
	Table Changes
	QUALCOMM
	IMS2
	

	
	
	C1-060263
	Table Changes
	QUALCOMM
	IMS2
	

	
	
	C1-060285
	Definition of principles for IOI exchange and storage
	Orange
	IMS2
	

	
	
	C1-060286
	Definition of principles for IOI exchange and storage
	Orange
	IMS2
	

	
	
	C1-060287
	Type 1 IOI exchange between the P-CSCF and the S-CSCF
	Orange
	IMS2
	

	
	
	C1-060288
	Type 1 IOI exchange between the P-CSCF and the S-CSCF
	Orange
	IMS2
	

	
	
	C1-060289
	Type 3 IOI exchange between the S-CSCF and the AS
	Orange
	IMS2
	

	
	
	C1-060329
	Definition of principles for IOI exchange and storage
	Lucent Technologies / Keith Drage
	IMS2
	

	
	
	C1-060330
	Definition of principles for IOI exchange and storage
	Lucent Technologies / Keith Drage
	IMS2
	

	
	
	C1-060352
	Corrections to references in TS 24.247 to align with draft-ietf-simple-message-sessions-13 and draft-ietf-sipping-uri-list-message-06
	RIM
	IMS2
	

	
	
	C1-060382
	SCTP transport
	Nortel
	IMS2
	

	
	
	C1-060383
	SCTP transport
	Nortel
	IMS2
	

	
	
	C1-060389
	IETF reference updates
	Lucent Technologies / Keith Drage
	IMS2
	

	
	
	C1-060390
	IETF reference updates
	Lucent Technologies / Keith Drage
	IMS2
	

	
	
	C1-060391
	Inclusion of Ma reference point
	Lucent Technologies / Keith Drage
	IMS2
	

	
	
	C1-060392
	Inclusion of Ma reference point
	Lucent Technologies / Keith Drage
	IMS2
	

	
	
	C1-060405
	Reference Update for TS24.229, Rel6
	Samsung
	IMS2
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.4
	Wireless LAN
(WI WLAN)

Tuesday
	
	
	
	
	

	
	
	C1-060177
	IETF references update
	TeliaSonera
	WLAN-IW
	

	
	
	C1-060368
	Corrections to the counter used for additional tunnel establishment
	Huawei
	WLAN
	

	
	
	C1-060369
	Corrections to the counter used for additional tunnel establishment
	Huawei
	WLAN
	

	
	
	C1-060404
	Additional text for I-WLAN Private Network Access
	NTT DoCoMo
	WLAN
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7.5
	Other

Rel-6 issues

(other Rel-6 WIs)
Tuesday
	
	
	
	
	

	
	
	C1-060220
	Extension of the XML Schema
	Siemens
	SSC
	WI should be SEC1-SC

	
	
	C1-060221
	Extension of the XML Schema
	Siemens
	SSC
	WI should be SEC1-SC

	
	
	C1-060237
	Correction of muting/un-muting procedure
	Siemens, Nortel
	ASCI
	

	
	
	C1-060238
	Correction of muting/un-muting procedure
	Siemens, Nortel
	ASCI
	

	
	
	C1-060239
	Paging during PS domain specific access control
	Siemens
	ACBOP
	

	
	
	C1-060240
	Paging during PS domain specific access control
	Siemens
	ACBOP
	

	
	
	C1-060248
	Correction of reference [28]
	Axalto
	TEI-6
	C1-060079 not handled in CT1 #40-bis
Mirror of C1-060247? If yes, then move to agenda item 6.2.

	
	
	C1-060314
	DSAC and Triggering of RAU in NMO I
	Samsung, NTTDoCoMo
	ACBOP
	Disc

	
	
	C1-060315
	Triggering of RAU when PS domain changes from "barred" to "unbarred"
	Samsung
	ACBOP
	Proposal to solve the problem described in C1-060314
C1-060315, C1-060317 and C1-060400 are alternative proposals

	
	
	C1-060316
	Triggering of RAU when PS domain changes from "barred" to "unbarred"
	Samsung
	ACBOP
	Proposal to solve the problem described in C1-060314
C1-060316, C1-060318 and C1-060401 are alternative proposals

	
	
	C1-060317
	Correction of domain specific access control
	Infineon, Siemens
	ACBOP
	Proposal to solve the problem described in C1-060314
C1-060315, C1-060317 and C1-060400 are alternative proposals

	
	
	C1-060318
	Correction of domain specific access control
	Infineon, Siemens
	ACBOP
	Proposal to solve the problem described in C1-060314
C1-060316, C1-060318 and C1-060401 are alternative proposals

	
	
	C1-060320
	Missing subclause in TS 24.008
	NEC
	SCSAGB
	

	
	
	C1-060321
	Missing subclause in TS 24.008
	NEC
	SCSAGB
	

	
	
	C1-060358
	Update of Reference PSK TLS
	Nokia
	SEC1-SC
	

	
	
	C1-060359
	Update of Reference PSK TLS
	Nokia
	SEC1SC
	

	
	
	C1-060370
	Clarification for collision of PDP context activation
	Huawei
	TEI6
	

	
	
	C1-060371
	Clarification for collision of PDP context activation
	Huawei
	TEI6
	

	
	
	C1-060395
	Coding of P-Access-Network-Info header for 3GPP2 IMS
	Lucent Technologies / Keith Drage
	IMSCOOP
	

	
	
	C1-060396
	Coding of P-Access-Network-Info header for 3GPP2 IMS
	Lucent Technologies / Keith Drage
	IMSCOOP
	

	
	
	C1-060399
	T3212 status during the PS barred period
	NTT DoCoMo
	ACBOP
	DISC
The problem described here is different to C1-060314

	
	
	C1-060400
	Correction of domain specific access control
	NTT DoCoMo
	ACBOP
	Proposal to solve the problem described in C1-060314 and C1-060399
C1-060315, C1-060317 and C1-060400 are alternative proposals

	
	
	C1-060401
	Correction of domain specific access control
	NTT DoCoMo
	ACBOP
	Proposal to solve the problem described in C1-060314 and C1-060399
C1-060316, C1-060318 and C1-060401 are alternative proposals

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8
	Release 7

work items
	
	
	
	
	

	8.1
	Contributions agreed in CT1 #40-bis

Tuesday
	
	
	
	
	This agenda item is intended only for CRs agreed in CT1 #40-bis.

No presentation is needed as these documents have already been agreed. They are grouped here only to remind delegates about agreed CRs.

Are there more CRS to attempt changing the CRs agreed in CT1#40-bis? 

	
	
	C1-060140
	Collection of CRs agreed in CT1-40bis
	CT1
	
	Overview of agreed CRs from CT1 #40-bis

	
	
	C1-060337
	Addition of TISPAN supported internet drafts
	Lucent Technologies / Keith Drage
	FBI
	was C1-060026

	
	
	C1-060338
	Optionality of P-Access-Network-Info header
	Lucent Technologies / Keith Drage
	FBI
	was C1-060137

	
	
	C1-060339
	P-Access-Network-Info header absence for emergency call detection
	Lucent Technologies / Keith Drage
	FBI
	was C1-060115

	
	
	C1-060340
	Completion of IBCF routing procedures
	Lucent Technologies / Keith Drage
	FBI
	was C1-060134

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.2
	Emergency Call Enhancements for IP& PS Based Calls – stage 3

(WI EMC1)

Tuesday
	
	
	
	
	This work item covers both IMS and access network documents

	
	
	C1-060175
	WID, Emergency Call Enhancements for IP& PS Based Calls - stage 3
	Nokia / Georg
	EMC1
	WID

	
	
	C1-060176
	TR Skeleton for stage 3 IMS emergency calls
	Nokia / Georg
	EMC1
	TR

	
	
	C1-060198
	Emergency service - UE impact
	LM Ericsson
	EMC1
	Revised to C1-060432

	
	
	C1-060199
	Emergency service - P-CSCF impact
	LM Ericsson
	EMC1
	Revised to C1-060423

	
	
	C1-060200
	Emergency service - S-CSCF impact
	LM Ericsson
	EMC1
	

	
	
	C1-060201
	Emergency service - E-CSCF impact
	LM Ericsson
	EMC1
	Revised to C1-060424

	
	
	C1-060217
	Comments on Emergency contributions from Ericsson
	LM Ericsson
	
	Disc

	
	
	C1-060308
	Adding domain selection reference for the UE when attempting an emergency call. 
	Vodafone
	EMC1
	

	
	
	C1-060403
	Type of emergency service
	NTT DoCoMo
	EMC1
	

	
	
	C1-060423
	Emergency service - P-CSCF impact
	LM Ericsson
	EMC1
	Revision of C1-060199

	
	
	C1-060424
	Emergency service - E-CSCF impact
	LM Ericsson
	EMC1
	Revision of C1-060201

	
	
	C1-060432
	Emergency service - UE impact
	LM Ericsson
	EMC1
	Revision of C1-060198

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.3
	Protocol impact from providing IMS services via fixed broadband

(WI FBI)
Wednesday
	
	
	
	
	IMS changes due to TISPAN NGN requirements

	
	
	C1-060222
	FBI WID Open Issues List
	Siemens
	FBI
	INFO

	
	
	C1-060301
	PacketCable Extensions to P-Charging-Vector header
	CableLabs, Motorola
	FBI
	

	
	
	C1-060303
	Extend P-CSCF to record the display names in the P-Associated-ID(s)
	CableLabs
	FBI
	Withdrawn

	
	
	C1-060341
	Provision of ISIM in NGN environments
	Lucent Technologies / Keith Drage
	FBI
	was C1-060027

	
	
	C1-060342
	IBCF enhancements
	Lucent Technologies / Keith Drage
	FBI
	was C1-060111

	
	
	C1-060343
	NASS-bundled authentication
	Lucent Technologies / Keith Drage
	FBI
	was C1-060030

	
	
	C1-060344
	P-Access-Network-Info header changes
	Lucent Technologies / Keith Drage
	FBI
	was C1-060114

	
	
	C1-060345
	Inclusion of RACS
	Lucent Technologies / Keith Drage
	FBI
	was C1-060034

	
	
	C1-060357
	Transit IMS
	Nokia
	FBI
	

	
	
	C1-060363
	Discussion on support of local dialing plan in IMS
	Nokia
	FBI
	DISC

	
	
	C1-060364
	Local numbering
	Nokia
	FBI
	

	
	
	C1-060377
	Change of media data procedure correction
	Huawei
	FBI
	

	
	
	C1-060378
	Editorial Changes
	Huawei
	FBI
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.4
	Combinational Services

(WI CSICS)

Wednesday 
	
	
	
	
	Combining CS and IMS services

Can the CSI TR 24.879 be sent for Approval?

Can the CSI TS 24.279 be sent for Information?

Can the CSI TS 24.279 be sent for Approval?


	
	
	C1-060231
	Binding within OPTIONS
	Ericsson / Atle
	CSICS
	

	
	
	C1-060241
	Correction of the capability exchange and of the procedure for CS call setup in clause 7
	Siemens
	CSI
	

	
	
	C1-060309
	Clean up of TR 24.879
	Vodafone
	CSICS
	

	
	
	C1-060310
	Transfer of combinational services text from TR 24.879 to TS 24.008
	Vodafone
	CSICS
	

	
	
	C1-060311
	Transfer of combinational services text from TR 24.879 to TS 24.229
	Vodafone
	CSICS
	

	
	
	C1-060312
	Revision of WID for CSICS stage 3
	Vodafone
	
	DISC

	
	
	C1-060356
	Coding of the user-user information
	RIM
	CSICS
	

	
	
	C1-060406
	Extend UE capability update indication to UE capability verion to cover IMS first case
	LGE
	CSICS
	

	
	
	C1-060407
	Coding of the user-user information for UE capability version
	LGE
	CSICS
	

	
	
	C1-060408
	CSI UE IMS registration trigger
	Huawei
	
	DISC

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.5
	Voice Call Continuity

(WI VCC)

Wednesday 
	
	
	
	
	Continuation of a voice call between a UE  accessing the system using the IM CN Subsystem and the CS domain (and vice versa)

	
	
	C1-060266
	CR to 24.206: Addition of new section
	Motorola
	VCC
	

	
	
	C1-060313
	CR to 24.206: Addition of Roles for Call Origination
	Samsung
	VCC
	

	
	
	C1-060398
	Current reference version 3GPP TS 24.206
	Lucent Technologies / Keith Drage
	VCC
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.6
	VGCS enhancements

(WI EVGCS and
IVGCS)

Thursday
	
	
	
	
	VGCS changes to add the new Rel-7 enhancements



	
	
	C1-060242
	Correction of the distribution of emergency indication
	Siemens
	EVGCS
	

	
	
	C1-060243
	Data confidentiality for p-t-p SMS in an active voice group call
	Siemens
	IVGCS
	Revision of C1-060057

	
	
	C1-060278
	Modification of conditions for VGCS call establishment
	Nortel
	EVGCS
	

	
	
	C1-060279
	Modification of conditions for VBS call establishment
	Nortel
	TEI 7
	If WI is TEI-7, I would prefer that this Tdoc is moved to agenda item 8.9

	
	
	C1-060280
	Addition to group call SM procedures
	Nortel
	EVGCS
	

	
	
	C1-060281
	Modifications to allow delivery of SMS message to users not in the actual group call
	Nortel
	EVGCS
	

	
	
	C1-060282
	EPRT - Corrections and clarifications to the procedures for releasing the calling service subscribers dedicated connection to the anchor MSC
	Nortel
	EVGCS
	

	
	
	C1-060283
	EPRT - Correction/ clarification of voice group call termination procedures
	Nortel
	EVGCS
	

	
	
	C1-060372
	Clarification of the no activity time
	Huawei
	EVGCS
	

	
	
	C1-060373
	Indication of the channel to be used for uplink requests
	Huawei
	EVGCS
	

	
	
	C1-060384
	EPRT - Correction/ clarification of voice broadcast call release procedures
	Nortel
	TEI 7
	If WI is TEI-7, I would prefer that this Tdoc is moved to agenda item 8.9

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.7


	IP Multimedia Core Network Subsystem  - IMS Stage3 Protocol Evolution

(WI IMSProtoc)
Thursday
	
	
	
	
	IMS protocol maintenance work.

	
	
	C1-060178
	Implicit set
	Lucent Technologies / Milo Orsic
	IMSProtoc
	

	
	
	C1-060183
	Pre-loaded Route header
	Lucent Technologies / Milo Orsic
	IMSProtoc
	

	
	
	C1-060188
	P-Preferred-Identity
	Lucent Technologies / Milo Orsic
	IMSProtoc
	

	
	
	C1-060195
	Session termination by S-CSCF
	Lucent Technologies / Milo Orsic
	IMSProtoc
	

	
	
	C1-060196
	Session termination by P-CSCF
	Lucent Technologies / Milo Orsic
	IMSProtoc
	

	
	
	C1-060197
	TCP in IMS
	Lucent Technologies / Milo Orsic
	IMSProtoc
	

	
	
	C1-060210
	Transport of HSS address from I-CSCF to S-CSCF
	LM Ericsson
	IMSProtoc
	

	
	
	C1-060223
	Cx handling terminating case
	Siemens
	IMSProtoc
	

	
	
	C1-060224
	Update of the IMSProtoc WID
	Siemens
	
	WID

	
	
	C1-060225
	Skeleton for TR on Signalling flows for IMS session setup 
	Siemens
	
	TR

	
	
	C1-060226
	Flow - UE#1 and UE#2 need to perform resource reservation
	Siemens
	
	

	
	
	C1-060227
	Flow - only UE#1 needs to perform resource reservation
	Siemens
	
	

	
	
	C1-060228
	Flow - only UE#2 needs to perform resource reservation
	Siemens
	
	

	
	
	C1-060259
	Editorial Changes
	QUALCOMM
	IMSProtoc
	

	
	
	C1-060264
	Support for RFC 4145
	Motorola
	IMSProtoc
	

	
	
	C1-060265
	UE support of caller feature preferences and callee capabilities
	Motorola
	IMSProtoc
	

	
	
	C1-060297
	WLAN MAC address for P-Access-Network-Info header
	Motorola
	IMSProtoc
	

	
	
	C1-060298
	REGISTER requests at I-CSCF
	Motorola
	IMSProtoc
	

	
	
	C1-060299
	P-CSCF initiated deregistration - discussion
	Motorola
	
	DISC

	
	
	C1-060300
	P-CSCF initiated deregistration - CR
	Motorola
	IMSProtoc
	

	
	
	C1-060324
	Registration of multiple PUIs - discussion
	Motorola
	
	DISC

	
	
	C1-060325
	Registration of multiple PUIs - CR
	Motorola
	IMSProtoc
	

	
	
	C1-060353
	3GPP support of OMA DM v1.2 in Release 7 UEs
	RIM
	IMSprotoc
	DISC

	
	
	C1-060354
	Mandation of RFC 4320 fixes for issues found with the Session Initiation Protocol's (SIP) Non-INVITE Transactions
	RIM
	IMSprotoc
	

	
	
	C1-060355
	Support for only DM 1.2 in IMS MO
	RIM
	IMSProtoc
	

	
	
	C1-060362
	Trust concept for the SIP Reason header
	Nokia
	IMSProtoc
	DISC

	
	
	C1-060374
	Clarifications for anonymous user identity verification at the AS
	Huawei
	IMSProtoc
	

	
	
	C1-060379
	3rd Party Registration
	Huawei
	
	DISC

	
	
	C1-060380
	3rd party registration clarification
	Huawei
	IMSProtoc
	

	
	
	C1-060381
	Clarification to S-CSCF procedures for UE-originating case
	Nortel
	IMSProtoc
	

	
	
	C1-060409
	Editorial correction
	Huawei
	IMSProtoc
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.8
	Trace Management, stage3, IMS

(WI OAM7-Trace-IMS)

Thursday
	
	
	
	
	SIP related parts of the IMS trace and service level trace.

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.9
	Other Rel-7 work items

(other Rel-7 WIs)

Thursday 
	
	
	
	
	This agenda item is for other Rel-7 topics not covered by the agenda items above.

	
	
	C1-060139
	Use on cause #12 in VPLMNs
	Motorola
	TEI7
	

	
	
	C1-060208
	Considerations for the MMtel service 
	LM Ericsson
	MITE
	Disc

	
	
	C1-060209
	Support for the IMS communication service identifier
	LM Ericsson
	ServID
	Disc

	
	
	C1-060216
	Addition of Periodic Location Feature Support
	Qualcomm
	LCS3
	

	
	
	C1-060218
	Alternatives for registration of feature tags for IMS Communication Identifier
	LM Ericsson
	ServID
	Disc

	
	
	C1-060219
	Introduce of new AT Cmds
	China mobile
	TEI7
	

	
	
	C1-060232
	WID on Multimedia Telephony Capabilities for IMS
	Ericsson / Atle
	MITE
	WID
New CT-wide WID on Multimedia telephony (CT1&CT3 impact)

	
	
	C1-060234
	Correction to and in examples
	Nokia
	TEI7
	

	
	
	C1-060235
	EHPLMN in automatic network selection mode
	Nokia
	TEI7
	

	
	
	C1-060236
	First higher priority PLMN scan in VPLMN
	Nokia
	TEI7
	

	
	
	C1-060244
	VGCS/VBS - RANflex interoperability
	Siemens
	
	WID
Revison of the agreed C1-060060 from CT1#40-bis

	
	
	C1-060245
	VGCS/VBS - RANflex interoperability
	Siemens
	
	DISC

	
	
	C1-060246
	Addition of interoperability with RANflex 
	Siemens
	
	

	
	
	C1-060250
	Editorial Changes
	QUALCOMM
	TEI7
	

	
	
	C1-060251
	Miscellaneous Text Changes
	QUALCOMM
	TEI7
	

	
	
	C1-060252
	Reference Change 
	QUALCOMM
	TEI7
	

	
	
	C1-060253
	Use UA-Profile 
	QUALCOMM
	TEI7
	

	
	
	C1-060254
	Editorial Changes
	QUALCOMM
	TEI7
	

	
	
	C1-060255
	Inviting to a Conference 
	QUALCOMM
	TEI7
	

	
	
	C1-060256
	Joining a Conference
	QUALCOMM
	TEI7
	

	
	
	C1-060257
	Miscellaneous Text Changes
	QUALCOMM
	TEI7
	

	
	
	C1-060258
	Removing a Participant 
	QUALCOMM
	TEI7
	

	
	
	C1-060273
	AS, MRFC media server control protocol definition.
	Hewlett-Packard
	
	WID
New WID on MRFC – AS interface.

Is this meant to cover Mp interface, or is this a direct MRFC-AS interface?

Is this WID meant to cover stage 2 and stage 3?

	
	
	C1-060274
	Use on cause #12 in VPLMNs
	Siemens, Infineon
	TEI-7
	

	
	
	C1-060295
	Support for SMS and MMS over IP networks stage 3
	Nokia
	TEI7
	WID
New WID on SMS over IP
Related with C1-060360?
CT1 endorsement on a CT-wide WID owned by CT4

	
	
	C1-060307
	Early H.223/H.245 Negotiation for H.324m communication
	Alcatel
	TEI7
	

	
	
	C1-060319
	WID for Rx interface for Policy Control and Charging (PCC)
	Ericsson / Atle
	PCC
	WID
CT1 endorsement on a CT-wide WID owned by CT3

	
	
	C1-060346
	Discussion on Signalling of the PDP Context activity in Service Request
	Lucent Technologies / Phil Sapiano
	TEI7
	DISC

	
	
	C1-060347
	PDP Context Activity Indication for Service Request (Service Type = Data)
	Lucent Technologies / Phil Sapiano
	TEI7
	

	
	
	C1-060349
	Inclusion of support for DTM Handover for GERAN A/Gb mode
	Ericsson
	TEI
	Revised to C1-060433

Shouldn’t the WI be HO-DSRDTM?

	
	
	C1-060350
	Update of the specification skeleton for SDoUE
	Ericsson
	SDoUE
	DISC

	
	
	C1-060351
	Update of the TS skeleton on SDoUE
	Ericsson
	SDoUE
	DISC

	
	
	C1-060360
	Discussion on support of SMS and MMS over IP networks - CT1 point of view
	Nokia
	SMSIP
	DISC
Related with C1-060295?

	
	
	C1-060402
	Use on cause #12 in VPLMNs
	NTT DoCoMo
	TEI7
	

	
	
	C1-060410
	LLC Optimisations for VoIP
	Ericsson
	SCSAGB
	DISC

	
	
	C1-060411
	SNDCP Optimisations for VoIP
	Ericsson
	SCSAGB
	DISC

	
	
	C1-060415
	Performance improvements of MM/GMM signalling procedures
	Motorola
	TEI7
	

	
	
	C1-060433
	Inclusion of support for DTM Handover for GERAN A/Gb mode
	Ericsson
	HO-DSRDTM
	Revision of C1-060349

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	9
	Output Liaison Statements

Friday 
	
	
	Prepared by
	To/CC
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	10
	Late and misplaced documents

Friday
	
	Late documents and documents which were submitted with erroneous or incomplete information 
	
	
	Prioritization of documents within this category will be done during the meeting.

	
	8.9
	C1-060249
	Appendix A Text Change
	QUALCOMM
	TEI7
	

	
	7.3
	C1-060284
	Discussion paper on the exchange and storage of IOI values for Type 1 and Type 3
	Orange
	IMS2
	

	
	7.3
	C1-060290
	Type 3 IOI exchange between the S-CSCF and the AS
	Orange
	IMS2
	

	
	8.9
	C1-060296
	Support of SMS over IP networks
	Nokia
	TEI7
	DISC


	
	9
	C1-060302
	Proposed changes to 23.218 to support GRUU
	CableLabs
	GRUU
	Withdrawn

DISC

	
	9
	C1-060323
	CableLabs and PacketCable 2.0 Overview
	CableLabs
	FBI
	DISC
Same as S2-06707

	
	8.0
	C1-060331
	Summary of current IETF documents on SIPPING
	Lucent Technologies / Keith Drage
	
	INFO

	
	8.0
	C1-060332
	Summary of current IETF documents on SIP
	Lucent Technologies / Keith Drage
	IMS2
	INFO

	
	8.0
	C1-060333
	Summary of current IETF documents on MMUSIC
	Lucent Technologies / Keith Drage
	IMS2
	INFO

	
	8.0
	C1-060334
	Summary of current IETF documents on SIMPLE
	Lucent Technologies / Keith Drage
	PRESNC
	INFO

	
	8.0
	C1-060335
	Summary of current IETF documents on XCON
	Lucent Technologies / Keith Drage
	IMS2
	INFO

	
	8.0
	C1-060336
	Summary of current IETF documents on GEOPRIV
	Lucent Technologies / Keith Drage
	IMS2
	INFO

	
	8.9
	C1-060348
	Addition of RTP ports
	Motorola
	TEI7
	

	
	8.9
	C1-060361
	WID on support of SMS and MMS over IP networks
	Nokia
	SMSIP
	WID


	
	7.3
	C1-060388
	IETF reference updates
	Lucent Technologies / Keith Drage
	PRESNC
	

	
	7.3
	C1-060393
	IETF reference updates
	Lucent Technologies / Keith Drage
	IMS2
	

	
	7.3
	C1-060394
	IETF reference updates
	Lucent Technologies / Keith Drage
	IMS2
	

	
	8.3
	C1-060397
	Profile changes for IBCF
	Lucent Technologies / Keith Drage
	FBI
	

	
	7.3
	C1-060416
	IETF reference updates
	Lucent Technologies / Keith Drage
	PRESNC
	

	
	8.7
	C1-060417
	Definition of B2BUA
	Lucent Technologies / Keith Drage
	IMSProtoc
	

	
	8.0
	C1-060418
	Summary of current IETF documents on ECRIT
	Lucent Technologies / Keith Drage
	EMC1
	INFO

	
	7.5
	C1-060425
	Indication of support for Repeated SACCH
	Ericsson
	TEI-6
	Revised to C1-060434

Related with incoming LS C1-060148

	
	7.5
	C1-060426
	Indication of support for Repeated SACCH
	Ericsson
	TEI-6
	Revised to C1-060435

Related with incoming LS C1-060148

	
	7.5
	C1-060434
	Indication of support for Repeated SACCH
	Ericsson
	TEI-6
	Revision of C1-060425

Related with incoming LS C1-060148

	
	7.5
	C1-060435
	Indication of support for Repeated SACCH
	Ericsson
	TEI-6
	Revision of C1-060426

Related with incoming LS C1-060148

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	11
	A.O.B.

Friday
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	 
	
	
	

	12
	Closing

Friday

by 16:30 at the very latest
	
	Did you mark your attendance to this meeting in attendees list?
	
	
	Any meeting document which is not mentioned in this report or with no recorded decision shall be interpreted as "reserved", i.e. not defined and shall be ignored if received
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