3GPP TSG-CT1 Meeting #40bis
Tdoc C1-060025
Budapest, Hungary, 17-19 January 2006
Source:
Lucent Technologies

Title:
Discussion of differences in DES/TISPAN-03019 and resolution

Agenda item:
8.4

Document for:
DISCUSSION

Introduction

This document seeks to classify the changes made by ETSI TISPAN in their endorsement of 3GPP 24.229 and identify future changes to 3GPP TS 24.229 in order to achieve alignment.

1
IBCF differences

Two new functions for the IBCF are added in subclause 5.10.1. 

· screening of SIP signalling. Additional procedures for this are defined in subclause 5.10.6

· selection of an IWF if appropriate.

Additional steps are defined as a result of this in subclause 5.10.2.2, subclause 5.10.2.3, and subclause 5.10.3.1.

The change in subclause 4.1 relates to these additions.

Additionally there is an extra change for routeing procedures in subclause 5.6.2.

There has been some attempt to make changes in Annex A covering this functionality, but these changes are not necessarily correct or complete.

Proposal 1: CR for subclause 5.6.2 change. Note that text for the BGCF here, and existing corresponding text for the P-CSCF and the S-CSCF, has been harmonized within this contribution.

Proposal 2: CR for IBCF enhancement changes to add new capabilities. Note that approval of this CR may need to await changes in 23.228 by SA2.

2
Source of identities

UEs in TISPAN need not have a UICC.

The change in subclause 4.2 relates to the provision of private user identity from elsewhere.

This is covered in more detail in subclause 5.1.1.1B and subclause C.4.

Annex L of 3GPP 33.203 now contains the requirements that allow this to occur, and therefore it is appropriate for this to be document in 3GPP TS 24.229. Text from 3GPP TS 33.203 as follows:

In 3GPP IMS, the ISIM is mandated to be present on UICC which is usually inserted within the MT component of the UE. In NGN-UEs, the ISIM shall be provided on the UICC, which shall be inserted within either :

1) The TE; or

2) The IMS Residential Gateway (IRG).

NOTE:
For the exact definition of IRG will be published in ETSI TS 187 003: "TISPAN – NGN security: Security Architecture NGN Release 1".

Where the TE and IRG each contain an UICC with ISIM application, the ISIM should be used in following order of preference TE, IRG.  
Open issue: It is noted that 3GPP TS 24.229 contains no reference to 3GPP TS 24.167. Should annex C contain such references from release 6.

Proposal: CR to add this in some form.

3
NASS bundled authentication

ETSI TISPAN provides for an alternative mechanism for authentication using the Network Attachment SubSystem (NASS). When this occurs there is no security association.

The procedures for this alternative mechanism of authentication are covered in proposed new subclause 5.1.1.2A, subclause 5.1.1.4A, subclause 5.1.1.5.1A, subclause 5.1.1.6A, subclause 5.2.2A, and subclause 5.4.1.2A. Key differences for this alternative mechanism are:

· the absence of the usage of the authentication mechanism negotiation (Security-Client, Security-Verify, Security-Server headers)

· new usage of the Authorization and Authentication-Info headers

As a result of this alternative, new titles are proposed to subclauses 5.1.1.2, subclause 5.1.1.4, subclause 5.1.1.6, subclause 5.2.2, and subclause 5.4.1.2, and amended contents in subclause 5.1.1.5.1 and subclause 5.1.1.5.2, subclause 5.1.1.7, subclause 5.1.2A.1, subclause 5.1.2A.2, subclause 5.2.1, subclause 5.2.5.1, subclause 5.2.5.2, subclause 5.2.6.4, subclause 5.4.1.1, subclause 5.4.1.2.1, subclause 5.4.1.3, and subclause 5.4.1.4.

The changes in subclause 4.2A, and subclause 5.2.6.3 occurs as a result of this difference.

Changes in subclause 5.4.1.2.1 and subclause 5.4.1.4 allow for the existence of this alternative authorisation option, removing specific procedures on the absence of an "integrity-protected" parameter in the Authorization header.
We believe there is a need to further investigate the text within subclause 5.2.1 in terms of how the P-CSCF recognises whether the security association should apply or not. The same applies to the equivalent text in subclause 5.4.1.1.

Proposed P-CSCF procedures relating to the inclusion of the P-Access-Network-Info header by the P-CSCF in subclause 5.2.2A have been removed as these are covered by more general changes proposed in section 4 below, and which are already reflected in the TISPAN document by annex E changes.

Proposal: Adoption of the alternative authentication mechanism probably depends on progress of the new Annex L to 33.203. 3GPP SA3 are meeting the 4th – 9th February. CR proposed.

4
P-Access-Network Info

There are some key differences in the use of the P-Access-Network-Info header. 

· A UE attached to a DSL access may not have access to the information to generate a P-Access-Network-Info header. Therefore the P-Access-Network-Info header is now optional from a UE, conditional on the information being available.

· A new parameter is added to indicate that the P-Access-Network-Info header was added by the network.

Changes in subclause 5.1.1.2, subclause 5.1.1.3, subclause 5.1.1.4, subclause 5.1.2A.1, subclause 5.1.2A.2, subclause 7.2A.4.2, subclause 7.2A.4.3, and subclause E.3 result from this difference.

Note that subclause E.3.1 is already covered in the main body of the procedures, and subclause E.3.2 should also be in the main body of the procedures as it relates to P-CSCF functionality for NASS, and is not DSL specific. The proposal of subclause E.3.2 is therefore placed in subclause 5.2.1.

Proposal 1: CR to add changes in subclause 7.2A.4.2, subclause 7.2A.4.3, make changes in E.3.2 in main body of document (this may be dependent on some recognition of NASS functionality in SA2).

Proposal 2: CR to cover optionality of inclusion of P-Access-Network-Info header at the UE. Note that changes are also required to table A.4 c25 for this to be effective and these changes have not been made in DES/TISPAN-03019.

Proposal 3: Though not covered in DES/TISPAN-03019, the optionality of the P-Access-Network-Info header also has impact on the ability of the P-CSCF to detect that the call is an emergency call in subclause 5.2.10. A CR is proposed to cover this issue.

5
RACS and media authorisation

The NGN architecture provices for the control of bearer resources, admission control, etc, by means of a new set of functionalities which form part of Resource and Admission Control Subsystem (RACS). The P-CSCF sees a Gq' interface and an SPDF rather than a Gq interface and a PDF (or a Go interface in Release 5). Additionally the media authorization token mechanism for bearer resources is not used by RACS.

Note that the use of the media authorization token is currently not possible on WLAN either, so the changes incorporate that.

Changes in subclause 5.2.7.2, subclause 5.2.7.3, subclause 5.2.8.1.1, and subclause 5.2.8.1.2 relate to this. Changes in subclause 6.2 provide for the admission control functionality.

Support of media authorization has been made dependent on access technology for the UE. Changes in table A.4 reflect this.

Proposal: CR provided. Any CR may be dependent on some recognition of RACS functionality in SA2.

6
Network address translation
Two annexes for the support of NATs are already contained within 3GPP TS 24.229. Subclause 6.2 has an added paragraph acting as a pointer for these annexes.

Proposal: CR to add this text.

7
Proper processing of barred public user identities

Currently a problem exists with the S-CSCF procedures when the AS alters the Request-URI. 

Changes to subclause 5.4.3.3 are an attempt to fix part of this problem. More extensive changes are envisaged in the future.

Proposal: Believe Ericsson proposing CR for this change.

8
Use of draft-rosenberg-sipping-acr-code and draft-jennings-sip-voicemail-uri

Additions to subclause 2 and annex A

Note that these changes relating to draft-jennings-sip-voicemail-uri are missing from the current draft DES/TISPAN-03019.

The only issue requiring additional discussion is whether 3GPP should add the roles to support the TISPAN services to the roles defined in table A.3A, and then add a mandatory dependency on these roles. For the moment the entire capability is left as optional.

These drafts should be added to the IETF dependencies list.

Proposal: CR to add this. Replaces Reason header removed from CR to last plenary.

