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1
Introduction

The purpose of this document is to identify some documentation requirements for IMS support of emergency calls.

3GPP SA2 has been progressing the stage 2 work on IMS emergency calls firstly by means of a feasibility study in 3GPP TR 23.867, and now by a specification that is fast reaching stability in 3GPP TS 23.167.

The stage 2 document works at two levels, firstly it provides an architecture within IMS for handling emergency calls. Secondly it provides for the support of emergency communication over the PS domain.

It is noted that support if IMS-based emergency calls is urgently required for ETSI TISPAN, and it is hoped that real convergence can be gained in this area.

2
IMS Architecture

The following architecture is defined in 3GPP TS 23.167 for emergency call handling.
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It is noted that there is no documentation on the usage of the IBCF which now exists in release 7.

3
Open issues at stage 2

A number of issues remain to be resolved fully in SA2. These may be summarised as follows:

· Registration. Despite the current text in 3GPP TS 23.167, there is an open issue as to whether the registration should be with the E-CSCF (and therefore require the E-CSCF to have a internetwork interface at Cx), or should be with the S-CSCF (and therefore a second registration terminated in the home network potentially by two different P-CSCFs). The current text of 23.167 seems to imply the former, although apparently the current body of thinking is with the latter.

· Architecture for network based location determination and routeing based on location in the network. This still requires considerable work, and it is apparent that the current description is inconsistent with NENA agreements. Some of the resolution of this at stage 2 may be dependent on whether the E-CSCF connects to the PSAP via traditional means (ISUP) or at the IP level (SIP).

· Callback. Should any callback go via the visited network (and therefore the E-CSCF and emergency P_CSCF) or via the home network (and therefore either an existing ordinary registration contact on the S-CSCF or, if that registration option is followed, the special emergency registration contact with the S-CSCF. Note that if callback goes via the visited network, then:

· the E-CSCF needs to be able to reach the emergency P-CSCF which the equivalent S-CSCF procedures currently does using the Path header stored at registration time.

· the E-CSCF needs to be able to distinguish between UE originated and UE terminated calls, and the equivalent S-CSCF procedures currently does this using a parameter inserted in Service-Route (therefore either UE registration to E-CSCF is required or some alternative mechanism to obtain this information).

· Anonymouse calls from the UE.

This contribution does not attempt to progress these at the stage 3 level until they are resolved at the stage 2 level, and indeed specifically excludes these areas from the proposals.

4
IMS Stage 3 protocol issues

4.1
Impact on 3GPP TS 24.229

4.1.1
General

While 3GPP SA2 have created a separate specification for documenting IMS emergency calls, it is believed that the stage 3 SIP procedures are best documented in the same specification as all other SIP procedures are documented, namely 3GPP TS 24.229.

4.1.2
Changes to clause 4

Subclause 4.1 needs to have a new list item indicating the E-CSCF requirements. Currently, it is assumed that the E-CSCF provides the proxy role, however this may be dependent on the location and routeing capabilities still being discussed by 3GPP SA2.

Subclause 4.2: There is requirement for there to be a emergency service indication. It is proposed that this is supported by use of a special URI within the Request-URI, and that this conforms to http://www.ietf.org/internet-drafts/draft-ietf-sipping-sos-01.txt. This provides both a destination URI, and an indication that it is an emergency call. Item 5) should identify the emergency public user identity assigned to all users, although definition of this should appear in 3GPP TS 23.003 (possibly via an entry in subclause 3.1 of 3GPP TS 24.229. 

Subclause 4.2A may need revision to cover the case where a UE without a UICC makes an emergency call, and therefore is not using a security association. This also needs to cover the TISPAN case where private user identity and public user identity are potentially available by other means. It may be that the reference to subclause 5.1.1.2 and subclause 5.2.2 is sufficient, if the changes are completely covered in those subclauses.

Subclause 4.5 needs to indicate the presence of type 1 IOI usage between P-CSCF and E-CSCF, in addition to between P-CSCF and S-CSCF. How this is performed depends on resolution of the registration open issue with 3GPP SA2, and therefore should not be discussed within 3GPP CT1 at the moment. If there is registration to the E-CSCF, it is assumed that this is confined to registration requests. If there is no registration, do we need a type 1 IOI outside of registration? 

4.1.3
Changes to subclause 5.1 UE

This subclause will need to describe emergency registration. However it is clear that 3GPP SA2 need to complete their discussions on registration. It is possible that we can refer to the normal initial registration subclause and just add that the to and from header shall include the emergency public user identity. The registration procedures also need to discuss how Service-Route will operate, and this will depend on the procedures chosen for registration.

There is a need for some text on identifying if call is an emergency call at the UE. 

There is also a need for some text on selection of appropriate domain in which to make the call (should this be by reference to the stage 2) and subsequent requirement to use IMS. This also needs to cover reattempt in IMS on failure in the CS domain (note 24.008 needs to cover reattempt in CS domain on failure in the IMS).

There should be procedures for making anonymous emergency calls if UICC not present. Needs to ensure that relevant changes are also made to subclause 4.2A. Should this apply to the From header, or to the P-Preferred-Identity header, or to both? Note that there have been reported difficulties with different interpretations of the word "Anonymous". Does it appear in quotes or not? What capitalisation should exist? What happens if it appears in a foreign language? However there appear to be open issues at stage 2 as to whether this is required, so this discussion should not be progressed further at stage 3 at this point. Any future discussion of this also needs to cover the settings of these headers when the user is registered (and not anonymous) – are there requirements that the emergency public user identity is always used or not?

Location information may be sent from the UE in the emergency request. It is assumed that http://www.ietf.org/internet-drafts/draft-ietf-sip-location-conveyance-01.txt provides the mechanism for support of this conveyance, and the support of this mechanism will be specified in Annex A of 24.229. However there probably needs to be a requirement that states when the UE has location information, it shall send it.

http://www.ietf.org/internet-drafts/draft-ietf-sip-location-conveyance-01.txt provides two options for the transfer of location information:

· by including it in a body in the request

· by including a header giving a URI from which the location can be fetched

It is assumed that inclusion in a body is the only sensible option for UE generated location.

Discussion point: 3GPP TS 23.167 makes reference to the provision of location information to the terminal using DHCP. What is the best place to document this? It is not valid in GPRS.

4.1.4
Changes to subclause 5.2 P-CSCF

The following changes are needed to P-CSCF procedures (all these changes unless indicated could probably be made in subclause 5.2.10):

· When an ordinary call is received by the P-CSCF, check the Request-URI to see if it is an emergency call and make it as an emergency call. Requires extension to subclause 5.2.10. CT1 should confirm that this overrides any Route header values included in the request, and therefore when the call is forwarded on to the E-CSCF, it is forwarded on without the Route header.

· If the call is anonymous (and not received by a security association and therefore generated by a registered user), and is an emergency call, check whether anonymous emergency calls are allowed. Note that there have been reported difficulties with different interpretations of the word "Anonymous". Does it appear in quotes or not? What capitalisation should exist? What happens if it appears in a foreign language? However there appear to be open issues at stage 2 as to whether this is required, so this discussion should not be progressed further at stage 3 at this point.

· Route emergency calls to an E-CSCF in the same network as the P-CSCF. Does this mean we will never pass through an IBCF in this case – this needs to be answered within 3GPP TS 23.167?

· When an emergency call is relayed to E-CSCF, mark it as priority. What exactly does prioritisation mean in the context of such a call – this needs to be answered within 3GPPP TS 23.167? Some ideas on the application of priority to SIP systems is given in RFC 3487, formulated by IETF as part of the IEPREP work.

· All E-CSCFs are considered trusted entities, therefore there is no requirement that headers such as the P-Access-Network-Info are removed on forwarding the request. Indeed, such headers should not be removed.

Discussion point: The stage 2 requirements relate only to session establishment requests. This raises two questions:

· Should MESSAGE requests be treated in the same manner? http://www.ietf.org/internet-drafts/draft-ietf-sipping-sos-01.txt indicates that MESSAGE requests should be routed to either a PSAP capable of handling such requests, or to the TTY for the deaf.

It is RECOMMENDED that gateway SIP MESSAGE requests are directed to a TTY-for-the-deaf translator or a short-message service (SMS) if the emergency call center cannot handle SIP instant messaging.

· How should OPTIONS requests be treated? RFC 3261 indicates that they should be handled in the same manner as session requests, except that they do not establish a session.

If either of these methods are not allowed, it also needs to be discussed how the P-CSCF treats them, or whether it forwards them on to the E-CSCF anyway.

Location information may be available at the P-CSCF. In particular in the NGN architecture the NASS provides a location information which may be requested by the P-CSCF. http://www.ietf.org/internet-drafts/draft-ietf-sip-location-conveyance-01.txt provides two options for the transfer of location information:

· by including it in a body in the request

· by including a header giving a URI from which the location can be fetched

Discussion is needed of the best manner of indicating the presence of this information. It may be most appropriate to merely reference a location from which the information can be fetched in this case (E-CSCF is the ultimate user and the E-CSCF is in the same network as the P-CSCF). Alternatively, the location information available from the NASS can be forwarded to the E-CSCF in the P-Access-Network-Info header, using the extensions identified in DES/TISPAN-03019. The difference between these two is that the former will be transferred as real geographic information, while the latter will be in a format specific to the access technology (cell id for GPRS, location number for DSL). Some of this is dependent on stage 2 discussion of the architecture relating to the provision of location, and therefore stage 3 discussion on this issue cannot proceed at this point.

Where the user provides a location, there should be discussion of whether the P-CSCF or E-CSCF is responsible for validating the "provided-by" value.

4.1.5
Proposed new subclause 5.11 E-CSCF

A new subclause is needed to document the E-CSCF as a new IMS functional entity. This should be essentially the S-CSCF text with the following changes:

· the E-CSCF deals with UE-originated requests only. Requests are not handled in the opposite direction. Does the E-CSCF need to determine whether the call is UE-originated before handling the request; existing procedures rely on the presence or absence of information added to the Service-Route at registration in order to determine this? This is dependent on how the architecture for callback is progressed and therefore this issue must remain unresolved at stage 3.

· provision of initial filter criteria, and redirection of calls to an application server, should not be provided. Consequently support of type 3 IOI to an application server is not required.

· all PSAPs and E-CSCFs are considered trusted entities, therefore there is no requirement that headers such as the P-Access-Network-Info are removed on forwarding the request. Indeed, such headers should not be removed.

· the E-CSCF needs to select a PSAP. IETF has drafted requirements for this selection process, and these may be found in http://www.ietf.org/internet-drafts/draft-ietf-ecrit-requirements-01.txt. This routeing process will require the usage of received or requested location information. There should be some documentation of this process. This however is still substantially an open issue at stage 2 and therefore cannot be progressed at this stage. It is not clear whether an E-CSCF can forward or redirect a call to another E-CSCF if it finds it is not the most appropriate entity to handle it, or whether than function should be left to the P-CSCF? Again this needs to be left top stage 2 discussion for the moment.

· does the emergency call pass through an IBCF in order to reach the PSAP – this needs to be answered within 3GPP TS 23.167?

It is still a significant stage 2 open issue on the part the E-CSCF plays in the provision of network-provided location information.

Where the user provides a location, there should be discussion of whether the P-CSCF or E-CSCF is responsible for validating the "provided-by" value.

Note that it appears that Cx procedures are needed between the home and visited network to deal with E-CSCF registration requests. However registration does not appear to be mandatory (it is certainly not required for anonymous requests. However this is still an open stage 2 issue.

In particular it is noted that the following functionality is retained.

· the E-CSCF should generate CDRs and therefore all functionality relating to P-Charging Vector and P-Charging-Function-Addresses headers should be retained.

4.1.6
Changes to Annex A (SIP profile)

The profile needs to provide for the support of http://www.ietf.org/internet-drafts/draft-ietf-sip-location-conveyance-01.txt. This should be mandatory for UEs.

The profile needs to provide for the support of http://www.ietf.org/internet-drafts/draft-ietf-sipping-sos-01.txt. This should be mandatory for UEs.

4.2
Impact on 3GPP TS 23.003

This document is owned by CT4, but is included here to document the impact of requirements from the 3GPP TS 24.229 requirements above. Currently identified are the following:

· the need to document the emergency public user identity.

4.3
Other stage 3 IMS specifications

The impact of the requirements in 3GPP TS 23.167 on other stage 3 IMS specifications is for further study.

5
IP-CAN stage 3 protocol issues

5.1
General

While requirements for a GPRS IP-CAN exist, it is not clear what requirements exist for emergency call support in other access technologies. 

5.2
Changes to 3GPP TS 24.229 Annex B (IP-Connectivity Access Network specific concepts when using GPRS to access IM CN subsystem)

Subclause B.2.2.1 will need some revision to cater for the indication of a globally dedicated emergency APN for emergency call usage. While this may impact the GGSN that is selected, it is not expected to impact the remainder of the procedures relating to P-CSCF discovery. The selected GGSN will point to an appropriate P-CSCF for emergency call usage in the visited network.

5.3
Impact on 3GPP TS 24.008

Need some text on identifying if call is an emergency call at the UE. Need some text on selection of appropriate domain in which to make the call (should this be by reference to the stage 2) and subsequent requirement to use CS domain. This also needs to cover reattempt in CS domain on failure in the IMS (note 24.229 needs to cover reattempt in IMS on failure in the CS domain).

In GPRS case, support of PDP-context activation to a Globally dedicated emergency APN is required. The Globally dedicated emergency APN is used as an indication that the GPRS bearer resources are being reserved for emergency call purposes. GSMA are responsible for allocation APNs; should 3GPP CT1 send a liaison statement to GSMA requesting this?
There is no requirement to download the URI specified in http://www.ietf.org/internet-drafts/draft-ietf-sipping-sos-01.txt as part of the 24.008 procedures. This mechanism relates solely to emergency call numbers.

6
Conclusion

When the issues above are discussed and agreed, appropriate CRs can be generated.
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