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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

API
Application Programming Interface

AS
Application Server

AS-ILCM
Application Server Incoming Leg Control Model

AS-OLCM
Application Server Outgoing Leg Control Model

B2BUA
Back-to-Back User Agent

CAMEL
Customized Applications for Mobile network Enhanced Logic

CAP
CAMEL Application Part

CCF
Charging Collection Function
CDR
Charging Data Records

CF
Call Forwarding

CFonCLI
Call Forwarding on Calling Line Identification

CGI
Common Gateway Interface

CPL
Call Processing Language

CLI
Calling Line Identification

CSCF
Call Session Control Function

CSE
CAMEL Service Environment

ECF
Event Charging Function

FC
Filter Criteria

GPRS
General Packet Radio Service

GPRS CID 
GPRS Charging IDentifiers

gsmSCF
gsm Service Control Function

HPLMN
Home PLMN

HSS
Home Subscriber Server

IETF
Internet Engineering Task Force

I-CSCF
Interrogating CSCF

ICID 
IMS Charging ID

iFC
Initial Filter Criteria

ILCM
Incoming Leg Control Model

IM
IP Multimedia

IM-CSI
IP Multimedia CAMEL Subscription Information 

IMS
IP Multimedia Subsystem

IMSI
International Mobile Subscriber Identity

IM-SSF
IP Multimedia Service Switching Function

IOI
Inter Operator Identifier
IP
Internet Protocol

ISC
IP multimedia Service Control

MAP
Mobile Application Part

MGCF
Media Gateway Control Function


MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor


O-IM-CSI
Originating IP Multimedia CAMEL Subscription Information

OLCM
Outgoing Leg Control Model

OSA
Open Service Access

PLMN
Public Land Mobile Network

P-CSCF
Proxy CSCF

RFC
Request For Comments

SCF
Session Charging Function
SCIM
Service Capability Interaction Manager

SCS
Service Capability Server

SDP
Session Description Protocol

sFC
Subsequent Filter Criteria

SIP
Session Initiation Protocol

S-CSCF
Serving CSCF

SPT
Service Point Trigger

STP
Service platform Trigger Points

T-IM-CSI
Terminating IP Multimedia CAMEL Subscription Information 

UA
User Agent

UE
User Equipment

URL
Uniform Resource Locator
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4
Architecture and information flows for IM multimedia session

Subclauses 4.1 and 4.2 show the architecture for handling a basic UE-originating multimedia session and a basic UE-terminating multimedia session. A basic UE-to-UE multimedia session is treated as the concatenation of a UE-originating multimedia session and a UE-terminating multimedia session.

Subclauses 4.3, 4.4 and 4.5 show the information flows for handling a basic UE-originating multimedia session and a basic MT multimedia session.

4.1
Architecture for a UE-originating IP multimedia session

This is specified in 3GPP TS 23.228 [3].

4.2
Architecture for a UE-terminating IP multimedia session

This is specified in 3GPP TS 23.228 [3].

PROPOSED CHANGE

5.2
Service interaction with IP multimedia subsystem

Service Point Triggers (SPTs) are those points in the SIP signalling on which Filter Criteria can be set. The following SPTs are defined:

-
any initial known or unknown SIP method (e.g. REGISTER, INVITE, SUBSCRIBE, MESSAGE);

-
registration type – indicates if the REGISTER request is initial registration, re-registration, or de-registration;

-
presence or absence of any known or unknown header field;

-
content of any known or unknown header field or Request-URI;

-
direction of the request with respect to the served user – either UE-originating or UE-terminating to registered user; UE-terminating to unregistered user or UE-originating for unregistered user; see 3GPP TS 29.228 [8] for the details of the direction information in service point trigger;

NOTE 1:
REGISTER is considered part of the UE-originating. See 3GPP TS 24.229[5] for further information about how to determine UE-originating or UE-terminating.
NOTE 2:
The S-CSCF shall verify if the end user is barred before checking if any trigger applies for that end user.

-
session description information.

A Filter Criteria triggers one or more SPTs in order to send the related request to one specific application server. The set of Filter Criteria that is stored for a service profile of a specific user is called "Application Server Subscription Information". In order to allow the S-CSCF to handle the different Filter Criteria in the right sequence, a priority shall be assigned to each of them. If the S-CSCF can not reach the Application Server, the S-CSCF shall apply the default handling associated with the trigger. This default handling shall be :
-
to continue verifying if the triggers of lower priority in the list match; or

-
to abandon verification of matching of the triggers of lower priority in the list; and to release the dialogue.

Therefore a Filter Criteria shall contain the following information:

-
address of the Application Server to be contacted;

-
priority of the Filter Criteria providing the sequence in which the criteria shall be applied;

-
Trigger Point composed by 1 to n instances of the Service Point Triggers (SPTs). The SPTs may be linked by means of logical expressions (AND, OR, NOT, etc.);

-
default handling ( as described above);

-
optional Service Information that shall be added to the message body before it is sent to the Application Server (as an example this may include the IMSI for the IM-SSF).

The same priority shall not be assigned to more than one initial Filter Criteria for a given end user.

The S-CSCF shall request from the HSS the relevant set of iFCs that applies to the end user (i.e., registered, unregistered, or both). If the S-CSCF has a set of iFCs that is deemed valid (e.g., from a previous request), the S-CSCF need not request a new set.

In the case that multiple Filter Criteria are sent from the HSS to the S-CSCF, the S-CSCF shall check the filter criteria one by one according to their indicated priority when the S-CSCF receives a message via the Mw interface.

On reception of a REGISTER request, the S-CSCF shall send a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS for the REGISTER event.

On an event that causes network-initiated deregistration, the S-CSCF shall send a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS as if a equivalent REGISTER request had been received from the user deregistering that public user identity, or combination of public user identities.

On reception of any other request the S-CSCF shall:

1.
set up the list of filter criteria for that request according to their priority – the sequence of the filter criteria shall not be changed until the request finally leaves the S-CSCF via the Mw interface again;

2.
parse the received request in order to find out the Service Point Triggers (SPTs) that are included in it;

3.
check whether the trigger points of the filter criteria with the next highest priority are matched by the SPTs of the request and 

a)
if it does not match the S-CSCF shall immediately proceed with step 4;

b)
if it matches the S-CSCF shall:

i)
add an indication to the request which will allow the S-CSCF to identify the message on the incoming side, even if its dialog identification has been changed e.g. due to the Application Server performing third party call control;

ii)
forward the request via the ISC interface to the Application Server indicated in the current filter criteria. The Application Server then performs the service logic, may modify the request and may send the request back to the S-CSCF via the ISC interface;

iii)
proceed with step 4 if the request was received again from the Application Server via the ISC interface;

4.
repeat the above steps 2 and 3 for every filter criteria which was initially set up (in step 1) until the last filter criteria has been checked; 

5.
route the request based on normal SIP routing behaviour.

If an Application Server decides to locally terminate a request and sends back a final response for that request via the ISC interface to the S-CSCF, the S-CSCF shall abandon verification of the matching of the triggers of lower priority in the list. The final response shall include the indicator defined in step 3 b) i) above, so that the S-CSCF can correlate the messages.
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Figure 5.2.1: Application triggering architecture

Each invoked Application Server/service logic may decide not to be engaged with the invoked session by indicating that during the very first SIP transaction when the Record-Route/Route is generated for subsequent SIP requests. The denial shall mean that subsequent requests shall not be routed to such Application Servers/service logic any more during the lifetime of that session. Any Application Server, which has determined that it will not receive subsequent requests for a session cannot revoke this determination by means of Initial Filter Criteria (iFC).

NOTE:
Care should be taken in design of the Initial Filter Criteria when designing services to avoid unintended loops being setup, where requests from an Application Server may be sent back to the same Application Server. This does not imply that it is not allowed for requests to be sent back to the same Application Server when that is intended behaviour as part of the design of the service and the Application Server is able to handle this correctly. Special care should be taken for the case when an Application Server may act as an originating UA or B2BUA and may originate an initial request causing evaluation of Initial Filter Criteria.
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6.4
Handling of UE-originating requests

6.4.1
Handling of UE-originating requests, registered user

The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request.

The initial filter criteria (subset of the profile) has already been downloaded from the HSS and is stored locally at the S-CSCF, and 3GPP TS 24.229 [5].

When such a session request comes in, the S-CSCF shall first check whether this is an UE-originating request or a UE-terminating request in order to perform the matching procedure with SPTs within initial filter criteria. This subclause describes the requirements for the S-CSCF when this request is a UE-originating request. If this request is a UE-originating request, the S-CSCF shall:

-
use the initial Filter Criteria for the UE-originating case;

-
check whether this request matches the initial filter criteria with the highest priority for that user by checking the service profile against the public user identity, which was used to place this request;

-
if this request matches the initial filter criteria, the S-CSCF shall forward this request to that application server, then check for matching of the next following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the previously contacted application server;

-
if this request does not match the highest priority initial filter criteria, check for matching of the following filter criteria priorities until one applies;

-
 if no more (or none) of the initial filter criteria apply,  the S-CSCF shall forward this request downstream based on the route decision;

-
in any instance, if the contact of the application server fails, the S-CSCF shall use the "default handling" associated with the initial Filter Criteria to determine if it shall either terminate the call or let the call continue based on the information in the filter criteria; if the filter criteria does not contain instruction to the S-CSCF regarding the failure of the contact to the application server, the S-CSCF shall let the call continue as the default behaviour.

6.4.2
Handling of UE-originating requests, unregistered user

The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request. 
A UE-originating initial request may originate from an Application Server via the ISC interface. Originating initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check this is an UE-originating request or a UE-terminating request. This subclause describes the requirements for the S-CSCF when this request is a orginating request. So, if this request is a UE-originating request, the S-CSCF shall:

-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-originating request for unregistered user;

-
check whether this request matches the initial filter criteria with the highest priority for that user by checking the service profile against the public user identity, which was used to place this request;

-
if this request matches the initial filter criteria, the S-CSCF shall forward this request to that application server, then check for matching of the next following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the previously contacted application server;

-
if this request does not match the highest priority initial filter criteria, check for matching of the following filter criteria priorities until one applies;

-
 if no more (or none) of the initial filter criteria apply,  the S-CSCF shall forward this request downstream based on the route decision;

-
in any instance, if the contact of the application server fails, the S-CSCF shall use the "default handling" associated with the initial Filter Criteria to determine if it shall either terminate the call or let the call continue based on the information in the filter criteria; if the filter criteria does not contain instruction to the S-CSCF regarding the failure of the contact to the application server, the S-CSCF shall let the call continue as the default behaviour.

6.5
Handling of UE-terminating requests

6.5.1
Handling of UE-terminating requests, registered user

The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request. A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating Initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check whether this is an UE-originating request or a UE-terminating request. For UE-terminating initial requests the S-CSCF shall first perform any routing of the request to Application Server based on matching of initial Filter Criteria before performing other routing procedures towards the terminating UE, (e.g. forking, caller preferences etc). This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to registered user;

-
in case the Request-URI changes when visiting an Application Server, terminate the checking of filter criterias, route the request based on the changed value of the Request-URI and do not execute the subsequent steps;

-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.

6.5.2
Handling of UE-terminating requests, unregistered user

The S-CSCF shall verify if the public user identity is barred. If so, it shall respond with a 4xx error code and stop further session processing.

The S-CSCF only looks for initial filter criteria when receiving an initial request. 
A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check this is an UE-originating request or a UE-terminating request. This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to unregistered user;

-
in case the Request-URI changes when visiting an Application Server, terminate the checking of filter criterias, route the request based on the changed value of the Request-URI and do not execute the subsequent steps;

-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.
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6.8
S-CSCF handling IMS charging

In registration processing, a S-CSCF may send a third party REGISTER to an application server, where the ICID, IOI and charging function addresses are included in the message.

During a session, the S-CSCF shall generate the CDR for charging purposes.

In a session originating case, when receiving an incoming initial request, this request will carry the ICID generated by the upstream P-CSCF, which is serving the originating user; the S-CSCF shall store the ICID for this session and handle this request based on filter criteria. After processing this request the S-CSCF shall include the ICID and the charging function addresses received from the HSS in the outgoing message. The charging function addresses identify on-line, and off-line charging entities in the home network. It is implementation dependent how IMS related entities such as P-CSCF in the visited network get the local CCF addresses in the case that the P-CSCF is located in the visited network. Charging function addresses may be allocated as locally preconfigured addresses. If this message is sent outside the home network, S-CSCF shall include Inter Operator Identifier (IOI) that identifies the home network into the message. IOI is globally unique identifier for using inter operator accounting purposes. The response to the outgoing message may contain a separate IOI that identifies the home network of the called party. The S-CSCF shall retain either IOI in the message when contacting the Application Servers. The S-CSCF will receive GPRS charging information from subsequent requests and responses, the S-CSCF shall store these parameters and shall remove them from the outgoing message if this message is sent to the terminating UE's home network or the originating UE's visited network. The GPRS charging information may be sent to application servers.

In a session terminating case, when receiving an incoming initial request, this request will carry the ICID generated by the originating UE's P-CSCF; the S-CSCF shall store the ICID for this session and handle this request based on filter criteria. After processing this request the S-CSCF shall include the ICID and the charging function addresses received from the HSS in the outgoing message. The charging function addresses identify on-line and off-line charging entities in the home network. IOI may be received from another network or is inserted by the MGCF to identify the originating PSTN/PLMN. If IOI is received at the S-CSCF, the S-CSCF shall store the IOI value for the network that sent the request. The response to the incoming message may contain a separate IOI that identifies the home network of the S-CSCF. The S-CSCF shall retain either IOI in the message when contacting the Application Servers. Afterwards, the S-CSCF shall remove the IOI of the requesting network from the message before sending the message further within the network. The S-CSCF will receive GPRS charging information from subsequent requests and responses, the S-CSCF shall store these parameters and removes them from the outgoing message if this message is sent to the terminating UE's visited network or the originating UE's home network. The GPRS charging information may be sent to application servers.

For detailed information on transporting charging parameters between IMS entities using SIP, see 3GPP TS 24.229 [5].
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8.1.2
Tones and announcements

An Application Server is in control of the tone/announcement selection and is aware of MRFC capabilities.

The MRFC accepts INVITE requests sent from an Application Server, via the S-CSCF, for the purpose of applying tones and announcements. The INVITE sent to the MRFC will contain sufficient information to play the appropriate tone or announcement.

The MRFC shall support both the offer/answer as defined in IETF RFC 3264 [15] and the offer/answer with preconditions models for SDP negotiation with the AS. However, the offer/answer model for SDP negotiation between the AS/S-CSCF and the MRFC is sufficient for applying tones and announcements. The MRFC should always grant the requests from the AS (unless there is a resource problem). The receipt of the ACK at the MRFC triggers the playing of the tone or announcement.

The tone or announcement should end when a BYE is received. Alternatively, an expiration time may have been specified from the AS within the SDP of the INVITE request. In this case, the MRFC may terminate the media on its own and generate and BYE request towards the AS. A tone or announcement may also have a pre-determined play time (e.g., confirmation tone), and so there may not be a need for the AS to send a request to stop it or to include the play time in the request.

See annex B for a call flow example of playing an announcement for a UE-originating call.
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9.4.1
Application Server handling of UE-originating requests

The functional mode of application server is shown in figure 9.1.1.

For an UE-originating request, the AS-ILCM may interact with the application logic reporting call state information. Depending on the service that is being provided, the application logic may instruct the AS-OLCM to modify the request if needed (e g. by inserting itself in the Record-Route etc). After processing the request the AS-OLCM may send this request back to the S-CSCF.

When the AS acts as a B2BUA, the application server shall maintain and correlate the multiple dialogues that it creates. It shall be responsible for correlating the dialogue identifiers and shall decide when to translate a message from one dialog to the other, or when to perform other functions based on the instruction from the application logic.

PROPOSED CHANGE

9.4.2
Application Server handling of UE-terminating requests
The handling of UE-terminating requests is similar with the handling of UE-originating requests as defined in subclause 9.4.1.
PROPOSED CHANGE

9.4.5
Application server handling of IP multimedia charging

If an application server receives a third party REGISTER from the S-CSCF carrying the ICID, IOI and charging function addresses, the application server may store these parameters for charging purposes.

In an originating case, when processing an incoming initial request carrying the ICID, IOI, GPRS charging information and charging function addresses for this session, the application server shall pass these parameters in the outgoing message and may store the parameters for charging purposes.

In a terminating case, when processing an incoming initial request carrying the ICID, IOI, GPRS charging information and charging function addresses for this session, the application server shall pass these parameters in the outgoing message and may store the parameters for charging purposes.

When the application server is acting as an originating user agent as described in subclause 9.1.1.2 and initiates a session or a standalone transaction, it shall generate ICID itself. Charging function addresses may be allocated as locally preconfigured addresses. The application server may retrieve the charging addresses on Sh interface.

When the conflict occurs between the charging function address(es) received over the ISC interface and those received over the Sh interface, the address(es) received over the ISC interface should take precedence.
NOTE:
The use of the Sh interface to retrieve charging function addresses is not intended as a general-purpose alternative to receiving charging function addresses from the ISC interfaces. Rather, it is meant to address a special case where the AS needs to interact with the charging system before initiating a request to a user when the AS has not received the third party REGISTER for that user.

For detailed information on transporting charging parameters between IMS entities using SIP, see 3GPP TS 24.229 [5].

PROPOSED CHANGE

B.2.1
Example information flow for a UE-originating IP multimedia session that results in playing an announcement

The following diagram shows an example of playing an announcement for a UE-originating IP multimedia session. An AS (acting as B2BUA) performs third party call control with the MRFC, where the S-CSCF is in the signalling path.

The "[x]" notation in the diagram is an indicator of a unique SIP dialog. The "dot" notation on the AS line indicates B2BUA actions are taking place along with AS service logic. The 100 Trying responses are not shown in the diagram, but it is assumed that 100 Trying is sent in response to each INVITE request.

The B2BUA AS interacts with the UE as usual to establish the dialog. The B2BUA AS interacts with the MRFC using a third party control model to establish the dialog. The B2BUA AS manages the interactions between the two dialogs.
The offer/answer model as defined in IETF RFC 3264 [15] is used for SDP negotiation between the AS/S-CSCF and the MRFC. The MRFC should always grant the requests from the AS (unless there is a resource problem). The MRFC responds to the INVITE request with a 200 response indicating the selected codec in the SDP. The MRFC will also reserve the requested local resources at that time. The selected codec is included by the B2BUA AS in the 183 response to the UE. The receipt of the ACK at the MRFC triggers the playing of the tone or announcement.
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Figure B.2.1.1: Tones and announcements call flow

Notes for figure B.2.1.1: 

1)
INVITE request is received at the S-CSCF [Call-ID 1].

2)
INVITE request is forwarded to an AS, based on the filter criteria.

3)
The AS service logic determines to proceed with the call.

4)
New INVITE request is sent towards destination, via the S-CSCF, to establish a new dialog [Call-ID 2].

5)
S-CSCF experiences a failure, such as not being able to determine the next hop for the SIP URL.

6)
Session failure returned to the AS.

7)
ACK returned to complete this dialog [Call-ID 2].

8)
The AS service logic determines to play an announcement to the calling party.

9)
New INVITE request is sent to the MRFC, via the S-CSCF, to establish a new dialog for playing an announcement [Call-ID 3]. Sufficient information is included to specify the details for the announcement.

10)
S-CSCF relays INVITE to the MRFC.

11)
The MRFC allocates the requested resource and returns 200 OK, with SDP-A indicating selected media.

12)
S-CSCF relays 200 OK to the AS.

13 - 30)
The B2BUA AS manages the dialog for Call-ID 1 as normal, with the SDP-A supplied from the MRFC. The MRFC is instructed to play the announcement using the ACK request at flow 26 for Call-ID 3.

PROPOSED CHANGE

B.2.2
Example information flow for a UE-originating IP multimedia ad hoc conferencing session (multiparty call)

The following diagram shows an example of an ad hoc conference (multiparty call). An AS (acting as B2BUA) performs third party call control with the MRFC, where the S-CSCF is in the signalling path.

The "[x]" notation in the diagram is an indicator of a unique SIP dialog. The "dot" notation on the AS line indicates B2BUA actions are taking place along with AS service logic. The 100 Trying responses are not shown in the diagram, but it is assumed that 100 Trying is sent in response to each INVITE request.

The Application Server is in control of the ad hoc conference, is aware of the MRFC capabilities and is also operating as a B2BUA performing third party call control.

An INVITE request is generated from UE-1 indicating a desire to start a multiparty call (ad hoc conference) by taking the existing sessions, between UE-1 to UE-2 and UE-1 to UE-3, and bringing them together. The AS uses third party call control to request the conference facilities from the MRFC. A separate dialog is established from the AS to the MRFC for each of the three parties (UE-1, UE-2, UE-3). New dialogs are also established between the AS and each of the UE endpoints. The media from each UE is connected at the conferencing resource at the MRFP. The first INVITE request to the MRFC should receive a response that includes the conference identifier. The same conference identifier will be used for subsequent INVITE requests to add or drop parties to the conference.

The offer/answer model as defined in IETF RFC 3264 [15] is used for SDP negotiation between the AS/S-CSCF and the MRFC. The MRFC should always grant the requests from the AS (unless there is a resource problem). The MRFC responds to the INVITE request with a 200 response indicating the selected media in the SDP. The MRFC will also reserve the requested local resources at that time and return the appropriate resource identifiers in the 200 response.


[image: image3.wmf]MRFC

AS

Home Network for calling party

S-CSCF

1. INVITE (MPTY)[1]

4. Service Logic

37. Establish path

between UE-1

and MRFP

40. ACK [1]

10. INVITE (UE-2 SDP)[3]

12. 200 OK (UE-2 SDP)[3]

3. INVITE (MPTY)[1]

13. 200 OK (UE-2 SDP)[3]

41. ACK [1]

9. INVITE (UE-2 SDP)[3]

5. INVITE (UE-2 SDP)[2]

8. 200 OK (UE-2 SDP)[2]

14. ACK (UE-2 SDP) [2]

19. INVITE (UE-3 SDP)[4]

21. 200 OK (UE-3 SDP)[4]

35. 200 OK (UE-1 SDP) [1]

36. 200 OK (UE-1 SDP) [1]

100 Trying is sent

after each INVITE,

but it isn't shown

39. ACK [6]

6. INVITE (UE-2 SDP)[2]

7. 200 OK (UE-2 SDP)[2]

15. ACK [2]

18. INVITE (UE-3 SDP)[4]

20. 200 OK (UE-3 SDP)[4]

38. ACK [6]

Sessions exist between UE-1 and UE-2, and between UE-1 and UE-3 .

Request is to put all parties together for an Ad-hoc conference (multi-party

call).

16. ACK (UE-2 SDP) [3]

17. ACK [3]

23. INVITE (UE-3 SDP)[5]

25. 200 OK (UE-3 SDP)[5]

26. 200 OK (UE-3 SDP)[5]

22. INVITE (UE-3 SDP)[5]

27. ACK (UE-3 SDP) [4]

28. ACK [4]

29. ACK [5]

30. ACK [5]

32. INVITE (UE-1 SDP)[6]

33. 200 OK (UE-1 SDP)[6]

31. INVITE (UE-1 SDP)[6]

34. 200 OK (UE-1 SDP)[6]

2. 100 (Trying)

11. Establish path

between UE-2

and MRFP

24. Establish path

between UE-3

and MRFP


Figure B.2.2.1: Ad hoc conference call flow

Notes for figure B.2.2.1:

1)
INVITE request received at S-CSCF from UE-1 indicating desire to start ad hoc conference (multiparty call) for the existing sessions between UE-1 to UE-2 and UE-1 to UE-3.

2)
100 Trying returned.

3)
INVITE forwarded to AS.

4)
AS performs service logic and allows attempt to start ad hoc conference.

5 - 8)
New INVITE request sent to MRFC to initiate multiparty call, get conference identifier and prepare dialog for UE-2 [Call-ID 2].

9 - 13)
Re-INVITE sent to UE-2 to establish dialog between AS and UE-2 [Call-ID 3].

14 - 17)
ACK sent for Call-ID 2 and Call-ID 3.

18 - 21)
New INVITE request sent to MRFC using the same conference identifier and prepare dialog for UE-3 [Call-ID 4].

22 - 26)
Re-INVITE sent to UE-3 to establish dialog between AS and UE-3 [Call-ID 5].

27 - 30)
ACK sent for Call-ID 4 and Call-ID 5.

31 - 34)
New INVITE request sent to MRFC using the same conference identifier and prepare dialog for UE-1 [Call-ID 6].

35 - 36)
200 OK returned to UE-1 with SDP.

37)
The session is established.

38 - 41)
ACK sent for Call-ID 1 and Call-ID 6.
PROPOSED CHANGE

B.2.3
Example information flows for a UE-originating IP multimedia session that requires transcoding

The two figures B.2.3.1 and B.2.3.2 that follow illustrate the MRFC providing transcoding for a UE-originating session, where the MRFC is receiving directions from the AS operating as a B2BUA.

The "[x]" notation in the diagram is an indicator of a unique SIP dialog. The "dot" notation on the AS line indicates B2BUA actions are taking place along with AS service logic. The 100 Trying responses are not shown in the diagram, but it is assumed that 100 Trying is sent in response to each INVITE request.

The B2BUA AS interacts with the originating UE as usual to establish the dialog. The B2BUA AS interacts with the MRFC using a third party control model to establish the dialog with the called party after receiving the initial failure indication. The B2BUA AS manages the interactions between the two dialogs.

An INVITE request is generated from a UE. A 606 "Not Acceptable" response is received from the called party. The AS uses third party call control to request transcoding facilities from the MRFC. A separate dialog is established from the AS to the MRFC for each of the two parties. New dialogs are also established between the AS and each of the UE endpoints. The media from each UE is connected at the transcoding resource at the MRFP.

In the first figure B.2.3.1 below, the called party returns an indication of an acceptable codec. For this case, the request to the MRFC will include the appropriate codec for the called party and the offer/answer model as defined in IETF RFC 3264 [15] with the MRFC is used. In figure B.2.3.2 below, the called party does not indicate any SDP, which means that more steps will be required on the subsequent INVITE request to set up transcoding with the MRFC. An INVITE without SDP is sent to the MRFC to get the list of codecs it supports. The AS then sends that list of codecs in the new INVITE that it sends to the called party. The B2BUA function of the AS matches up the responses.
The offer/answer model is used for SDP negotiation between the AS/S-CSCF and the MRFC. The MRFC should always grant the requests from the AS (unless there is a resource problem). The MRFC responds to the INVITE request with a 200 response indicating the selected codec in the SDP. The MRFC will also reserve the requested local resources at that time. The selected codec is included by the B2BUA AS in the 183 response to the UE. The receipt of the ACK at the MRFC triggers the playing of the tone or announcement.
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 EMBED Visio.Drawing.6  
Figure B.2.3.1: Transcoding call flow (called party indicates codec)
Notes for figure B.2.3.1:

1)
INVITE request received at S-CSCF from UE [Call-ID 1].

2)
100 Trying returned.

3)
INVITE forwarded to an AS, based on filter criteria.

4)
AS service logic determines to proceed with the call.

5)
New INVITE request is sent towards destination, via the S-CSCF, to establish a new dialog [Call-ID 2].

6)
S-CSCF forwards the INVITE.

7)
Called UA returns 606 Not Acceptable in response to the INVITE request. Included in the response is an indicator that the offered codec is not acceptable plus information on what codec would be acceptable.

8)
An ACK is sent to the called UA to complete the dialog for Call-ID 2.

9)
606 response is forwarded to the AS.

10)
AS service logic determines that there is an MRFC that can perform the transcoding.

11)
ACK sent to S-CSCF to complete the dialog for Call-ID 2.

12 - 17)
New INVITE request sent to MRFC to establish transcoding for called UA [Call-ID 3].

18 - 25)
New INVITE request sent to called UA to establish session between UA and MRF [Call-ID 4].

26 - 29)
New INVITE request sent to MRFC to establish transcoding for calling UE [Call-ID 5].

30 - 53)
Normal call establishment procedures from here on, with B2BUA AS performing the appropriate signalling translations between the associated dialogs.
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Figure B.2.3.2: Transcoding call flow (called party codec negotiated)

Notes for figure B.2.3.2:

1)
INVITE request received at S-CSCF from UE [Call-ID 1].

2)
100 Trying returned.

3)
INVITE forwarded to an AS, based on filter criteria.

4)
AS service logic determines to proceed with the call.

5)
New INVITE request is sent towards destination, via the S-CSCF, to establish a new dialog [Call-ID 2].

6)
S-CSCF forwards the INVITE.

7)
Called UA returns 606 Not Acceptable in response to the INVITE request. Included in the response is an indicator that the offered codec is not acceptable but there is no information on what codec would be acceptable (no SDP).

8)
ACK sent to called UA to complete the dialog for Call-ID 2.

9)
606 response is forwarded to the AS.

10)
AS service logic determines that there is an MRFC that can perform the transcoding.

11)
ACK sent to S-CSCF to complete the dialog for Call-ID 2.

12 - 15)
New INVITE request sent to MRFC to establish transcoding for called UA and to get the list codecs supported by the MRF [Call-ID 3].

16 - 19)
New INVITE request sent to called UA with SDP for all codecs supported by the MRF to establish session between UA and MRF [Call-ID 4]. UA returns SDP with acceptable codecs.

20 - 23)
A new offer with the codecs provided by the UA is sent in PRACK and the 200 OK response indicates the selected codec.

24 - 31)
Acknowledgements sent to complete Call-ID 3.

Call establishment procedures from here on are common with the previous transcoding call flow.

PROPOSED CHANGE

Annex C (informative):
Example for Initial filter criteria triggering

This example applies both for UE-originating and UE-terminating procedures. But we assume this is a call UE-originating procedure. User has registered with the network. Its filter criteria and addresses of the assigned application servers have been downloaded to its S-CSCF during registration via Cx interface. Also, the application server specific data may have been downloaded via the Sh interface to the application server during registration.
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Figure C.1: Initial Filter Criteria Triggering Example

There is a flow example in figure C.1:

In this example, two application servers are assigned to provide additional services to a subscriber and they are showed as AS1 and AS2 in this example.

1.
User initiates a SIP session by sending a SIP initial request to its S-CSCF.

2.
On receiving this request, the S-CSCF evaluates the SPTs and checks if they match the initial filter criteria X for AS1. If they match, the S-CSCF forwards this request to AS1. 

3.
The AS1 performs any needed service logic based on the Service Key and sends the SIP request possibly with service related modification back to the S-CSCF.

4.a
On receiving the request from the AS, the S-CSCF evaluates the SPTs and checks if they match the initial filter criteria Y for AS2. If they match the S-CSCF forwards the request to the associated Application Server AS2.

4.b
If the request doesn't match any further filter criteria, the S-CSCF forwards this request to the next hop based on the route decision.

5.a
The AS2 performs any needed service logic based on the Service Key and sends the SIP request possibly with service related modification back to the S-CSCF.

6.a
The S-CSCF checks the request sent by AS2 and finds that no initial criteria is matched, then the S-CSCF forwards this request to next hop based on the route decision.
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