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Now the standard always requires the AS in the B2BUA role only to copy the remaining ROUTE header to the new invite request, this means when the S-CSCF receives that request: first it will correlate the new session with the old one using the Original dialog ID, and then it will find the P-Asserted-Identity has been changed. For S-CSCF cannot judge the call is an oringating call, it will execute neither the original service related to the old or new P-Asserted-Identity but just proceed to route the request to the destination. So in this case if the AS wants S-CSCF to execute the new P-Asserted-Identity related service, it will not be possible.
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*** MODIFICATION ***

5.7.5
Application Server (AS) performing 3rd party call control

5.7.5.1
General

The AS performing 3rd party call control acts as a B2BUA. There are two kinds of 3rd party call control:

-
Routeing B2BUA: an AS receives a request from S-CSCF, terminates it and generates a new request, which is based on the received request.
-
Initiating B2BUA: an AS initiates two requests, which are logically connected together at the AS.
The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and are outside the scope of the present document.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem.

For standalone transactions, when the AS is acting as a Routeing B2BUA, the S-CSCF shall copy the remaining Route header(s) unchanged from the received request for a standalone transation to the new request for a standalone transaction.

5.7.5.2
Call initiation 

5.7.5.2.1
Initial INVITE

When the AS acting as a Routeing B2BUA receives an initial INVITE request from the S-CSCF, the AS shall check whether it will change the P-Asserted-Identity:
1) If yes and AS is located on the originating side, it shall apply the procedure described in subclause 5.7.3 for new requests;
2) Otherwise, the AS shall 
-
remove its own SIP URI from the topmost Route header of the received INVITE request;

-
perform the AS specific functions. See 3GPP TS 23.218 [5];

-
if successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog;

-
copy the remaining Route header(s) unchanged from the received INVITE request to the new INVITE request;

-
route the new INVITE request based on the topmost Route header.

NOTE:
The topmost Route header of the received INVITE request will contain the AS’s SIP URI. The following Route header will contain the SIP URI of the S-CSCF.

When the AS is acting as an Initiating B2BUA, the AS shall apply the procedures described in subclause 5.7.3 for both requests. The AS shall either set the icid parameter in the P-Charging-Vector header to be the same as received or different. The AS may retrieve CCF and/or ECF adresses from HSS on Sh interface..
*** END MODIFICATION ***

























































































































