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Introduction

This discussion paper is intended to provide some background information for Service level trace. It also lists some issues identified that may impact the expected service level trace related work in CT1.

The actions requested by the "LS on end-to-end service level tracing for IMS" from SA5 are also discussed, the goal is to agree how CT1 should reply to this LS.

background

The "OMA Service Provider Environment Requirements" [OMA-RD-OSPE-V1_0-20050614-C.pdf] describes the high level requirements for service level trace. Short summary of several use cases: In case of faults (or before providing new service) service provider (network operator) use a 'marking' for their test (mobile) equipments. The marked equipments will indicate the need for end-to-end tracing. All the network elements involved in processing such request are expected to generate logs. If third party services are involved, service providers may agree to convey the service level trace related data to other network as well.

The "OMA-REQ-2004-0705R01-Intentions-of-service-level-tracing" slide set provides more details:

Service Level Tracing functionality may include a definition (standardised either by OMA or another standards body) of, e.g. a Service Level Trace Token. It may include:

· traced event,

· data formats, and

· consistent globally unique identifiers.

The ‘Trace Token’ is conveyed in the protocol header (e.g. SIP and SOAP) when a service call is to be traced (the customer’s device is marked).

Trace Logging is only active when it receives a Trace Token (I.e. Tracing and Logging is not continuously active);

Each trace log should support the same type of log information (I.e. a common trace log template) that consists of e.g. logging, trace activation, and correlation capabilities, consistent and common Log, tracing event and data formats, consistent globally unique identifiers;

Core Service Level Tracing functionality may require additions to the signalling during the interface specification phase

For services that cross multiple boundaries, e.g. Mobile Operator to Third Party, it may not be possible to trace end-to-end services therefore it may only be possible to trace up until the Service Providers own boundary. This means that the Identification and description of appropriate enabler "entry" and "exit" points need to be identified. 

To ensure the amount of information to be made available by enablers for the purpose of service level tracing does not create performance/capacity issues.

Questions, impactS

Expected work / deliverables and schedule – need stage 2 requirements

Activation in ME – can it be activation in network element as well (entry point)

What is the benefit of marking mobile equipments?

Trace token definition in SIP

Security aspects (only operator can trigger to prevent network overload by logs)

Confidentiality issues (subscriber id, service id)

Usage: if ME has the token, then it always used, or the tester has the choice or the Service level trace token include info when to add 'trace token' into SIP?

What is the expected behaviour of "entry" and "exit" points

IOA – is it an independent or related to trust relationship?

Different levels, e.g. Service Level, Component Level and Network element Level.
Relation of normal trace and element level SLT?

